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P R E S I D E N T ’ S  M E S S A G E

Craig T. Steckler, Chief of Police,  
Fremont, California,  
Police Department

Fewer than two months ago, tragedy struck 
Sandy Hook Elementary School in Newtown, 

Connecticut. I feel compelled to discuss it in  
this column.

Like you, I was stunned and devastated 
when I saw the sad news that Friday morning in 
December. At the beginning, details were sparse, 
but, as the day grew longer, the news became 
more horrible by the hour. As a police chief—but 
more importantly as a father and a grandfather—
I was and am horrified that 20 precious, young 
children were murdered along with the 6 adults 
who died trying to save them. I also am deeply 
troubled when I think about the many law 
enforcement officers who responded to the scene. 
All of us in law enforcement have the day on the 
job that we will never forget, and December 14, 
2012, will be that day for those officers.

December 14, 2012, must also be a day that 
we—the collective law enforcement commu-
nity—never forget. Since that day, my shock 
and horror has turned from anger into a strong 
motivation to act. As police leaders, it is our call-
ing—not just our job—to protect the citizens in 
our communities, and especially those who can-
not defend themselves. Now more than ever, we 
cannot let anything stand in our way of fulfilling 
that mission. 

If we are to prevent these tragedies from hap-
pening again, there are several things we must 
address. I strongly believe that our mental health 
system needs to be comprehensively reviewed 
and that we need to, in the United States and 
abroad, be aware of the mental health needs 
of our communities. One resource that I want 
to make sure you are aware of is a 2009 IACP 
summit report titled Building Safer Communities: 
Improving Police Response to Persons with Mental 
Illness. The report and its recommendations, 
available on the IACP website, are intended to 
promote dialogue among law enforcement, com-
munity providers, and partners. However, while 
I do believe that mental health awareness is a 

major component of fighting these types of vio-
lent acts, I do not believe it is the only component. 

We must address gun violence.
Tragedies such as those in Newtown; Aurora, 

Colorado; Columbine, Colorado; and Virginia 
Tech in Blacksburg, Virginia, grab our attention, 
and rightfully so. But the reality is that most law 
enforcement executives never have to deal with 
a mass shooting. The hard truth is that more 
than 31,000 firearms-related deaths occur in the 
United States each year. The staggering amount 
of gun violence is why the IACP has been a 
leading voice in efforts to reduce gun violence. 
Our membership was and remains a leading 
proponent of 
•	 the ban on military-style assault weapons; 
•	 the ban on high-capacity magazines;
•	 the need for universal background checks;

•	 ensuring the Bureau of Alcohol, Tobacco, 
Firearms, and Explosives has a permanent 
director; and 

•	 other commonsense measures that have 
and will, if adopted, reduce the level of gun 
violence in the United States. 
The IACP also has been a leader in resources 

for state, local, and tribal law enforcement to help 
combat illegal firearms. Two relevant documents, 
Reducing Gun Violence in Our Communities: A 
Leadership Guide for Law Enforcement on Effective 
Strategies and Programs and Taking A Stand: Reduc-
ing Gun Violence in Our Communities, are available 
on the IACP website. 

Additionally, at the beginning of this year, the 
IACP prepared a firearms position paper, which 
identifies and provides solutions to various 
firearms-related issues that need to be addressed. 
The paper, available at http://www.theiacp.org/
firearms, has been sent to the White House and 
circulated among members of Congress. As a 
public safety leader, you will certainly be called 
on to address concerns of gun violence, and I 
hope you will find this and other IACP resources 
helpful. We must reassure our communities that 
our schools, our workplaces, and our local busi-
nesses are safe and that our departments are well 
positioned to protect our citizens.

I can assure you that the IACP is commit-
ted to working with the Obama administra-
tion, members of Congress, the National Law 
Enforcement Partnership to Prevent Gun 
Violence, and other national leaders to stem the 
unacceptable level of gun violence in the United 
States. In fact, the IACP already has met with 
Vice President Biden to pledge our support to 
the president and vice president’s initiatives to 
curb gun violence.

I hope you—the IACP membership—also 
will commit to addressing the unacceptable level 
of firearms violence that occurs daily. To honor 
our oath of protecting the public, we must all 
work together toward a solution. v

Stemming the Unacceptable Level of Gun Violence
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L E G I S L A T I V E  A L E R T

By Meredith Ward, Manager, 
Legislative and Media Affairs

The IACP has long advocated for the adoption 
of common sense policies that will assist in 

reducing gun violence. These proposals are drawn 
from the association resolutions and policy positions 
adopted by the over 21,000 members of the IACP over 
the past several years. The items listed below are 
not comprehensive—for the full position paper, 
please visit http://www.theiacp.org/firearms.

Armor-Piercing Ammunition. The IACP 
supports legislation and policies that will 
prohibit the sale or transfer of armor-piercing 
ammunition. In addition, the IACP believes 
that the process utilized to determine whether a 
round of ammunition is armor piercing should 
include performance-based testing conducted 
by the Bureau of Alcohol, Tobacco, Firearms, 
and Explosives.

Assault Weapons Ban. First passed in 1994, 
the federal assault weapons ban (Public Safety 
and Recreational Firearms Use Protection Act) 
required domestic gun manufacturers to stop 
production of semiautomatic assault weapons 
and ammunition magazines holding more than 
10 rounds except for military or police use. 
While the ban was in place, it was remarkably 
effective in reducing the number of crimes 
involving assault weapons. Assault weapons 
are routinely the weapons of choice for gang 
members and drug dealers. They are regularly 
encountered in drug busts and are all too often 
used against police officers. The IACP has been 
a strong supporter of the assault weapons ban 
since 1992. 

Body Armor. The IACP supports legislation 
to prohibit the mail order sale of bulletproof vests 
and body armor to all individuals except sworn 
or certified law enforcement officers. In recent 
years, the safety of law enforcement officers has 
often been compromised due to the possession 
of body armor and bulletproof vests by the 
criminals they were attempting to apprehend. 
The IACP believes that the sale, transfer, or 

acquisition of these items should be conducted 
in person in order to make it more difficult for 
criminals to acquire and use these items while 
committing crimes of violence. 

Concealed Weapons. The IACP continues 
to oppose any federal legislative proposals 
that would either pre-empt, mandate, or both 
pre-empt and mandate the liberalization of 
individual states’ carrying a concealed weapon 
(CCW) laws pertaining to the carrying of con-
cealed weapons in other states without meeting 
that state’s requirements. This applies to private 
citizens as well as active, former, and federal, 
tribal, state, and local law enforcement personnel. 
The IACP believes it is essential that state govern-
ments maintain the ability to legislate CCW laws 
that best fit the needs of their communities. 

Firearms Enforcement. The IACP urges 
Congress to increase resources to better allow 
state, local, and tribal law enforcement agencies 
and the U.S. Department of Justice to enable 
greater prosecution of individuals for Brady Act 
violations. In addition, the IACP supports fire-
arms enforcement programs that involve local, 
state, and federal agencies, such as Project Safe 
Neighborhoods and Project Exile, which have 
shown significant reductions in firearms-related 
violent crime. 

Firearms Offender Registry. The reduction 
of firearms-related violent crime has been and 
continues to be a major goal of the IACP. Studies 
have shown that firearm offenders have a higher 
recidivist rate for committing other firearms-
related violent crime with firearms than the 
rate for sexual offenders. Therefore, the IACP 
supports creating a federal registry, similar to the 
sexual offender registry, for offenders who have 
been previously convicted of a felony firearm 
violation or a misdemeanor that involved 
violent or threatening acts with firearms. At 
little cost, this registry would have great benefit 
toward preventing and investigating a myriad of 
violent crimes, as well as establishing a comput-
erized list of dangerous offenders that could be 
utilized as a notification system to alert officers 
of potential danger. 

Firearm Purchase Waiting Period. The 
IACP has gone on record supporting a waiting 
period for the purchase of a handgun. In the 
past, waiting periods have served not only as 
time for a thorough background investigation 
but also as an informal cooling-off period for 
handgun purchasers. However, the time needed 
to perform most background checks has become 
obsolete due to the transition to the National 
Instant Criminal Background Check System. 
Nevertheless, the IACP believes there must still 
be a cooling-off period in place before an indi-
vidual can purchase a handgun. Therefore, the 
IACP supports legislation to create a mandatory 
five-day waiting period prior to the completion 
of a handgun purchase. 

Gun Show Loophole. The federal Gun 
Control Act of 1968 stipulates that individuals 
“engaged in the business” of selling firearms 
must possess a Federal Firearms License (FFL). 
Holders of FFLs are required to conduct back-
ground checks and maintain a record of all their 
firearm sales. Certain gun sales and transfers 
between private individuals, however, are 
exempt from this requirement. The laws we have 
in place to ensure gun purchasers go through 
FFLs are undermined by oversights in the law 
that allow an individual prohibited from owning 
firearms to obtain weapons at events such as gun 
shows without undergoing a background check. 
The IACP supports legislation to close these 
loopholes and preserve the effectiveness of the 
laws in place. 

Illegal Firearms Trafficking/Firearms 
Tracing. The IACP opposes any legislation that 
would limit or reduce the ability of U.S. law 
enforcement agencies to combat the sale of illegal 
guns. The IACP believes that the ability to trace 
illegal firearms effectively plays a critical role in 
law enforcement’s ability to protect communities 
from the scourge of firearms violence. v 

IACP Releases Firearms Position Paper
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C H I E F ’ S  C O U N S E L

By Martin J. Mayer, General 
Counsel, California Police  
Chiefs Association

Congress created the Secure Communities 
(SC) program in 2003 to identify all those 

in the criminal justice system who are eligible 
for removal as illegal aliens. The law does not 
require the removal of all such persons; instead, it 
requires the identification of them, so a decision 
can be reached regarding deportation. 

According to John Morton, director of U.S. 
Immigration and Customs Enforcement (ICE), 
the agency has resources to remove approxi-
mately 400,000 persons a year. The issue is 
identifying which ones should be targeted 
for removal. Morton stated that those with 
criminal convictions, outstanding court orders 
for removal, repeat offenses, or a combination of 
these are priorities; he said that of those removed 
in 2011, more than 55 percent had one or more 
criminal convictions.

According to its website, ICE is the principal 
investigative arm of the U.S. Department of 
Homeland Security (DHS) and the second largest 
investigative agency in the federal government. 
It was created through a merger of the investiga-
tive and interior enforcement elements of the 
U.S. Customs Service and the Immigration and 
Naturalization Service. ICE now has more than 
20,000 employees in offices in all 50 states and in 
47 foreign countries.

Secure Communities Process
The SC uses existing federal information 

sharing procedures between ICE and the Federal 
Bureau of Investigation (FBI). For decades, local 
jurisdictions have shared the fingerprints of indi-
viduals who are arrested or booked into custody 
with the FBI to see if they have criminal records. 
Under the SC, the FBI automatically sends the 
fingerprints to DHS to check against its immigra-
tion databases. 

If those checks reveal that an individual is 
unlawfully present in the United States or is 
otherwise removable because of a criminal con-
viction, ICE takes enforcement action. Its agents 
prioritize the removal of individuals who present 
the most significant threats to public safety by the 
severity of their crimes, their criminal histories, 
and other factors—including those who have 
repeatedly violated immigration laws.

ICE issues detainers only after a person has 
been arrested and it does not issue detainers for 
minor misdemeanors. Additionally, no one is 
arrested based on just an ICE hold; instead, they 

must already have been arrested for a state or 
local violation of law.

As stated, the SC makes the removal of aliens 
convicted of serious criminal offenses from the 
United States a priority. According to the DHS, 
the SC’s three main objectives are
•	 to identify aliens in federal, state, and local 

custody charged with or convicted of serious 
criminal offenses who are subject to removal 
and at-large aliens convicted of a serious 
criminal offense who are subject to removal; 

•	 to prioritize enforcement actions to ensure 
apprehension and removal of aliens convicted 
of serious criminal offenses; and 

•	 to transform criminal alien enforcement 
processes and systems to achieve  
lasting results.
For SC purposes, there are three categories  

of offenses.
Level 1 offenses include the following state 

or federal crimes: national security violations, 
homicide, kidnapping, sexual assault, robbery, 
aggravated assault, threats of bodily harm, extor-
tion or threat to injure a person, sex offenses, cru-
elty toward child or spouse, resisting an officer, 
weapons violations, hit-and-run involving injury 
or death, and drug offenses involving sentencing 
to a term of imprisonment greater than one year.

Level 2 offenses are primarily property 
crimes.

Level 3 offenses are all other crimes, primar-
ily misdemeanors.

When ICE determines an alien has been 
charged or convicted of a Level 1 offense that 
could result in removal, or when an alien who 
is already subject to removal is charged with 
a Level 1 offense, ICE will file an Immigration 
Detainer (Form I-247) at the time of booking with 
the local law enforcement agency (LEA) that has 
custody of the alien.

Interaction with Local Law Enforcement
According to ICE, the cooperation of local law 

enforcement agencies is crucial to completing the 
processes of identifying, detaining, and remov-
ing aliens arrested for or convicted of serious 
criminal offenses. As such, ICE requests, in part, 
that the LEAs abide by immigration detainer 
conditions, place the detainer in a subject’s file/
record, inform ICE if the subject is transferred or 
released, allow access to detainees, and assist ICE 
in acquiring information about detainees.

Once ICE determines the subject has previ-
ous serious criminal convictions or is currently 
charged with a serious criminal offense consid-
ered to be a Level 1 offense and is removable, ICE 
will lodge an Immigration Detainer (Form I-247) 
with the LEA. 

The form contains several parts that inform 
the LEA of what action has been taken by DHS 
regarding the inmate being held. For example, 
DHS could have checked off sections identifying 
that an investigation has been initiated or a war-
rant for removal has already been secured. It is 
then “requested” that the LEA “accept this notice 
as a detainer” and to notify ICE “at least 30 days 
prior to release or as far in advance as possible.” 

Mandatory or Optional Detainer?
There are other “requests,” as well, but there 

is one paragraph that is informational and not  
a request. It states that “[F]ederal regulations  
(8 CFR 287.7) require that you detain the alien 
for a period not to exceed 48 hours (exclud-
ing Saturdays, Sundays, and federal holidays) 
to provide adequate time for DHS to assume 
custody of the alien.” (emphasis added) Therein 
lies the quandary.

In a letter dated August 5, 2011, Director 
Morton informed all the state governors who 
were terminating existing SC memoranda of 
agreements that “[a memorandum of agreement 
(MOA)] between ICE and a state is not required 
to operate [the] SC in that state.”1 Several state 
and local jurisdictions had signed MOAs before 
participating, and some states subsequently 
attempted to rescind their MOAs. 

He stated that participation in the pro-
gram is not optional: “Once a state or local 
law enforcement agency voluntarily submits 
fingerprint data to the federal government, no 
agreement with the state is legally necessary for 
one part of the federal government to share it 
with another part.”2

The letter basically reiterated that immigra-
tion enforcement is the sole purview of the 
federal government and not the states. “[SC] 
imposes no new or additional requirements on 
state and local law enforcement” and, further-
more, “the federal government, not the state 
or local law enforcement agency, determines 
what immigration enforcement action, if any, 
is appropriate.”

On June 25, 2012, the U.S. Supreme Court 
ruled on the immigration enforcement law 
implemented by the state of Arizona, in the case 
of Arizona et al. v. United States. The court held 
that most of the Arizona law was contrary to 
federal law, however, the court made it clear that 
it is federal law that controls immigration issues. 

The court held that “[t]he [f]ederal [g]overn-
ment’s broad, undoubted power over immigration 
and alien status rests, in part, on its constitutional 
power to ’establish a uniform Rule of Naturaliza-
tion,’ Art. I, §8, cl. 4, and on its inherent sovereign 
power to control and conduct foreign relations. 

Secure Communities Program: Mandatory or Optional?
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Federal governance is extensive and complex. 
Among other things, federal law specifies catego-
ries of aliens who are ineligible to be admitted to 
the United States, 8 U. S. C. §1182; requires aliens 
to register with the [f]ederal [g]overnment and to 
carry proof of status, §§1304(e), 1306(a); imposes 
sanctions on employers who hire unauthorized 
workers, §1324a; and specifies which aliens may be 
removed and the procedures for doing so, see §1227” 
(emphasis added).3

The court also addressed the issue of Ari-
zona’s authority to hold a detainee in order to 
verify immigration status, based on its own law. 
“It is not clear at this stage and on this record 
that §2(B), in practice, will require state officers 
to delay the release of detainees for no reason 
other than to verify their immigration status. 
This would raise constitutional concerns. And 
it would disrupt the federal framework to put 
state officers in the position of holding aliens in 
custody for possible unlawful presence without 
federal direction and supervision” (emphasis 
added).4 The distinction with the SC program is 
that federal direction does exist; it is based on the 
issuance of a detainer authorized by federal law. 

An example of a position contrary to the 
court’s ruling, however, was recently taken by 
California Attorney General Kamala Harris. On 
December 4, 2012, the California Department 
of Justice issued an information bulletin that 
stated that “[l]ocal law enforcement agencies in 
California can make their own decisions about 
whether to fulfill an individual ICE immigra-
tion detainer.” Furthermore, “immigration 

detainers are not compulsory. Instead, they 
are merely requests enforceable at the discretion 
of the agency holding the individual arrestee” 
(emphasis in original).5

California’s position, which is opposite to that 
of Arizona, proves that confusion reigns supreme 
when it comes to interpretation of the SC initia-
tive. Who governs—the state or the federal 
government? Is honoring the detainer issued by 
ICE up to the individual law enforcement agency 
or is it mandatory?

To complicate matters further in California, 
its state law mandates cooperation with ICE 
with identifying illegal aliens and notifying ICE 
of that fact. California Penal Code 834b states 
that “(a) [e]very law enforcement agency in 
California shall fully cooperate with the United 
States Immigration and Naturalization Service 
regarding any person who is arrested if he or she 
is suspected of being present in the United States 
in violation of federal immigration laws.”6

Furthermore, section (c) states that “[a]ny leg-
islative, administrative, or other action by a city,

county, or other legally authorized local gov-
ernmental entity with jurisdictional boundaries, 
or by a law enforcement agency, to prevent or 
limit the cooperation required by subdivision (a) 
is expressly prohibited.”7

Conclusion
As stated above, confusion reigns supreme 

when it comes not only to enforcement of the SC 
law but also to issues of immigration generally. It 
appears that the federal government does in fact 

have the ultimate authority over immigration 
issues, but it is obvious that individual states are 
challenging that authority. 

The U.S. Supreme Court, in the Arizona deci-
sion, has not provided definitive guidance for 
local agencies, and it would seem that further 
litigation is inevitable. Until the confusion has 
been put to rest, it is incumbent on all local law 
enforcement agencies to seek out and secure 
legal advice and guidance in deciding how they 
will proceed. v

Martin J. Mayer is a name partner with  
the public sector law firm Jones & Mayer,  
has served as general counsel to the 
California Police Chiefs Association for  
25 years, and is an active member of IACP’s 
Legal Officers’ Section.

Notes:
1See for example, John Morton to Jack Markell, 

August 5, 2011, http://www.nilc.org/document 
.html?id=681 (accessed December 11, 2012).

2Ibid.
3Arizona et al. v. United States, 132 S. Ct. 2492, 

2494–2495 (2012).
4Arizona et al., 132 S. Ct. at 2497.
5Kamala D. Harris to Executives of State and Local 

Law Enforcement Agencies, December 4, 2012, https://
www.aclunc.org/docs/immigration/ag_info_bulletin 
.pdf (accessed December 11, 2012).

6California Penal Code §834b(a).
7California Penal Code §834b(c).
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R E S E A R C H  I N  B R I E F
The IACP Research Advisory Committee is proud to offer the monthly “Research in Brief” column. This column features evidence-based research  

summaries that highlight actionable recommendations for Police Chief magazine readers to consider within their own agencies.  
The goal of the column is to feature research that is innovative, credible, and relevant to a diverse law enforcement audience.

R E S E A R C H  I N  B R I E F

By Renée J. Mitchell, Sergeant, 
Sacramento, California, Police 
Department

Many questions regarding research on 
police methods have traditionally been 

raised, tested, and evaluated by academics. In 
this study, the research team did not comprise 
academics but rather practitioners. The 90-day 
Sacramento Police Department (SPD) hot-spot 
study was completely designed, implemented, 
and analyzed by personnel within the SPD with 
the guidance of researchers from George Mason 
University in Fairfax, Virginia. Special thanks to 
David Weisburd, PhD; Cynthia Lum, PhD; Chris-
topher Koper, PhD; and Cody Telep. Addition-
ally, this hot-spot study was conducted without 
external funding. 

Hot-spot policing has become an accepted 
practice in policing, focusing police resources 
in small areas such as addresses, street blocks, 
or clusters of addresses or street blocks.1 The 
first hot-spot study conducted in Minneapolis, 
Minnesota, during 1995 revealed that 3 percent 
of the addresses in Minneapolis accounted for 
50 percent of the crime calls to the police.2 In 
Sacramento, 4.7 percent of the street segments 
accounted for 50 percent of the crime calls for ser-
vice, leading the SPD to believe it was imperative 
to focus its police resources on these so-called hot 
areas.3 Further analysis of the Minneapolis study 
established the optimal amount of time to visit a 
hot spot was 12 to 16 minutes, or approximately 
15 minutes based on the Koper curve theory.4 As 
such, the SPD implemented a randomized con-
trol trial designed to answer the question, “Will 
visiting hot spots in a random, intermittent order 
for 12- to 16-minute increments reduce crime and 
calls for service in Sacramento?”

Methodology
The SPD studied data from two districts (out 

of six) for hot-spots data collection. The SPD 
examined all of the computer-aided dispatch 
data for Districts 3 and 6 from January 1, 2009, to 
December 31, 2010. Analysts retrieved only calls 
generated by citizens, removed all supplemental 
calls to a primary call for service, and excluded 
calls that were geocoded to an intersection, so as 
to create a 100-block hot spot rather than an inter-
section. Addresses that did not meet hot-spot 

criteria were removed—that is, addresses where 
crime occurred in public and could reasonably be 
deterred by police presence.5 Forty-two hot spots 
were identified; 21 were randomly designated 
as treatment areas, and they received random 
intermittent patrol services for 15-minute periods 
each day. Every day, the officers were given 
a computer-generated random order to treat 
the hot spots. The other 21 were designated as 
nontreatment areas and received normal patrol 
services. Randomized intermittent treatment cre-
ates uncertainty in the mind of the offender, thus 
increasing the perception of risk and potentially 
reducing criminal activity.6

Findings
A comparison of the calls for service in 

2011 to the same three-month period in 2010 
indicates a strong treatment effect. On average, 
each treatment hot spot had a decline of 3.57 
calls for service (comparing 2011 to 2010), while 
each control hot spot had an average increase of 
4.43 calls. Thus overall, calls for service declined 
by about 7.68 percent in the treatment group 
and increased by about 10.90 percent in the 
control hot spots. Part I crime incidents showed 
a somewhat similar pattern to calls for service. 
During the experimental period, treatment hot 
spots experienced fewer total Part I incidents 
(105) than the control hot spots (121). In the same 
period in 2010, the treatment hot spots had 140 
Part I incidents, compared to 95 in the control 
hot spots. Thus, during the experimental period, 
the treatment group experienced a 25 percent 
decrease in Part I incidents, while the control 
group experienced a 27.37 percent increase in 
Part I incidents.7

In addition to studying treatment effects, the 
SPD analyzed officer activity during the study. 
Overall patrol response times to calls for service 
did not increase. Crime displacement was not an 
issue, and, most impressively, officers were 163.6 
percent more proactive in District 3 and 72.9 per-
cent more proactive in District 6. These statistics 
suggest that incorporating an intermittent, ran-
dom Koper curve approach to a patrol strategy 
is an effective and efficient way to reduce crime 
and calls for service. v

Notes:
1David Weisburd and Anthony A. Braga, “Advo-

cate: Hot Spots Policing as a Model for Police Innova-
tion,” in Police Innovation: Contrasting Perspectives, eds. 

David Weisburd and Anthony Braga (Cambridge: 
Cambridge UniversityPress, 2006).

2Lawrence W. Sherman, Patrick R. Gartin, and 
Michael E. Buerger, “Hot Spots of Predatory Crime: 
Routine Activities and the Criminology of Place,” 
Criminology 27, no. 1 (February 1989): 27-55.

3Sacramento Police Department Crime Analysis 
Unit  internal database, accessed by Jason Rohde, 
December 28, 2012.

4Christopher S. Koper, “Just Enough Police Pres-
ence: Reducing Crime and Disorderly Behavior by 
Optimizing Patrol Time in Crime Hot Spots,” Justice 
Quarterly 12, no. 4 (December 1995): 649-672. 

5Lawrence W. Sherman and David Weisburd, 
(1995) “General Deterrent Effects of Police Patrol in 
Crime ‘Hot Spots’: A Randomized Controlled Trial,” 
Justice Quarterly 12, no. 4 (December 1995): 625-648.

6Thomas A. Loughran, Raymond Paternoster, 
Alex R. Piquero, and Greg Pogarsky, “On ambiguity in 
perceptions of risk: Implications for criminal decision 
making and deterrence,” Criminology, 49, no. 4 (Novem-
ber 2011): 1029-1062.

7Cody W. Telep, Renée J. Mitchell, and David 
Weisburd, “How Much Time Should the Police Spend 
at Crime Hot Spots? An Answer from a Police Agency 
Directed Randomized Field Trial in Sacramento, Cali-
fornia,” Justice Quarterly (forthcoming).

Hot-Spot Randomized Control Works for Sacramento

Action Items
1.	 Participate in an upcoming IACP webinar, which 

will include participants from this study discussing 
how to partner with local universities to design 
and implement research to rigorously evaluate 
organizational strategies. Complete the form 
available at https://leim.wufoo.com/forms/rib-webinar  
to receive additional information.

2.	 Incorporate random, intermittent, high- 
visibility, 15-minute hot-spot policing into  
patrol strategy. Make the hot spots microplaces—
that is, 100-block street segments rather  
than neighborhoods. 

3.	 Access the evidence-based policing matrix on 
the George Mason University website to imple-
ment effective police strategies and discontinue 
ineffective ones: http://gemini.gmu.edu/cebcp/
matrix.html.

This column was written by a 2012 Excellence in 
Law Enforcement Research Award Winner.  
For information, visit http://www.theiacp.org/
About/Awards/IACPExcellenceinLawEnforceme
ntResearchAward/2012Winners/tabid/1106/ 
Default.aspx.
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Sovereign Citizens on Traffic Stops

O F F I C E R  S A F E T Y  C O R N E R

By Thom Jackson, Captain,  
Nevada Department of Public 
Safety/Nevada Highway Patrol

Note: Many people in the United States  
adhere to a sovereign citizen ideology. Most of them 
do not commit any crimes, and their views are 
constitutionally protected. This article discusses 
only the criminal element among the sovereign 
citizen movement.

In August 2012, a police officer in Las Vegas 
stopped a truck for paper license plates that 

read simply, “Department of Transportation.” 
During the contact, the woman driving stated 
repeatedly, “I am not under contract with you” 
and would not provide a driver’s license, vehicle 
registration, or proof of insurance. As the officer 
politely pressed for the documentation required 
for her to drive legally in Nevada, the woman 
called someone on the phone and requested 
specific directions from a male voice at the other 
end. Through records checks, the officer learned 
that the truck was in fact properly registered 
and the woman was properly licensed, but she 
refused to give those items to the officer. The stop 
ended peacefully when the officer ticketed the 
woman for not surrendering her documentation, 
but encounters with sovereign citizens do not 
always end so well.

The Movement
The sovereign citizens movement is a relative 

of the posse comitatus and militia movements 
and is believed to be rapidly expanding in the 
United States. The basic premise is that the 
federal government is all one big conspiracy to 
collect money from the citizens. The details of the 
conspiracy vary from one sect to another, but all 
agree the federal government is engaging people 
in secret contracts when we sign documents like 
driver’s licenses and social security cards. Gener-
ally, the first contract we are duped into is at 
birth, when issued a birth certificate, and it only 
gets worse from there. Members of the move-
ment, sometimes known as sovereigns, actively 
reject their U.S. citizenship and rely on their God-
given rights as a sovereign citizen. Some embrace 
citizenship of a state or a county, but some do 

not recognize any conventional government 
authority. The movement is politically far right 
wing, feverishly preaching limited government 
and nearly unlimited personal freedoms. The 
ideology rests on the concept that there are only 
two basic laws: 

1. Do all you have agreed to do, and 
2. Do not encroach on other persons or  

their property. 
All other laws are part of the grand, corporate 

scheme to control people and collect money 
from them. They believe victimless violations 
are not crimes. For example, driving under the 
influence and speeding are not crimes unless 
the driver crashes and someone is victimized. 
The sovereign view of the federal government 
is summed up on the sovereign content website, 
http://www.buildfreedom.com/tl/pct07.shtml, 
with, “The enemy wants to rob you. That’s how 
he gets his income and makes a living. Ulti-
mately, it’s your own determination, ingenuity, 
and resourcefulness that will deflect the enemy 
to seek out an easier mark.”

Opting Out
Many sovereigns seek to opt out of their 

U.S. citizenship by filing or recording legal—or 
legal-appearing—documents. The documents 
state that the sovereign rejects any “hidden or 
adhesion contracts” supposedly triggered by 
things such as using Federal Reserve Notes, a 
bank account, a social security number, a driver’s 
license, state license plates on a car, tax returns, 
birth certificates, marriage licenses, public school 
systems, declaration of U.S. citizenship, voter reg-
istrations, or even 2-letter state abbreviations and 
zip codes. However, many sovereigns concede 
that it is difficult to actually not use any of those 
things, so they conform under protest. Behavior 
like the driver’s in Las Vegas may be common.

Who Are They?
The Southern Poverty Law Center estimates 

that there may be as many as 300,000 sovereigns 
in the United States, with varying degrees of 
commitment to the cause. Their individual moti-
vations may range from a desire to not pay taxes 
to a true and deep sense of patriotism and dis-
satisfaction with the current federal government. 
They may simply protest the current system, but 
actually follow the rules, or they may reject the 
system entirely and follow no regulatory rules at 

all. Most fall somewhere in between. There are 
many of them, and they can be found all over the 
United States.

Criminal Behavior
Most of the sovereigns’ crimes are nonvio-

lent, such as fraudulent liens and tax evasion, 
but some are very dangerous. Many sovereigns 
identify with Revolutionary War Minutemen or 
militia movements. Their forums on the Inter-
net commonly have references to defending 
their perceived rights with violence if con-
fronted by law enforcement. The tragic murders 
of two Saint John Parish Louisiana Deputies in 
August 2012 and two West Memphis, Arkansas, 
Police Officers in May 2010 give testimony to 
the dangers some sovereigns pose. Since the 
year 2000, at least six officers have been killed 
by known sovereigns.

Officer Safety on Traffic Stops
Recognize danger signs. Many sovereigns are 

public about their beliefs and will advertise them 
on their vehicles. “No Trespassing” or “Don’t 
Tread On Me” signs or obviously unofficial 
license plates can warn an officer of a possible 
encounter with a sovereign. Officers must 
approach these individuals with a heightened 
sense of caution and request backup immedi-
ately. The most common tactic for sovereigns is a 
steadfast refusal to provide information or com-
ply with simple instructions. They may respond 
to any question with a counterquestion like, 
“Under what authority are you detaining me?” 
They also may even produce an official-looking 
questionnaire with distracting content like, “Will 
public servant read aloud the portion of the law 
authorizing the questions public servant will ask 
(yes or no),” to delay and confound the officer. 
See a good example of a sovereign questionnaire 
at http://www.rexano.org/RegAgency/ 
Public_Servant_Questionnaire%20_adapted_by 
_Bob_Hurt.pdf.

One response to these tactics is a patient but 
guarded and methodical approach to find the 
information needed. Establish the individual’s 
identity. Ask about weapons and keep the indi-
vidual under close watch by your backup. Get 
the vehicle identification number. As stated on 
the sovereigns’ website, their goal is to make the 
contact so difficult and confusing that the officer 
chooses to simply ignore violations. A grow-
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ing tactic is videotaping every encounter. Take videotaping in stride, and 
behave with your customary professionalism. If they are videotaping, they 
are in essence acting as a freelance journalist and are within their rights. 
I always ask where the tape will be posted on the Internet, so I can enjoy 
watching myself later. When you know what you need to know, take the 
appropriate enforcement action. 

Conclusion
The sovereign movement is probably here to stay, in some form or 

another. Although sovereigns present some special challenges, professional 
law enforcement agencies are dealing with them successfully every 
day. Educate yourselves, do not underestimate the danger, and act in 
collaboration with allied agencies. v

How Can a Chief Help?
•	 Ensure officers are educated about the sovereign citizen 

movement and the dangers sovereigns might pose.
•	 Be sure that your patrol and safety training includes current 

information about sovereigns.
•	 Beyond the immediate physical danger of violence, some 
sovereigns embark on campaigns of filing false liens and 
harassing lawsuits against perceived enemies like officers.  
Can your agency’s legal counsel assist an officer victimized  
by a sovereign? 

•	 Many sovereigns are mobile and actively seek to minimize their 
footprints in government databases, so information sharing with 
allied agencies might be essential. Good intelligence may lead 
to identifying potentially violent sovereigns, so an agency can 
respond effectively. 
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Where do the good ideas come from?
In this column, we offer our readers the opportunity to learn about—

and benefit from—some of the cutting-edge technologies being implemented
by law enforcement colleagues around the world.

Brooklyn Center Police Department  
Uses TurningPoint Software to  
Improve Training, Communications

The Brooklyn Center, Minnesota, Police 
Department (BCPD) serves a multicultural com-
munity of approximately 31,000 on the northwest 
border of Minneapolis. The BCPD is commit-
ted to working with community members to 
build safer neighborhoods, improving residents’ 
knowledge of police procedures and laws, 
increasing officers’ understanding of diverse cul-
tures, and engaging in two-way communication 
to build trust between officers and residents.

Monique Drier, the BCPD’s community 
liaison, reports that the use of a software tool, 
TurningPoint from Turning Technologies, helps 
department personnel facilitate internal training 
and external communication while providing 
valuable data to assist the department in mea-
suring progress toward its engagement goals. 
TurningPoint is a wireless audience response and 
polling system that works with Microsoft Power-
Point to enable real-time audience participation 
and data collection. 

“We use TurningPoint to conduct internal 
training and deliver courses and information 
sessions at colleges and in community outreach 
settings,” Drier said. “It’s a great icebreaker in 
all these scenarios since we can instantly engage 
with the audience and start a two-way conversa-
tion. We also get valuable raw data we can use 
to gauge community perceptions on safety and 
the effectiveness of police interactions with the 
people we serve.”

The BCPD uses TurningPoint in outreach 
efforts that the department conducts in 17 
neighborhood sectors. Drier said the raw data 
her department extracts from these sessions is 
also useful for supporting citywide initiatives. 
TurningPoint polling software directly integrates 
with PowerPoint but also offers the options to 
poll with any application using a floating toolbar 
and conduct self-paced testing. Data is collected 
in detailed reports exportable to CSV, XLS, and 
PDF files.

Since the department serves a racially and 
ethnically diverse community, education and 
communication are vitally important. Turning-

Point is a tool that helps the department fulfill 
its mission. 

For information, visit http://www.turning 
technologies.com.

Milledgeville Police Department  
Adopts gtechna’s eCitations and  
License Plate Recognition Solution 

Gtechna, an end-to-end electronic citations 
integrator, provided the Milledgeville, Georgia, 
Police Department (MPD) with the first of its 
kind, pay-per-ticket electronic citations solu-
tion bundled with license plate recognition 
technology (LPR ). As inhabitants of the small 
city of 17,715, Milledgeville citizens enjoy safe 
and secure roads due to the MPD’s continual 
commitment to quality police service. With 
this in mind, the MPD sought out a solution 
to the all-too-familiar inefficiencies of manual 
citation issuance. High personnel costs coupled 
with a paper trail created an administrative 
backlog and a steep operational overhead that 
made traffic enforcement an expensive and 
not always effective undertaking. In order to 
improve productivity and maintain the excel-
lence in policing residents have come to know, 
the MPD chose a solution that would reduce 
operational costs while increasing efficiency 
and the safety of its citizens. 

Gtechna and the MPD developed a pay-per-
ticket model that allowed the police department 
to adopt an electronic citations system at no 
upfront cost and by adding LPR technology to 
the solution, the benefits were immediate. Two 
patrol vehicles were outfitted with LPR cameras, 
a force multiplier that flags motorists with 
violations such as suspended or expired licenses 
and expired tags. These types of violations are 
usually not intercepted unless a routine traffic 
stop is made.

“As soon as the system was up and running, 
within only two hours we were able to recover 
$9,100 from scofflaw violations like unpaid reg-
istration,” said MPD Police Chief Dray Swicord. 
“It was clear from the outset that pay-per-ticket 
was a low-risk, highly beneficial solution. We did 
not have the funds, but I believed the technology 
could bring our agency to the forefront in law 

enforcement. Now I can confirm that adopting 
this technology was the right move.” 

For information, visit http://info.gtechna 
.com/pay-per-ticket-ecitations.

Fayetteville, North Carolina, Implements 
Mentor Engineering Fleet and Transit 
Management System

The city of Fayetteville, North Carolina, has 
implemented a technology from Mentoring Engi-
neering to address the diverse needs of its transit, 
police, and fire fleets. The city is working with 
Mentor Engineering because of the company’s 
wide range of product offerings. 

“Mentor could provide a scalable enterprise 
solution, not just a transit system, and it could do 
it all,” said Melissa Coleman, information tech-
nology project manager for Fayetteville. “It was 
also important that the solution be able to expand 
to other vehicles and departments in the future.”

Mentor Streets Computer-Aided Dispatch 
and Automatic Vehicle Location software suite 
was chosen for the fixed route transit operation. 

For the Paratransit Fleet, Mentor Engineer-
ing provided a custom integration between the 
rugged Mentor Ranger computers in the vehicles 
and Trapeze Novus software in the office.

“The system lets the transit dispatchers know 
where everything is, so if a paratransit client calls 
wondering where a ride is, the dispatchers can 
easily look and tell the customer exactly how far 
away the bus is.”

The public safety fleet, which includes 125 
police vehicles and 60 fire trucks, was outfitted 
with Mentor BBX vehicle tracking devices that 
provide real-time location information to Mentor 
Streets and OSSI Public Safety Software in the 
dispatch office.

Using the vehicle tracking functionality, 
“We are able to send the closest unit available to 
save on routing and cut down on response time 
minutes,” said Coleman. “The system has made 
the biggest difference in reducing overtime and 
increasing employee efficiency. And for the emer-
gency responders, it’s all about cutting down on 
arrival times.” v

For information, visit http://www 
.mentoreng.com.

A D V A N C E S  &  A P P L I C A T I O N S
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By Michael Wagers, PhD, Director, Division 
of State and Provincial Police, and Staff 
Liaison to the Committee on Terrorism, 
IACP; James “Tim” Bryan, Program 
Manager, Information Sharing Initiatives, 
and Staff Liaison to the Homeland 
Security Committee, IACP; and Sarah R. 
Horn, Program Manager, Division of State 
and Provincial Police, IACP, and IACP/
COPS Homeland Security and Community 
Policing Project

In a recent Gallup poll, less than one-half 
of one percent of respondents ranked ter-
rorism as the most important issue facing 
the United States.1 Contrast this with a 

similar poll taken months after 9/11, when 
terrorism was ranked as one of the top issues 
facing the country.2 This data point should 
come as no surprise. It has been more than 11 
years since we have suffered a major attack 
domestically, and we are facing other over-
riding problems now, such as the economy.

That terrorism does not preoccupy the 
thinking of most Americans should be seen 
as a victory over the radical Islamist Osama 
bin Laden and his followers. While we want 
citizens to be vigilant and to report suspi-
cious activity to law enforcement, we do not 
want them to be preoccupied with concerns 
about terrorism. And while we want them 
to be partners with law enforcement in the 
coproduction of safety, we do not want citi-
zens in a free and democratic society to be 
overwhelmed by fear. 

As we have done in previous homeland 
security editions of Police Chief magazine, we 
have assembled a series of articles detailing 
how law enforcement continues to work 
to keep the United States safe. In fact, this 
edition contains prime examples of why 
and, hopefully, how law enforcement will 
continue to ensure that the threat of terror-
ism is not the most pressing issue facing the 
United States in the mind of the public. 

James Davis describes the role that his 
state’s fusion center played in preventing 

the 2009 terrorism plot masterminded by 
Najibullah Zazi. Davis holds a unique posi-
tion to discuss how the Colorado Informa-
tion and Analysis Center helped disrupt the 
only known al Qaeda directed plot since 
9/11. Before being appointed to executive 
director of the Colorado Department of Pub-
lic Safety, Davis was the FBI special agent 
in charge who helped tracked down Zazi 
and his coconspirators. He gives a firsthand 
account of how the fusion center assisted 
the FBI in its counterterrorism (CT) mission, 
providing a rebuttal to the Senate Perma-
nent Subcommittee on Investigations report, 
issued in September, that questioned the CT 
value of the National Network of Fusion 
Centers (NNFC).3 

IACP members and staff have worked to 
strengthen the NNFC. The chairpersons of 
the Terrorism and Homeland Security com-
mittees have led the efforts of the Unified 
Message Task Team (UMTT). This group 
of state, local, and federal law enforcement 
officials have been working to create a cohe-
sive approach to reporting and sharing 
suspicious activity and reducing the per-
ceived conflict among agencies responsible 
for homeland security. This is not an easy 
task given that more than 17,000 agencies 
make up our system of law enforcement 
in the United States. The UMTT continues 
to meet, with support from Information 
Sharing Environment Program Manager  
Kshmendra Paul, to find ways to expand the 
network and its messaging. 

The Bipartisan Policy Center issued a 
report in December 2012 regarding online 
radicalization. The report noted that  
“[f]uture terrorist attacks against the United 
States and its interests will continue to 
involve individuals who have been radi-
calized—at least in part—on the Internet.”4 
This edition of Police Chief contains an article 
by Daniel Sutherland of the National Coun-
terterrorism Center (NCTC) who discusses 
a model for how government can work with 
communities to address the dangers pre-
sented by the Internet. The twist, however, 
is that the focus is not simply on preventing 
someone from becoming radicalized, the 
first step to becoming a terrorist. Instead, 
using the same community policing prin-
ciples that we know work when applied 
to other problems, such as gang violence, 

Sutherland describes how a local law 
enforcement agency, federal government 
partners, and community leaders worked 
together to address this issue. 

The IACP Committee on Terrorism 
(COT) produced a series of publications in 
2012 to help law enforcement counter radi-
calization. These publications can be found 
on the IACP website.5 Furthermore, IACP 
staff is working with the Office of Commu-
nity Oriented Policing Services (COPS) and 
other partners, such as the NCTC, to pro-
duce an online radicalization toolkit. Staff 
also are producing a series of case studies 
and a leading practices guide that demon-
strate how local law enforcement are com-
bating radicalization in their communities.6

This month’s Officer Safety Corner pres-
ents information on the growing domestic 
terrorism and officer safety threat presented 
by so-called sovereign citizens. As Thom 
Jackson of the Nevada Highway Patrol dis-
cusses, a growing number of people who 
adhere to the sovereign citizen ideology, 
which rejects the authority of the federal 
government and most law enforcement, are 
turning violent. Two deputies in Louisiana 
were shot and killed in August 2012, and 
two officers from West Memphis, Arkan-
sas, were gunned down by a father and 
son team who adhered to this virulent ide-
ology in 2010. Jackson describes what law 
enforcement should know to promote safety 
in encounters with sovereign citizens who 
might be prone to violence. 

This issue has been discussed at many 
IACP committee, section, and division meet-
ings. We held a conference call, in partner-
ship with the FBI, in August 2012 to discuss 
the threat. More than 200 members from  
the IACP State Associations of Chiefs of 
Police and the IACP State and Provincial 
Police divisions and the Midsize Agencies 
Section joined the call, which was hosted by 
COT Chairperson Mark Giuliano. We part-
nered with the Department of Homeland 
Security in January to assist them in produc-
ing a webinar on this subject. And we know 
from our partners at the Royal Canadian 
Mounted Police that this issue is not just a 
problem in the United States; Canada has 
a number of antigovernment groups with 
similar beliefs.7 Given the growing nature of 
the threat, especially as it presents unique 

Law Enforcement’s Continuing Role in

Homeland Security
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dangers to law enforcement officers, we will 
continue to focus on sovereign citizens and 
others with related views that threaten police.

Information sharing became a law 
enforcement mandate after 9/11. The men-
tality of the overwhelming majority of police 
leaders has become one of a willingness to 
share data. One issue preventing forward 
motion has been technology. Charlie Bush, 
who is retired from the Michigan State 
Police, provides an update on the rollout of 
the National Data Exchange, which aims to 
solve this problem; it is the nationally scaled 
system in the United States to share criminal 
justice information. Bush describes how the 
growth in the number of contributing agen-
cies and searchable records is reaching a 
point where the system now is an invaluable 
tool for state, local, tribal, and federal law 
enforcement to fight crime and terrorism.8

A lot more great work is being done by 
law enforcement to prevent terrorism, such 
as the investigations conducted by the Joint 
Terrorism Task Forces. We have recognized 
some of these investigations through our 
IACP/Booz Allen Hamilton Terrorism 
Prevention Award.9 At the IACP, we will 
continue to do what we can to serve our 
members through our existing program-
ming and coordinated threat calls, and we 
will continue to work with our federal part-
ners on emerging and pressing issues such 
as cybersecurity and active shooters.10 v

Notes:
1Gallup, “Most Important Problem,” 

September 2012, http://www.gallup.com/
poll/1675/most-important-problem.aspx 
(accessed December 14, 2012).

2Karlyn Bowman and Andrew Rugg, 
“Americans and the Terrorism Threat 10 Years 
After 9/11,” The American, August 31, 2011, 
http://www.american.com/archive/2011/
august/americans-and-the-terror-threat-10 
-years-after-9-11 (accessed December 14, 2012).

3U.S. Senate, Homeland Security and 
Governmental Affairs Permanent Subcommittee 
on Investigations, “Federal Support for and 
Involvement in State and Local Fusion Centers,” 
October 3, 2012, http://www.hsgac.senate 
.gov/subcommittees/investigations/media/
investigative-report-criticizes-counterterrorism 
-reporting-waste-at-state-and-local-intelligence 
-fusion-centers (accessed December 14, 2012). 
The IACP’s response to this report, called “Joint 
Statement,” can be found on the IACP’s YouTube 
channel, http://www.youtube.com/theiacp 
(accessed December 17, 2012).

4Countering Online Radicalization in America, 
by Peter Neumann for the Bipartisan Policy 
Center, National Security Program, Homeland 
Security Project, December 4, 2012, http://
bipartisanpolicy.org/sites/default/files/
BPC%20_Online%20Radicalization%20Report 
.pdf (accessed December 14, 2012). 

5The International Association of Chiefs of 
Police, “Committee on Terrorism,” Counter-
Radicalization Resources, September 2012, 
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Committees/TerrorismCommittee/tabid/430/
Default.aspx?utm_source=Frontpage&utm 

_medium=Carousel&utm_campaign=Carousel 
Featured (accessed December 14, 2012).

6For more information on this initiative, 
please contact Sarah R. Horn, program 
manager, IACP/COPS Homeland Security and 
Community Policing Project at horn@theiacp 
.org or 703-647-7215. 

7Discussion at the IACP Committee on 
Terrorism midyear meeting. Berlin, Germany, 
May 21–25, 2012.

8For more information on this initiative, 
please contact James “Tim” Bryan, program 
manager, Information Sharing Initiatives 
and staff liaison to the Homeland Security 
Committee, at bryan@theiacp.org or 703-647-
6812.

9The IACP and the Department of 
Homeland Security hosted a roundtable 
discussion regarding cybersecurity threats 
and the importance of federal, state, and local 
coordination on December 19, 2012, at the IACP 
headquarters in Alexandria, Virginia.

10The 2012 IACP/Booz Allen Hamilton 
Committee on Terrorism Investigative 
Award was presented to DCIS, Southeast 
Field Office; the Durham, North Carolina, 
Police Department; FBI Raleigh Durham Joint 
Terrorism Task Force; the Raleigh, North 
Carolina, Police Department; and the U.S. 
Attorney’s Office, Eastern District of North 
Carolina. The Innovative Leadership Award  
was presented to the Los Angeles, California, 
Police Department and the Los Angeles  
Sheriff’s Department.
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On Friday, November 16, 2012, Adis 
Medunjanin was sentenced to life in 
federal prison for his involvement in a 

plot to bomb the Manhattan subway system 
in New York City on the eighth anniversary 
of the 9/11 attacks.1

That plot, masterminded by Najibul-
lah Zazi and involving a third conspira-
tor, Zarein Ahmedzay, represents the only 
known al Qaeda–directed plot on U.S. soil 
since 9/11. The investigation that uncovered 
and disrupted it was a masterpiece of coop-
erative efforts at the federal, state, and local 
levels. It demonstrates how far we have 
come since the days prior to 9/11.

In September 2009, when he was arrested 
by U.S. officials, Zazi had just turned 24 years 
old. He was born in the tribal areas along the 
Afghan-Pakistani border where true nation-
ality is hard to define. As a boy, he followed 
his father to New York where he grew up a 
secular Muslim in Flushing, Queens, New 

York. There was little in his childhood that 
would indicate that he would later become 
an al Qaeda operative. As U.S. involvement 
in the Afghan War intensified, Zazi became 
increasingly impacted by what he saw as 
American aggression and violence against 
innocent Afghan civilians.

Zazi began to spend more time at the 
Hazrati Abu Bakr Siddiquer, a mosque in 
Flushing where he fell under the influence of 
radical Islamic fundamentalists. Zazi felt that 
the U.S. involvement in the war was wrong 
and, as time passed, felt that he was obligated 
to do his part to end it.

As a permanent resident alien of the 
United States, Zazi had the freedom to travel 
back and forth to Pakistan, which he did on 
at least two occasions. During his first trip, 
he wed his first cousin in a prearranged 
marriage. She remained in Pakistan and 
bore him two children there. 

On his second visit, he travelled with 
Ahmedzay and Medunjanin with the intent 

of joining Afghan rebels in the fight against 
coalition forces in Afghanistan. Thwarted 
in their efforts to cross the Afghan border 
and join the mujahideen (guerrilla fighters 
especially in the Middle East), they drew the 
attention of senior al Qaeda commanders. 
Recognizing Zazi’s and his comrades’ abil-
ity to travel freely in and out of the United 
States, those commanders advised that the 
three could be of more value to the cause 
through action in the United States.

Zazi, Ahmedzay, and Medunjanin 
received al Qaeda terrorist training. As a 
result of relentless attacks by U.S. drones, 
al Qaeda training was no longer the boot 
camp–type training conducted in camps 
like those in al Qaeda’s propaganda tapes. 
Instead, the three men received training in 
a home and were allowed outside for weap-
ons familiarization only in brief intervals.

Zazi was singled out for more special-
ized training. He was schooled in the art of 
making explosives. Triacetone triperoxide 
(TATP), a potent and volatile explosive, was 
a favorite among al Qaeda bomb makers. It 
is relatively easy to make from items that can 
be purchased in retail outlets in the United 
States. Zazi took pages of handwritten notes 
that he scanned and emailed to himself.

In January 2009, after having been in the 
United States for less than two weeks, Zazi 
moved with his father to Colorado to open 
an airport shuttle service at Denver Interna-
tional Airport. Zazi filled out the appropri-
ate forms and was granted an airport access 
identification card. 

While in Colorado, Zazi began to develop 
his plan. He decided on a target in New York 
City. In a suicide attack set to coincide with 
the eighth anniversary of the 9/11 attacks, 
Zazi, Ahmedzay and Medunjanin would 
board separate subway trains crowded with 
rush hour traffic in Manhattan and deto-
nate backpacks filled with explosives. Zazi 
believed that such an attack would bring 
the war in Afghanistan home to Americans, 
turn public opinion, and ultimately bring an 
end to U.S. involvement in the war. 

In late August, Zazi began to gather the 
supplies that he needed to construct his 
explosives. He purchased large bottles of 
hydrogen peroxide at a beauty supply ware-
house in Aurora, Colorado, and the other 
components at a local Home Depot.

He rented a room at an all-suite hotel, 
which included a small kitchenette where 
he could increase the concentration of the 
hydrogen peroxide by boiling it down. Zazi 
struggled with his recipe and had trouble 
combining the appropriate quantities for his 
mixture. Frustrated, on September 6, he sent 
the following email message to a contact in 
Pakistan: “I need a amount of the one mix-
ing of (flour and ghee oil) and I do not khow 
[sic] the amount.”2

On September 7, 2009, growing impa-
tient, Zazi sent two additional emails to the 

The Role of the Fusion Center in 

Counterterrorism 
Operations
By James Davis, Executive Director, Colorado Department of Public Safety; Chair, 
Governors’ Homeland Security Advisors’ Council; and Special Agent in Charge (Retired), 
Federal Bureau of Investigation, Denver, Colorado
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same contact. The second one, “Plez reply 
to what I asked u right away. The marriage 
is ready flour and oil,” was sent two hours 
after the first one. And, “Me and friends r 
all ok and plz sends me details about Right 
away plz [sic].”3

These three emails represent the first 
point at which Zazi came to the atten-
tion of U.S. intelligence and law enforce-
ment agencies.

It was Labor Day. Except for a skeleton 
crew, the Denver FBI Office was empty. The 
first call came in to the Joint Terrorism Task 
Force Supervisor John Scata. The Counter-
terrorism Division told Scata that he needed 
to go to the office immediately to review 
classified traffic. Scata had been through 
this drill many times before and had grown 
accustomed to the notion that the traffic 
would not constitute the emergency that FBI 
headquarters had portrayed.

However, what Scata read made him 
realize that this was extraordinary. The 
U.S. Intelligence Community had inter-
cepted messages directed to a known “bad 
guy” email address—an address known 
to be affiliated with the operational arm of 
al Qaeda. The messages had originated in 
Aurora, Colorado. What was most chill-
ing though was the language used in the 
email. It is well-known in the counterter-
rorism arena that “marriage” refers to sui-
cide attacks and that discussion of mixes or 
cake referred specifically to the explosives. 
Of additional concern was Zazi’s reference 
to “friends.” This was clearly a reference to 
coconspirators, but questions of who they 
were, where they were, and how many of 
them there were remained unanswered.

Scata wasted no time. He immediately 
summoned his squad from their Labor Day 
festivities and began a 24-hour surveillance 
on Zazi. He told his squad that this was no 
drill; they were following an operational al 
Qaeda terrorist.

By the following day, the FBI in Denver 
had instituted a 24/7 command post opera-
tion. Leave was cancelled, other cases were 
suspended, and agents and analysts were 
assigned to 12-hour shifts. Resources from 
the FBI headquarters and other field divi-
sions began to pour into Denver to assist 
with the investigation. Special weapons  
and tactics (SWAT) teams were rallied 
a short distance from Zazi’s home with 
instructions to attempt to interdict if the 
investigation indicated that Zazi was about 
to become operational.

Analysts worked around the clock on 
classified and unclassified systems in an 
attempt to learn all there was to know about 
Zazi, his family, and his associates. Aurora 
Police Chief Dan Oates, Denver Police Chief 
Gerry Whitman, Arapahoe County Sher-
iff Grayson Robinson, and Colorado State 
Patrol Colonel Jim Wolfinbarger—all mem-
bers of the JTTF Executive Board—were 

read in on the threat. Grasping the serious 
nature of the threat, each law enforcement 
leader pledged all available resources to 
assist in the investigation.

Colonel Wolfinbarger, who had opera-
tional command over the state’s fusion 
center, the Colorado Information Analy-
sis Center (CIAC), put the resources of the 
CIAC at the disposal of the FBI.

Also within the first 24 hours of the 
investigation, Zazi had rented a car and 
was driving, in excess of 100 miles per hour 
east from Denver on Interstate 70. The FBI 
contacted the Colorado State Patrol, which 
was able to stop Zazi just west of the Kansas 

border. Zazi explained to the trooper that he 
was on his way to New York to check on his 
coffee cart business. The trooper was able to 
gauge Zazi’s demeanor and glance around 
the inside of the passenger compartment of 
his vehicle, but not much else. 

The investigation was conducted at  
a frenzied pace. Authorities knew that 
Zazi intended to go operational and  
that his intended attack was imminent.  
They also knew that Zazi worked at the 
Denver International Airport and had  
an identification card that permitted him 
access to the airport. Unknown, however, 
were his target or targets and the number 
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or identities of the others in his cell. Law 
enforcement believed Zazi was headed to 
New York, but whether he was headed there 
to conduct an attack or was running from 
something he had set in motion in Denver 
was not clear.

As the investigation progressed, the JTTFs 
in Denver and in New York worked closely 
together to identify Zazi’s associates, includ-
ing Ahmedzay and Medunjanin. They found 
evidence of their travel together to Pakistan. 
In New York, Zazi’s rental car was towed 
from a street parking spot and searched. 
Agents found his laptop computer in the 
trunk. A search of his hard drive revealed the 
bomb-making notes that Zazi had taken in 
Pakistan and emailed to himself.

Investigators now had the emails sent to 
a known operational element of al Qaeda, 
with its clearly coded language. They knew 
that Zazi and at least two associates had 
traveled to Pakistan. And now, they had 
Zazi’s notes that explained in detail the pro-
cess for producing the TATP.

Intense surveillance, along with contact 
by law enforcement with an associate of 
Zazi, revealed to Zazi that the FBI was aware 
of his plan. He decided to abort the strike 
and return to Denver. Again, however, his 
motive for leaving New York was unknown 
to authorities.

In New York, in concert with the New 
York City Police Department, the FBI deter-

mined that a preemptive strike was neces-
sary. SWAT teams, evidence response teams, 
JTTF agents, and task force officers were 
all assembled to conduct late-night raids 
on the homes of Zazi’s New York associ-
ates. Searches of those residences revealed 
evidence of his plan. Several brand-new 
backpacks were seized from one of the resi-
dences, leading investigators to believe that 
the attack could have been a suicide attack 
similar to the 2005 attacks in London.

While some evidence was recovered, 
officials still lacked specificity on Zazi’s plan. 
More importantly, they lacked sufficient evi-
dence to make arrests with any assurance 
that they were taking out the entire cell.

The raids conducted in New York also 
alerted the media to the threat. The response 
of the media in New York and in Denver was 
unprecedented. Information indicating that 
Zazi was at the center of the investigation 
leaked quickly. He became subject to inten-
sive media pressure. News crews camped 
outside his residence. Reporters knocked at 
his door requesting interviews. It became 
clear to Zazi that he could not return to his 
normal life in Denver.

Reeling under the intense media scrutiny, 
Zazi contacted a lawyer. Through his law-
yer, Zazi requested an interview with the 
FBI. Zazi intended to talk to the FBI to “clear 
his name.” Over three days, Zazi met with 
FBI agents. At the start of the interview, Zazi 

denied any terrorist connections. It was not 
long, however, before Zazi began confessing 
to many of the details of his trips to Pakistan 
and training by al Qaeda.

The FBI was concerned about how eas-
ily it had seemed to extract the confession of 
Zazi. He had essentially admitted to being 
an al Qaeda terrorist in the first interview. 
The worry was that he had come in to dis-
tract investigators from other operatives who 
might have been actively preparing an attack.

In fact, in Zazi’s initial interviews with 
the FBI, he refused to provide information on 
other members of his cell. As he began to feel 
pressure to identify them, he stopped coop-
erating. Having delayed his arrest in hopes 
of continued cooperation, the FBI arrested 
Zazi in his home on September 19, 2009, on 
a charge of lying to federal agents in a mat-
ter of international and domestic terrorism. 
Zazi’s father, Mohammed Wali Zazi, was 
taken into custody on those charges as well.

After his arrest in Denver, Zazi was 
flown to New York and held in the Met-
ropolitan Correctional Center. He was 
indicted in New York on September 22 in a 
superseding indictment charging him with 
conspiracy and attempt to use weapons of 
mass destruction. 

Within a month, Zazi resumed  
his cooperation, eventually providing 
enough information to indict Ahmedzay 
and Medunjanin. 
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On February 22, 2010, Zazi pled guilty 
to charges of conspiracy to use weapons of 
mass destruction (explosive bombs) against 
persons or property in the United States and 
conspiracy to commit murder in a foreign 
country and providing material support 
to al Qaeda. Two months later, Ahmedzay 
plead guilty to the same charges.

Both Zazi and Ahmedzay testified for the 
prosecution in Medunjanin’s trial in April 
2012. They provided details of their trip to 
Pakistan, their attempt to enter Afghanistan 
to join the Taliban, and their training at the 
direction of al Qaeda. At the conclusion of the 
four-week trial, the jury needed just one day 
to find Medunjanin guilty of conspiring to 
use weapons of mass destruction, conspiring 
to commit murder of U.S. military personnel 
abroad, providing and conspiring to provide 
material support to al Qaeda, receiving mili-
tary training from al Qaeda, conspiring and 
attempting to commit an act of terrorism 
transcending national boundaries, and using 
firearms and destructive devices in relation 
to these offenses.

Medunjanin‘s sentencing leaves only 
the sentencing of Zazi and Ahmedzay to 
conclude what is likely the United States’ 
most successful domestic counterterrorism 
operation. It should serve as a blueprint for 
the successful integration of resources from 
local, state, and federal law enforcement as 
well as the U.S. Intelligence Community 

in addressing the most significant threats 
against U.S. national security.

The Value of Fusion Centers
The investigation of Zazi and his cell not 

only established a protocol for the successful 
integration of resources in addressing a ter-
rorist threat but also was the first opportu-
nity to highlight the value of fusion centers 
in the counterterrorism arena. 

During the Zazi investigation, when the 
FBI determined that Zazi had been buying 
hydrogen peroxide from beauty supply 
stores, it became an investigative priority 
to determine if there had been other large 
purchases of hydrogen peroxide elsewhere 
in the state. Using the Colorado state fusion 
center’s network of terrorism liaison offi-
cers (TLOs), the FBI was able to immedi-
ately access hundreds of officers in the most 
remote parts of the state. These officers were 
tasked to contact local beauty supply stores 
in an effort to determine if there were other 
suspicious purchases. Later, when trying 
to determine whether Zazi and his cocon-
spirators had hidden caches of explosives or 
weapons, the TLO network was again uti-
lized to identify and canvas storage facilities 
throughout the state.

The use of TLOs (sometimes referred to 
as intelligence liaison officers), coordinated 
through state fusion centers, adds signifi-
cantly to the counterterrorism apparatus 

within the United States. TLOs are first 
responders, primarily police officers and 
firefighters, who receive specialized train-
ing in terrorist traits and practices and in 
recognizing warning signs of terrorism and 
details on the conduct of federal terrorism 
investigations. TLOs then act as force multi-
pliers for the JTTF—the eyes and ears in the 
most remote parts of the state. Colorado’s 
TLO program now claims more than 700 
active members who in regular commu-
nication with the CIAC receive and report 
terrorism-related as well as other nonterror-
ism, criminal, and public safety information. 

Lacking a TLO program and a state 
fusion center to operate it, the FBI would 
have to dedicate agents or task force officers 
to travel throughout the state to conduct 
that investigation. Or, at the very least, the 
agency would have to contact individual 
departments across the state, requesting 
that they assist with the investigation. Either 
way, it would have required a diversion of 
precious resources from other critical inves-
tigative endeavors.

Ironically, a little more than one month 
prior to Medunjanin’s sentencing, on October 
3, 2012, the Senate Homeland Security and 
Governmental Affairs Permanent Subcom-
mittee on Investigations (PSI) issued a report 
that was highly critical of state and local 
fusion centers, saying in its press release that 
accompanied the report, “[S]tate and local 



http://www.policechiefmagazine.org 	 THE POLICE CHIEF/February 2013 	 25



26	  THE POLICE CHIEF/February 2013 http://www.policechiefmagazine.org

intelligence ‘fusion centers’ [have] not yielded 
significant useful information to support fed-
eral counterterrorism intelligence efforts.”4

It is interesting that the PSI report spe-
cifically addressed the Zazi investigation, 
concluding, “This examination does not 
diminish Colorado officials’ support of the 
FBI investigation into Najibullah Zazi. But it 
does indicate that much of the contribution 
attributed to CIAC came from state troopers 
and could have—hopefully, would have—
occurred absent a fusion center.”5

While Colorado officials are moved by 
the recognition of their efforts, they would 
remind the subcommittee that “hope” is 
not a strategy. Breakdowns in cooperative 
efforts have plagued law enforcement for 
years and were at the very heart of the criti-
cism of the FBI and other federal agencies in 
post-9/11 studies and investigations. 

While it is true that there currently exists 
a strong collaborative relationship among 
the Denver office of the FBI and the Colo-
rado State Patrol, it is naive to think that, 
outside of a formal system, law enforcement 
and intelligence agencies will naturally and 
seamlessly cooperate in dealing with the 
most serious threats that face U.S. security.

In the executive summary of the 9/11 
report, the commission said: 

[N]o agency can solve the [information 
sharing] problems on its own—to build the 

network requires an effort that transcends 
old divides, solving common legal and policy 
issues in ways that can help officials know 
what they can and cannot do. Again, in 
tackling information issues, America needs 
unity of effort.6
The operation of fusion centers that link 

agencies through full-time or part-time pres-
ences, with established and formal protocols 
as well as memoranda of understanding, 
creates such a network. Fusion centers pro-
vide a formalized environment allowing the 
successful integration of law enforcement 
and intelligence community resources, as 
called for by the 9/11 Commission Report.

During the Zazi investigation, the CIAC 
performed precisely this mission. It served 
as the link between federal agencies and 
their state and local counterparts.

The PSI report seems to focus on analy-
sis of counterterrorism intelligence infor-
mation. In so doing, it misses the true value 
of fusion centers, which is to fuse intelli-
gence and disseminate it to the appropriate 
authorities. Fusion centers collect informa-
tion from across the state, serving as a sin-
gle point of contact for local agencies, and 
transmit that information to the JTTF. And, 
as in the Zazi investigation, they do the 
reverse, transmitting requests for informa-
tion from the JTTF to locals and coordinat-
ing the response.

Detailed analysis of counterterrorism 
intelligence is not the role of the fusion center. 
In such cases, the FBI and the DHS have suf-
ficient analytical resources to address threat 
information. In fact, the last thing that the 
JTTF wants is for a fusion center to delay the 
reporting of terrorism intelligence by con-
ducting its own analysis of the information.

The true purpose of the PSI report was 
to expose wasteful spending in the State 
Homeland Security Grant Program. In our 
current fiscal state, this is truly a laudable 
endeavor. It would be difficult to argue 
that, in the years immediately following 
9/11, there was not a rush to spend money 
without the formulation of a solid, long-
term plan. However, targeting the funding 
of fusion centers, readily identified by law 
enforcement agencies and organizations 
across the board as effective and important 
tools in combatting both terrorism and other 
crime, is misguided.

A knowledgeable review of the facts 
of the Zazi investigation serves to directly 
contradict the findings of the Senate report. 
It makes little sense to seek to end vital fed-
eral funding for a program that played an 
important role in the country’s most success-
ful domestic counterterrorism operation. v

Notes:
1United States Attorney’s Office, Eastern 

District of New York, “Al-Qaeda Operative 
Sentenced to Life Imprisonment in One of the 
Most serious Terrorist Threats to the United 
States Since 9/11,” press release, November 
16, 2012, http://www.justice.gov/usao/nye/
pr/2012/2012nov16b.html (accessed December 
21, 2012). 

2From the author’s notes, confirmed with 
Supervisory Special Agent John Scata, Joint 
Terrorism Task Force, Denver, Colorado.

3Ibid.
4Homeland Security and Governmental 

Affairs Permanent Subcommittee on 
Investigations, “Investigative Report Criticizes 
Counterterrorism Reporting, Waste at State and 
Local Intelligence Fusion Center,” Wednesday, 
October 3, 2012, http://www.hsgac.senate 
.gov/subcommittees/investigations/media/
investigative-report-criticizes-counterterrorism 
-reporting-waste-at-state-and-local-intelligence 
-fusion-centers (accessed December 11, 2012).

5United States Senate Permanent 
Subcommittee on Investigations, Committee on 
Homeland Security and Governmental Affairs, 
Federal Support for and Involvement in State and 
Local Fusion Centers, October 3, 2012, http://
www.hsgac.senate.gov/download/?id=49139e81 
-1dd7-4788-a3bb-d6e7d97dde04 (accessed 
December 17, 2012).

6National Commission on Terrorist Attacks 
upon the United States, The 9/11 Commission 
Report: Final Report of the National Commission on 
Terrorist Attacks upon the United States, Executive 
Summary, 25, http://govinfo.library.unt.edu/ 
911/report/911Report_Exec.pdf (accessed 
December 17, 2012).
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IACP recognizes the signifi cant impact forensic science has 
on the criminal justice system.

The August Vollmer Excellence in Forensic Science Award 
has been created to honor the proactive, innovative use of 
forensic technologies by law enforcement.

Nominations for selection of the 2013 awards are now being 
accepted through April 2nd, 2013 in the following four categories:

  •   Current or Past Contribution by a Police Agency or 
Individual

 •   Current or Past Forensic Science Collaboration

 •   Innovation in Forensic Technology (by an Individual or 
Forensic Science/Private Sector Provider).

 •  Signifi cant Investigative Value in a Major Crime

Visit http://www.theiacp.org/tabid/275/Default.aspx or contact 
Michael Rizzo at Rizzo@theiacp.org for more information. 

August Vollmer 
Excellence in Forensic 
Science Award

Sponsored By:

& BLUE
® 

August Vollmer 

(1876-1955) “the Father 

of American Policing”, 

pioneered many of the 

innovations that continue 

to defi ne modern police 

work. While Chief of Police 

in Berkeley, CA, Vollmer 

served as president of the 

IACP from 1921-1922. 

Vollmer promoted the 

use of new forensic technol-

ogy including fi ngerprint-

ing, polygraph machines 

and crime laboratories. 

He also contributed to 

the development of radio 

communication, improve-

ment in crime analysis 

and the creation of patrol 

districts based on crime 

data, and encouraged 

higher education and 

professionalism in policing.



28	  THE POLICE CHIEF/February 2013 http://www.policechiefmagazine.org

Many types of predators use the 
Internet to ensnare young people. 
The online environment allows 

dangerous people to communicate with 
young people directly, in familiar envi-
ronments and with little detection from 
parents and other responsible adults. Law 
enforcement agencies know all too well 
that youth in their jurisdictions can be 
put in harm’s way by these online preda-
tors. Law enforcement agencies have been 
proactive in dealing with these emerging 
threats to their communities through tools 
such as Internet safety educational work-
shops. These tools also can be a signifi-
cant asset to empower parents to counter 
another kind of emerging threat online: 
recruitment by violent extremists.

Federal partners such as the U.S. 
Department of Homeland Security,  
the U.S. Department of Justice, and the 
National Counterterrorism Center (NCTC) 
work together with local law enforcement 
and nonprofit groups to identify ways that 
local communities can prevent young peo-
ple from being attracted to the deceitful 
messages of terrorist groups. The NCTC 

recently collaborated with a sheriff’s 
department, federal government partners, 
and community leaders to educate a local 
community about Internet safety, includ-
ing online terrorist recruiting. 

Internet Safety Workshops
Many law enforcement agencies use 

Internet safety presentations to build 
public awareness of online threats. In a 
presentation in Northern Virginia, for 
example, parents learned from a skilled 
sheriff’s deputy about Internet safety 
and about dangers teens face from social 
networking sites, sexting and texting, 
cellphone technology, laptops and desk-
top computers, and gaming.  Instructors 
educated parents about what they can  
do about these situations. The sheriff’s 
office highlighted how parents need 
to better understand the technology 
that their children are using and about 
how they need to talk openly and regu-
larly with their teens about these issues.  
The parents also learned how to be  
educated consumers of technology and  
follow their children’s online and cell-
phone activities. 

After such presentations, parents are 
often shocked at the ways predators reach 
their teens and at the surprising ways kids 
behave online. They leave with their eyes 
open and with a renewed desire to better 
monitor their children’s activities online and 
on cellphones. Law enforcement agencies 
often receive higher reporting rates of online 
incidents as a result of such workshops. 

Integrating Awareness of Online 
Radicalization to Violence

When a local imam attended this work-
shop, he left feeling empowered—and he left 
seeing an opportunity. The imam believed 
that the presentation addressed many of 
the online predatory threats facing Ameri-
can communities, but it did not address at 
all the increasing efforts of terrorists to use 
the online environment to recruit new sup-
porters. He realized that online recruiting 
practices of terrorist organizations had simi-
larities to other types of online predators. 
By using chat rooms, websites, and social 
media, these organizations hope to reach 
young people without parental knowl-
edge and manipulate them into believing a 
twisted message about the world. The pro-
cess of recruiting followers online to adhere 
to a violent ideology has been effective yet 
relatively unknown to the American public. 
The imam realized that the parents at his 
mosque had little knowledge of this process 
or of their kids’ online activities.

For instance, when five young men dis-
appeared from Northern Virginia allegedly 
to attend Pakistani terror training camps, 
their parents had no idea of the Internet 
communications that may have contributed 
to their decision. They were not equipped 
to recognize the signs that their children 
were adopting new and violent ideologies. 
As a leader of his community, the imam 
felt responsible to educate others about the 
threats that linger online. 

So, the imam hosted two Internet safety 
workshops at his mosque. More than 100 
parents attended both workshops. The local 
sheriff’s office and FBI Washington Field 

By Daniel Sutherland, Chief, 
Countering Violent Extremism 
Group, National Counterterrorism 
Center, Washington, D.C.

Using Principles of Community 
Policing to Address

Online Radicalization  
to Violence
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Open Enrollment Classes Currently Scheduled for 2013

Alberta
Edmonton Police Service
Leadership in Police OrganizationsSM  (LPO)
Week 1: September 9 – 13, 2013
Week 2: October 7 – 11, 2013
Week 3: November 4 – 8, 2013

California
Napa Police Department
Leadership in Police OrganizationsSM  (LPO)
Week 1: June 24 – 28, 2013
Week 2: July 22 – 26, 2013
Week 3: August 12 – 16, 2013

Georgia
Athens-Clarke County Police Department
Leadership in Police OrganizationsSM  (LPO)
Faculty Development Workshop
Week 1: March 4 – 8, 2013
Week 2: March 11 – 15, 2013

Athens-Clarke County Police Department
Leadership in Police OrganizationsSM  (LPO)
Week 1: April 15 – 19, 2013
Week 2: May 13 – 17, 2013
Week 3: June 10 – 14, 2013

Minnesota
Minnesota State Patrol
Leadership in Police OrganizationsSM  (LPO)
Week 1: March 18 – 22, 2013
Week 2: April 29 – May 3, 2013
Week 3: May 13 – 17, 2013

Duluth Police Department
Leadership in Police OrganizationsSM  (LPO)
Week 1: April 15 – 19, 2013
Week 2: May 13 – 17, 2013
Week 3: June 10 – 14, 2013

Minnesota State Patrol
Leadership in Police OrganizationsSM  (LPO)
Faculty Development Workshop
Week 1: June 10 – 14, 2013
Week 2: June 17 – 21, 2013

Minnesota State Patrol
Leadership in Police OrganizationsSM   (LPO)
Week 1: September 9 – 13, 2013
Week 2: October 7 – 11, 2013
Week 3: November 4 – 8, 2013

Michigan
Michigan State Police
Leadership in Police OrganizationsSM  (LPO)
Week 1:  March 18 – 22, 2013
Week 2:  April 22 – 26, 2013
Week 3:  May 20 – 24, 2013

Nebraska
Nebraska State Patrol
Leadership in Police OrganizationsSM  (LPO)
Week 1: July 15 – 19, 2013
Week 2: August 12 – 16, 2013
Week 3: September 9 – 13, 2013

New Mexico
Las Cruces Police Department
Leadership in Police OrganizationsSM  (LPO)
Faculty Development Workshop
Week 1: October 7 – 11, 2013
Week 2: October 14 – 18, 2013

New York
Westchester County Police Academy
Leadership in Police OrganizationsSM  (LPO)
Week 1: April 1 – 5, 2013
Week 2: April 29 – May 3, 2013
Week 3: June 3 – 7, 2013

North Carolina
Central Piedmont Community College
Leadership in Police OrganizationsSM  (LPO)
Week 1: March 4 – 8, 2013
Week 2: April 1 – 5, 2013
Week 3: April 29 – May 3, 2013

Ohio
Cleveland Police Department
Leadership in Police OrganizationsSM  (LPO)
Week 1: March 4 – 8, 2013
Week 2: April 8 – 12, 2013
Week 3: May 6 – 10, 2013

Tennessee
Collegedale Police Department
Advanced Supervision Skills
April 16 – 18, 2013

Utah
Provo Police Department
Leadership in Police OrganizationsSM  (LPO)
Week 1: April 8 – 12, 2013
Week 2: May 6 – 10, 2013
Week 3: June 3 – 7, 2013

Vermont
Vermont Criminal Justice Training Center
Leadership in Police OrganizationsSM  (LPO)
Week 1:  August 19 – 23, 2013
Week 2:  September 9 – 13, 2013
Week 3:  October 21 – 25, 2013

Washington
Spokane Police Department
Leadership in Police OrganizationsSM  (LPO)
Week 1: September 16 – 20, 2013
Week 2: October 14 – 18, 2013
Week 3: November 11 – 15, 2013

For more information or to register online for these classes, click here. 
If you have any questions, please contact Robby Jacobsen at jacobsen@theiacp.org or (800) THE-IACP, ext. 316.
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Concerns of Police Survivors (C.O.P.S.) mission since 1984 has been to 
“rebuild the shattered lives” of the surviving family members of law 
enforcement officers who have made the supreme sacrifice in the 
line of duty.  C.O.P.S. helps the officers’ survivors by providing emotional 
support and healing programs needed to cope with a sudden, and often 
violent, death.  C.O.P.S. aids the surviving family members through grief 
rretreats, conferences during National Police Week, scholarships, and 
strong peer support…survivors helping survivors, the foundation on 
which the organization was built.

Visit www.nationalcops.org for more information on the organization and 
the programs offered to America’s surviving law enforcement families.

  

Concerns of Police Survivors, Inc.
P.O. Box 3199 - 3096 S. State Highway 5
Camdenton, Missouri  65020
Phone: 573-346-4911  Fax: 573-346-1414  
Website: www.nationalcops.org
 

Law Enforcement Facilities
National Experts in Planning, Funding, & Designing

Office provided the first presentation on safety from child predators. 
For the second presentation, the workshop switched to focus on a 
different type of predator—terrorist recruiters. The NCTC presented 
on the ways terrorist organizations use the Internet to attempt to 
recruit new supporters and to distribute their violent narrative. 
Then, a community group known as Muflehun described the ideol-
ogy of terrorism, the history of terrorist activity, and possible Muslim 
American community responses to such a threat. Muflehun talked 
about the way parents should counsel their youth on ideology and 
form a spiritual safety net for them. 

When discussing violent extremism in these workshops, commu-
nity organizations like Muflehun are invaluable. Federal agencies 
such as NCTC can play a key role by explaining the latest develop-
ments about the online threat. But when the topic turns to action, 
community leaders such as the imam and the experts at Muflehun 
play the central role. They have the expertise and the credibility 
necessary to lead these discussions. Muflehun focuses on prevent-
ing and countering radicalization to violent extremism through its 
research, community programming, and social media initiatives. 
Muflehun’s perspective is similar to the imam’s and that of federal 
agencies; it is an understanding that communities often have limited 
knowledge of the nature of the threat and do not know what actions 
to take to protect young people. Therefore, awareness programs for 
parents and young people are essential. 

Muflehun, similar to other community organizations, believes 
that youth, families, and communities must be an active part of the 
solution, both in preventing radicalization to violence and in interven-
tions that might be needed. The group also believes in the need for 
trusted relationships among communities, law enforcement, and gov-
ernment at all levels, built through consistent long-term engagement 
and partnerships. In addition to making a presentation on Internet 
safety, Muflehun also leads programs such as community seminars  
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on identifying and reporting hate crimes 
and bullying in schools and workshops on 
designing social media strategies for counter-
ing online radicalization to violence. 

Why This Approach Works
There is some objective evidence that 

these workshops can be effective. In both 
workshops, Muflehun distributed evaluation 
sheets for the participants. In evaluations of 
the sexual predator portion of the training, 
approximately 90 percent of parents rated the 
training at the highest or next highest rating. 
In evaluations of the discussion about violent 
extremism, almost the same number—in this 
case, 80 percent—rated it positively under 
categories such as “learned a lot” or “useful.”

Other local law enforcement agencies 
can use similar venues for educating par-
ents about the threats of violent extremist 
recruiting online. Some workshops might 
be focused on Internet safety, bullying, or 
gang recruitment, but all can allow a dis-
cussion to naturally start about preven-
tion of radicalization to violence. While 
discussions of radicalization to violence 
can be very challenging and sensitive, 
these community awareness workshops 
offer a successful platform to have these 
important discussions. It is important to 
note that local law enforcement and their 
community policing techniques were 
highlighted as key elements of the White 
House’s national strategy to counter vio-
lent extremism. 

For law enforcement agencies that want 
to replicate such workshops, several factors 
should be considered.

Start with Trust. Before law enforce-
ment agencies can engage communities 
on sensitive topics like violent extremism, 
they need high levels of trust with com-
munities. The local imam believed that the 
success of this project originated from the 
openness and accessibility of the sheriff’s 
department. While resources for commu-
nity engagement programs in law enforce-
ment departments can be limited, proactive 
investment in positive relationships with 
community leaders will increase reporting, 
situational awareness, and community resil-
ience against crimes. Form these relation-
ships in advance of a problem arising and 
in advance of discussing sensitive topics like 
violent extremism. 

Use Community Policing Resources. 
When engaging communities on topics 
such as this, law enforcement agencies 
should use their community policing, crime 
prevention, or public affairs sections, or a 
combination of the three, to conduct these 
workshops. The purpose of these work-
shops should be to build confidence and 
awareness on how to prevent crime, rather 
than to collect information that might be 
used in future investigations. If it appears 
otherwise, trust will be eroded. 

Work with Engaged Community Part-
ners. The imam had a personal interest in 
doing this work in his community. Identify 
similar community leaders who have cred-
ibility in and the trust of their communities 
and who are interested in addressing the 
topic. Invite them to host the workshop. If 
the community sees that their leaders are 
engaged, they are more likely to engage.

Engage Federal Partners. Federal part-
ners, like the FBI field office or U.S. Attor-
ney’s office, may already have strong 
relationships with community groups who 
are interested in this topic, and they can offer 
expertise in this area.

Differentiate Roles. Government or law 
enforcement should address public safety 
topics. Discussion of ideological motivations 
in violent extremism or religious aspects of 
these issues should be left to a nongovern-
ment community partner to discuss. 

If your agency is interested in learn-
ing more about this workshop, please 
contact Sarah Horn at horn@theiacp 
.org, Daniel Sutherland at DanielWS@
nctc.gov, or Humera Khan at humera@
muflehun.org. v
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The National Data Exchange (N-DEx) became operational 
March 18, 2008. Long before the first records were put into the 
system, however, the catalyst for N-DEx’s success was put in 
place though the process that supported the system’s creation. 

A nationwide position paper on N-DEx was developed and 
adopted by the IACP, the Major Cities Chiefs Association, the National 
Sheriffs’ Association, and the Major County Sheriffs’ Association in 
August 2005.1 This paper was in support of, and not in conflict with, 
the efforts of the FBI’s Criminal Justice Information Services (CJIS) 
Division. The recommendations for system development, adminis-
trative support and oversight; sustainment considerations detailed in 
the position paper; and the front-end buy-in by the leadership of the  
major law enforcement associations were critical early steps in  
the development of N-DEx.

The mission of N-DEx, “To provide law enforcement with a pow-
erful new investigative tool to search, link, analyze and share law 
enforcement/criminal justice information such as, incident/case 
reports, booking and incarceration data, and parole and/or proba-
tion data on a national basis to a degree never before possible,”2 
has provided additional structure and guidance. The mission can 
be thought of as “what” is N-DEx going to do, while the N-DEx 
vision explains the “why” behind the effort. The N-DEx vision is 
“[t]o share complete, accurate, timely, and useful law enforcement/
criminal justice information across jurisdictional boundaries and to  
provide new investigative tools that enhance the nation’s ability  
to fight crime and terrorism.”3

Implementing N-DEx enhancements and expansions has fol-
lowed a systematic and structured process. Where the position 

Enhancing Criminal Justice and 
Homeland Security Capabilities:  
N-DEx Fulfilling Its Vision to Support  
Law Enforcement

By Charlie Bush, Major (Retired), 
Michigan State Police; and IACP 
N-DEx Outreach Liaison
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paper provided a firm foundation on which N-DEx could be built, 
the system has developed under the close review and the support 
of the Advisory Policy Board, its working groups, and various 
subcommittees. This process has allowed criminal justice profes-
sionals active involvement in system operational, technical, and 
policy developments. 

More than 3,850 law enforcement agencies—21 percent of state, 
local, and tribal agencies—are now submitting data to N-DEx. As of 
November 2012, the system contained more than 145 million records 
(an increase of 20 million records from November 2011) and one 
billion searchable entities (an increase of 220 million entities from 
November 2011).

It is this growth in the number of contributing agencies, search-
able records, entities, and the number of criminal justice practitio-
ners who access N-DEx that provides the opportunity for N-DEx 
to fulfill the vision of enhancing the ability of U.S. federal, state, 
local, and tribal law enforcement officers to fight crime and ter-
rorism. As use of the system expands, the number of successful 
outcomes also continues to grow. As originally envisioned, use of 
N-DEx has provided investigators with information to identify 
connections from their active investigations to investigations that 
have been submitted by other agencies, using disparate records 
management systems and geographically distant data. In short, 
no other mechanism or system exists that would have allowed this 
“connection of the dots.”

Case Studies
N-DEx crosses state boundaries to solve a homicide. During a 

homicide investigation in spring 2010, a Hood River County, Ore-
gon, Sheriff’s Office detective determined that the suspects lived out 
of state. Using N-DEx, the detective discovered records from the Los 
Angeles County, California, Sheriff’s Department (LASD) contain-
ing information on the suspects, including information on several 
associates residing in California. Coordinating with the LASD detec-
tive listed as the point-of-contact in one of the records, the Hood 
River County detective eventually was able to develop the case to 
the degree that one of the suspects could be arrested in California. 
Thereafter, the detective was able to interview the suspect in Los 
Angeles and obtain additional information important to the case.

Three convictions resulted from this case. The shooter in the case 
was convicted of aggravated murder and received a sentence of 37 
years to life. The two female accomplices had been charged with 
homicide, but they agreed to testify against the shooter and were 
convicted of first degree robbery and received sentences of eight-
and-a-half years. 

N-DEx helps to locate a murder suspect. N-DEx was used in 
Delaware to enhance officer safety and awareness while officers 
protected a woman and her children during a special weapons and 
tactics (SWAT) operation to arrest a homicide suspect. 

A suspect and two coconspirators allegedly conducted a 
home invasion in Philadelphia, Pennsylvania, in spring 2008. 
During the home invasion, the owner of the residence was shot 
and killed. A suspect from the homicide was identified as one of 
the defendants in a subsequent Philadelphia Police Department 
investigation, and an arrest warrant was issued in summer 2011.

The FBI Philadelphia Violent Crimes Squad assisted in the 
investigation, and the suspect’s name was queried in N-DEx for 
additional information. The N-DEx results indicated the Wilming-
ton, Delaware, Police Department had contact with the suspect in 
2010 regarding a domestic abuse case. This information corrobo-
rated a possible home address for the suspect. It also noted the 
possible presence of the suspect’s wife and two small children. 
The possibility that children may be present during the execution 

of the arrest warrant was relayed to case agents in the Philadel-
phia and Wilmington police departments and the FBI Wilmington 
resident agency.

Wilmington FBI agents and a Wilmington Police Department 
SWAT team executed the warrant, and the suspect was arrested 
without incident in Wilmington. Prior to the arrest in Delaware, the 
suspect was not part of any active case in Delaware. 

Due to the distance and the disparate records management 
systems, the connections that assisted in the successful out-
comes of these two cases would not have been possible except 
for the participation in N-DEx by both of the involved law 
enforcement agencies.

In June 2012, another important step forward occurred when 
N-DEx shifted from an emphasis on seeking records from only 
law enforcement agencies to reaching toward the full life cycle 
of the criminal justice process, including booking, prosecution, 
judicial, incarceration, probation, and parole information. By 
the end of November 2012, three states’ departments of correc-
tions had joined N-DEx as submitting agencies. This shift did 
not represent a new strategy but rather the implementation of 
the strategy that was built into the structured, phased imple-
mentation plan.

Criminal justice leaders who want to participate in N-DEx have 
two options to consider:
•	 They can access the system to query against records submitted to 

N-DEx by other criminal justice agencies; or
•	 They can submit records into the system, allowing those records 

to be accessed by other authorized N-DEx participants.
Accessing N-DEx to query against records is an easy first step 

for an agency. There is no charge for access, and no special soft-
ware is needed. Generally, all that is needed is access to the Inter-
net, a Law Enforcement Online (LEO) account, and approval from 
the state’s CJIS system officer. An agency does not have to submit 
data in order for agency personnel to have access to N-DEx. There 
are computer-based training modules that can be accessed from the 
LEO homepage to assist in policy and operational training for those 
with approved access. Both the FBI N-DEx Project Office and the 
team at the IACP are also available to assist with training questions.

The CJIS Advisory Policy Board (APB) 
“The FBI established the CJIS Advisory Process to 
obtain the user community’s advice and guidance on the 
operation of all CJIS programs. The philosophy underly-
ing the advisory process is one of shared management; 
that is, the FBI along with local and state data providers 
and system users share responsibility for the operation 
and the management of all systems administered by the 
FBI, for the benefit of the criminal justice community. 
The APB is responsible for reviewing appropriate policy, 
technical, and operational issues related to CJIS Division 
programs and for making appropriate recommendations 
to the FBI director.”*

*U.S. Department of Justice, Federal Bureau of Investigation,  
Clarksburg, WV, October 19, 2011, http://www.whitehouse.gov/sites/
default/files/apbucrissue1_3.pdf (accessed December 3, 2012).
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Although the access question is the easy 
step, agencies also should strongly con-
sider submitting records into the system. 
System access is free, but there is techni-
cal work that must be done to allow for 
the submission of records. Generally, an 
agency’s records management system ven-
dor will be required to complete technical 
work to allow for the data submission, 
and it should be expected that there will 
be some costs for the agency for the work 
completed by the vendor. The FBI’s N-DEx 
Project Office provides technical support 
to complete the mapping and testing pro-
cess. Once the technical work is completed 
and the work is tested, there is no dupli-
cate entry of information required. Beyond 
the technical and financial issues, there are 
other areas that should be considered by a 
criminal justice leader making a decision to 
submit their agencies’ data to N-DEx. State 
and local legal requirements or guide-
lines for information sharing should be 
explored, agency policy related to victim 
and juvenile information should be consid-
ered, and a determination on what infor-
mation the agency wants to share should 
be made. For law enforcement agencies, 
the types of data that are entered range 
from traffic citations to full, open access to 
most—if not all—agency incident reports.

Steps to Secure N-DEx Access
1.	 Obtain an LEO membership. Applications can be found on the LEO website at 

http://www.leo.org.
2.	 Log in to the LEO Enterprise Portal.
3.	 Select the “My Services” tab, select the “LEO” icon, and choose “Yes” to exit 

the portal.
4.	 Locate the N-DEx icon on the bottom right of the LEO home page in the “Spot-

lights” section, and click the “Request N-DEx Access” link.
5.	 Choose the “Federal,” “States,” or “Tribal” link corresponding to your agency.
6.	 Locate your sub-SIG (listed alphabetically), and click “Request Access.”
7.	 Click the “I Meet the Criteria” link. In the text field, it is mandatory to enter 

•	 your supervisor’s name,
•	 your supervisor’s phone number,
•	 your originating agency identifier, and
•	 your email address.

	 If you receive a message stating you do not meet the criteria for N-DEx ac-
cess, please call LEO Technical Support at 888-334-4536, and provide your 
National Crime Information Center originating agency identifier. You may then 
return to request access to N-DEx.

8.	 Click “Submit” to forward your request.

The moderator will review your request. When  your request access is ap-
proved, an email will be sent  to your LEO account alerting you that your N-DEx 
account is now accessible.

Registration is now open!

www.theiacp.org/leim2013

Guaranteed Government Per Diem Rate for the LEIM 
Room block

a

Focused Workshops Addressing Policy, Operations, and 
Emerging Technologies

a

Exposition Hall featuring World-Class Solution 
Providers

a

Network with Speakers, Subject Matter Experts, 
Solution Providers, and your Peers

a

Photo provided by Greater Phoenix CVB

LEIM2013
May 21-23, 2013 | Scottsdale, Arizona

Co-Hosted by the Scottsdale Police Department
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With these considerations, it is under-
standable why an agency might proceed 
with caution when deciding whether 
or not to submit records. Some may be 
inclined to make a quick decision not to 
submit. Leaders should not overlook the 
biggest reason to share their records. As 
explained by Kent County, Michigan, 
Sheriff Larry Stelma, “The benefit of 
N-DEx is not from the data you get, but 
rather in the data you give” He pointed 
out allowing other departments to lever-
age his agency’s information can contrib-
ute to crime prevention and resolution in 
his area of responsibility, too.4

As N-DEx approaches its fifth anniver-
sary as an operational national criminal jus-
tice information sharing system, its greatest 
opportunity for improvement lies with crim-
inal justice leaders who determine that the 
effort and the resources required to authorize 
system access will be exceeded by the ben-
efits of full participation. v

Notes:
1Mark A. Marshall, “Understanding the 

National Data Exchange (N-DEx) System,” 
PoliceOne.com, July 30, 2007, http://www 
.policeone.com/communications/articles/ 
1295732-Understanding-the-National 
-Data-Exchange-N-DEx-System (accessed 
December 7, 2012).

2FBI, Criminal Justice Information Services 
Division, (CJIS) National Law Enforcement Data 
Exchange (N-DEx) Policy and Operating Manual, 
updated August 9, 2012, 4, http://www.fbi 
.gov/about-us/cjis/n-dex/policy-and-operating 
-manual (accessed December 7, 2012).

3Ibid.
4Ashbel T. Wall, “President’s Message,” 

Corrections Directions 28, no. 1 (January 
2011), http://www.asca.net/system/assets/
attachments/2186/ASCA_Corrections 
_Directions_Jan2011.pdf?1297186740  (accessed 
December 7, 2012). 

N-DEx Information Hotline:  
304-625-4242

IACP Information Sharing Initiatives: 
800-843-4227, extension 812
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N E W  M E M B E R S

This posting of new member applications is published 
pursuant to the provisions of the IACP Constitution & Rules, 
Article II, Section 2(c). If any active member in good standing 
objects to any application, written notice of the objection must 
be submitted to the executive director within 60 days of publi-
cation. The application in question shall then be submitted to 
the Executive Committee and shall require the affirmative vote 
of two-thirds of the members of that committee for admission 
of the applicant.

The full membership listing can be found in the members-
only area of the IACP website (www.theiacp.org).

*Associate Members
All other listings are active members.

CANADA

Alberta
Lethbridge—Catonio, Colin, Inspector, Lethbridge Regional 

Police Service, 135‑1 Ave S, T1J 0A1, Email: colin.catonio@lrps.ca 

British Columbia
Surrey—*MacDonald, David, Sergeant, RCMP, 14355 

57 Ave, V3X 1A9, (778) 593‑3560, Fax: (604) 599‑8894, Email: 
david.j.macdonald@rcmp‑grc.gc.ca, Web: www.surrey.rcmp‑grc.ca

Ontario
Toronto—*Gutwein, Bob, Vice President, Accident Support 

Services International Ltd, 111 Toryork Dr, M9L 1X9, (416) 745‑3301, 
Email: bgutwein@accsupport.com 

—*Sanderson, Steve, President, Accident Support Services 
International Inc, 111 Toryork Dr, M9L 1X9, (416) 745‑3301,  
Fax: (416) 745‑5555, Email: ssanderson@accsupport.com,  
Web: www.accsupport.com

INDIA
New Delhi—Ibrahim, Syed A, Director, Intelligence Bureau 

(MHA), PO Box 194, 110001, 91 1123093330, Fax: 91 1123093117, 
Email: iacpdli@hotmail.com 

MEXICO
Mexico City—*Verdugo‑Henderson, Armando, CEO, Verdugo 

Henderson & Associates, Gral Francisco Murguia 78 Col Escandon, 
11800, Email: axvh1@hotmail.com 

NEPAL
Kathmandu—Rana, Kuber Singh, Inspector General of Police, 

Nepal Police, Police Headquarters, Naxal, 44600, 977 14412737,  
Fax: 977 14415593, Email: ranaks@nepalpolice.gov.np, Web:  
www.nepalpolice.gov.np

NIGERIA
Abuja—Eyoh, Anietie A, Superintendent of Police, Nigeria 

Police Force, Force HQS, Compol Mopol Office 2nd Fl, 234 
8063899824, Email: easy4me95@hotmail.com 

Offa—Sogbade, Musiliu, Superintendent of Police, Nigeria 
Police Force, PO Box 105, 234 8075757, Email: sogbade@yahoo.com 

NORWAY
Stavanger—Topnes, Leif O, Deputy Chief of Police, Rogaland 

Police District, PO Box 240, 4001, 47 51899000, Fax: 47 51899100, 
Email: leif.ole.topnes@politiet.no, Web: www.politiet.no

THAILAND
Bangkok—*Sudarto, Eko, Police Attache/Senior Liaison Offi-

cer, Indonesian Embassy, 600‑602 Petchburi Rd Rajthevi, 10400, 66 
2253135, extension 132, Fax: 66 22551267, Email: ekosudarto_inp@
interpol.go.id 

UNITED STATES

Alabama
Montgomery—Hardy, Charles G, Major, AL Peace Officers’ 

Standards & Training Commission, RSA Union Bldg, 100 N Union  
St Ste 600, 36130, (334) 242‑4045, Fax: (334) 242‑4633, Email:  
greg.hardy@apostc.alabama.gov, Web: www.apostc.state.al.us

Alaska
Anchorage—Reeder, Nancy L, Lieutenant, Anchorage Police 

Dept, 4501 Elmore Rd, 99507‑1599, Email: nreeder@muni.org 

Arizona
Florence—Hughes, Daniel R, Chief of Police, Florence Police 

Dept, 425 N Pinal St, PO Box 988, 85132, (520) 868‑7658, Fax: (520) 
868‑0158, Email: daniel.hughes@florenceaz.gov 

—Tryon, Terry, Lieutenant, Florence Police Dept, 425 N Pinal  
St PO Box 988, 85132, (520) 868‑7661, Fax: (520) 868‑0158, Email:  
terry.tryon@florenceaz.gov 

Phoenix—Finical, Scott M, Assistant Chief of Police, Phoenix 
Police Dept, 620 W Washington St, 85003, (602) 916‑5300, Fax: (602) 
916‑5500, Email: scott.finical@phoenix.gov 

—Olson, Dan, Lieutenant, Phoenix Police Dept, 620 W Wash-
ington St, 85003, (602) 495‑5361, Email: dan.olson@phoenix.gov 

—Rubalcava, Andrew, Chief Special Agent, AZ Office of the 
Attorney General, 1275 W Washington St, 85007, (602) 542‑7944, Fax: 
(602) 542‑4882, Email: andy.rubalcava@azag.gov 

—Woods, Dan, Assistant Chief, AZ Office of the Attorney Gen-
eral, 1275 W Washington, 85007, (602) 542‑8059, Fax: (602) 542‑4882, 
Email: dan.woods@azag.gov 

Tempe—*Cobbs, Charles, Community Affairs Specialist, 
Tempe Police Dept, 120 E Fifth St, 85281, Email: charles_cobbs@
tempe.gov 

Armed Forces Europe, Middle East
APO—Harbison, Roger S, Director of Emergency Services, 

USAG Grafenwoehr, Unit 28130, 09112, 49 9662833191, Fax: 49 
9662834306, Email: rog.harb@gmail.com 

California
Anaheim—Trapp, Eric, Lieutenant, Anaheim Police Dept, 425 S 

Harbor Blvd, 92805, (714) 765‑3868, Email: etrapp@anaheim.net 

Arroyo Grande—McBride, Kevin, Commander, Arroyo Grande 
Police Dept, 200 N Halcyon Rd, 93420, (805) 473‑5122, Fax: (805) 
473‑5105, Email: kmcbride@arroyogrande.org 

—Pryor, Beau, Commander, Arroyo Grande Police Dept, 200 
N Halcyon Rd, 93420, (805) 473‑5126, Fax: (805) 473‑5105, Email: 
bpryor@arroyogrande.org 

Carlsbad—*Callander, Maria, IT Manager, Carlsbad Police Dept, 
2560 Orion Way, 92010, Email: maria.callander@carlsbadca.gov 

Castro Valley—*Love, Alan, Sergeant, East Bay Regional Park 
District Police Dept, 17930 Lake Chabot Rd, 94546, (510) 690‑6559, Fax: 
(510) 538‑4622, Email: alove@ebparks.org, Web: www.ebparks.org

Coronado—Ochoa, Jesus G, Commander, Coronado Police 
Dept, 700 Orange Ave, 92118, (619) 522‑7372, Fax: (619) 435‑1329, 
Email: jochoa@coronado.ca.us 

Fowler—Brand, Michael, Chief of Police, Fowler Police Dept, 
128 S Fifth St, 93625, Email: brandm@ci.fowler.ca.us 

Fremont—*McLaren, Jon, Security Agent, Hyatt Regency 
Hotel, 37037 Oak St #2, 94536, (510) 427‑9338, Email: mclaren22863@
gmail.com 

Los Angeles—McCorkle, Mark, Captain, Los Angeles Co 
Sheriff’s Dept, 450 Bauchet St E848, 90012, (213) 893‑5884, Fax: (323) 
415‑5920, Email: mamccork@lasd.org 

—Rodriguez, Jeronimo, Captain, Los Angeles Police Dept, 
4849 Venice Blvd, 90019, Email: jrod631@msn.com 

Murrieta—Hadden, Sean, Captain Support Services  
Division, Murrieta Police Dept, 2 Town Sq, 92562, Email: shadden@
murrieta.org 

Pittsburg—Raman, Rathnesh P, Lieutenant, Pittsburg Police 
Dept, 65 Civic Ave, 94565, (925) 252‑4839, Fax: (925) 252‑4813, Email: 
rraman@ci.pittsburg.ca.us 

Reedley—Garza, Jose L, Chief of Police, Reedley Police Dept, 
843 G St, 93654, (559) 637‑4250, Fax: (559) 638‑2615, Email:  
joe.garza@reedley.ca.gov, Web: www.reedley.com

Riverside—*Pekarek, Dave A, Chief, Tri State Security & Patrol 
Inc, 3291 Trade Center Dr, 92507, (951) 686‑5551, Fax: (951) 788‑6782, 
Email: tsinland@juno.com 

San Diego—Wagner, John, EAD Pacific Operations, Naval 
Criminal Investigative Service, Attn EADPAC, 3405 Welles St Bldg 57 
Ste 1, 92136‑5050, Email: john.wagner4@navy.mil 

South San Francisco—Massoni, Michael J, Chief of Police, 
South San Francisco Police Dept, 33 Arroyo Dr Ste C, 94080, (650) 
877‑8930, Fax: (650) 829‑3910, Email: mike.massoni@ssf.net, Web: 
www.ssf.net

Yosemite National Park—*Stone, David C, Chief Security & 
Fire, DNC Parks & Resorts at Yosemite Inc, PO Box 578, 95389, (209) 
372‑1144, Fax: (209) 372‑8460, Email: stone.david.c@att.net, Web: 
www.yosemitepark.com/security

Colorado
Aurora—Gomez, Fran, Commander, Aurora Police Dept, 15001 E 

Alameda Pkwy, 80012, (303) 627‑3222, Email: fgomez@auroragov.org 
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Highlands Ranch—*Bair, Sean, President, BAIR Analytics 
Inc, 640 Plaza Dr Ste 340, 80129, (303) 346‑6000, Fax: (303) 346‑6001, 
Email: sean@bairanalytics.com, Web: www.bairanalytics.com

Connecticut
Plainfield—Arriaga, Mario A, Captain, Plainfield Police  

Dept, 210 Norwich Rd, 06374, (860) 564‑0804, Fax: (860) 564‑0808, 
Email: m.arriaga@plainfieldctpolice.com, Web: www.plainfield 
ctpolice.com

Rocky Hill—Hankard, James M, Chief Inspector, CT Office  
of the Chief State’s Attorney, 300 Corporate Pl, 06067, (860) 258‑3310, 
Fax: (860) 258‑5858, Email: james.hankard@ct.gov, Web:  
www.ct.gov/csao

Torrington—Smedick, Christopher M, Deputy Chief of  
Police, Torrington Police Dept, 576 Main St, 06790, (860) 489‑2043, 
Fax: (860) 482‑1007, Email: chris_smedick@torringtonct.org, Web:  
www.torringtonpd.org

Delaware
Newark—Farrall, Mark, Lieutenant, Newark Police Dept, 220 S 

Main St, 19711, (302) 366‑7111, Email: mark.farrall@cj.state.de.us 

District of Columbia
Washington—Galloway, Stephen, Chief Executive Protection 

Branch, ATF/Justice, 99 New York Ave NE, 20226, Email: stephen 
.galloway@atf.gov, Web: www.atf.gov

—Gilbert, Curtis, Deputy Assistant Director Field Operations 
(IO), ATF/Justice, 99 New York Ave NE, Rm 5N620, 20226, (202) 
648‑7204, Email: curtis.gilbert@atf.gov, Web: www.atf.gov

—*Hamilton, Allison, Program Analyst Liaison Division, ATF/
Justice, 99 New York Ave NE, 20226, (202) 648‑7213, Fax: (202) 
648‑9750, Email: allison.hamilton@atf.gov, Web: www.atf.gov

—Hatfield, Scott, Deputy Assistant Director, US Dept of Home-
land Security ICE Homeland Security Investigations, 500 12th St SW, 
20536, (202) 312‑9746, Email: scott.l.hatfield@ice.dhs.gov 

—Marianos, Richard, Assistant Director Public & Government 
Affairs, ATF/Justice, 99 New York Ave NE Rm 5N540, 20226, (202) 
648‑8488, Email: richard.marianos@atf.gov, Web: www.atf.gov

Florida
Clermont—Broadway, Charles L, Chief of Police, Clermont 

Police Dept, 865 W Montrose St, 34711, (352) 394‑5588, Fax:  
(352) 394‑1644, Email: cbroadway@clermontfl.org, Web:  
www.cityofclermontfl.org

Havana—Brown, Mark, Major, FL Hwy Patrol, 75 College Dr 
Ste 221‑FHP, 32333, (850) 558‑4250, Email: markbrown@flhsmv.gov, 
Web: www.flhsmv.gov/fhp

Jupiter—Smith, Christopher, Captain, Jupiter Police Dept, 210 
Military Tr, 33458, (561) 741‑2250, Fax: (561) 741‑0927, Email: chriss@
jupiterfl.us 

—*Vincelli, Kimberly, Planning & Administrative Services 
Manager, Jupiter Police Dept, 210 Military Tr, 33458, (561) 741‑2386, 
Fax: (561) 746‑4545, Email: 1087@jupiter.fl.us 

Miami—Erichs, Alysa, Special Agent in Charge, US Dept of 
Homeland Security, 11226 NW 20th St, 33172, (305) 597‑6000, Email: 
alysa.erichs@dhs.gov 

Tallahassee—*Creamer, Rick, Program Operations Manager, 
FL Hwy Patrol, 2900 Apalachee Pkwy, 32399‑0500, (850) 617‑2347, 
Email: rickcreamer@flhsmv.gov, Web: www.flhsmv.gov/fhp

Winter Haven—*Ward, Bill, Director Information Technology, 
Polk Co Sheriff’s Office, 1891 Jim Keene Blvd, 33880, (863) 298‑6622, 
Email: bward@polksheriff.org 

Georgia
Acworth—Dennard, Wayne, Chief of Police, Acworth Police 

Dept, 4400 Acworth Industrial Dr, 30101, (770) 974‑1232, Fax: (678) 
801‑4059, Email: wdennard@acworth.org, Web: www.acworth.org

Atlanta—Connolly, Robert, Deputy Chief of Police, GA Tech 
Police Dept, 879 Hemphill Ave Beringause, 30332, (404) 894‑9968, 
Email: robert.connolly@police.gatech.edu 

Illinois
Aurora—Bolt, Gary, Chief of Police, Aurora Univ, 347 S Glad-

stone Ave, 60506, (630) 844‑6878, Fax: (630) 844‑6552, Email: gbolt@
aurora.edu, Web: www.aurora.edu

Chicago—*Brennan, Tom, Director, Trustwave Spiderlabs, 70 
W Madison, 60602, (973) 202‑0122, Email: tbrennan@trustwave.com, 
Web: www.trustwave.com

—Brogan, Richard F, Commander, Cook Co Sheriff’s Office, 
3026 S California Ave, South Campus Bldg #5 2nd Fl, 60608, (773) 
636‑2908, Email: richard.brogan@cookcountyil.gov 

—*Pogue, Christopher E, Director of Incident Response, 
Trustwave, 70 W Madison St Ste 1050, 60602, (918) 269‑3470,  
Fax: (918) 286‑1570, Email: cepogue@trustwave.com, Web:  
www.trustwave.com

Joliet—Benton, Brian F, Commander, Joliet Police Dept, 150 
W Washington St, 60432, (815) 724‑3020, Fax: (815) 724‑3265, Email: 
bbenton@jolietcity.org, Web: www.jolietpolice.org

—*Bergner, Phillip, Patrol Officer, Joliet Police Dept, 150 W 
Washington St, 60432, (815) 724‑3211, Fax: (815) 724‑3290, Email: 
pbergner@jolietcity.org, Web: www.jolietpolice.org

—Demick, Richard L, Commander, Joliet Police Dept, 150 W 
Washington St, 60432, (815) 724‑3054, Fax: (815) 724‑3290, Email: 
rdemick@jolietcity.org, Web: www.jolietpolice.org

—Roechner, Alan M, Commander, Joliet Police Dept, 150 W 
Washington St, 60432, (815) 724‑3060, Fax: (815) 724‑3007, Email: 
aroechner@jolietpolice.org, Web: www.jolietpolice.org

Norridge—Disselhorst, David, Commander, Norridge Police 
Dept, 4020 N Olcott Ave, 60706, (708) 583‑5758, Fax: (708) 453‑9377, 
Email: ddisselhorst@norridgepd.com 

Plainfield—Novak, Anthony, Commander, Plainfield Police 
Dept, 14300 S Coil Plus Dr, 60544, (815) 267‑7234, Email: anovak@
plainfieldpd.com 

—Ruggles, Kenneth, Commander, Plainfield Police Dept, 14300 
S Coil Plus Dr, 60544, (815) 436‑6544, Fax: (815) 436‑1486, Email: 
kruggles@plainfieldpd.com 

River Forest—Rutz, Craig, Deputy Chief of Police, River Forest 
Police Dept, 400 Park Ave, 60305, (708) 714‑3540, Fax: (708) 366‑3702, 
Email: craig.rutz@gmail.com, Web: www.vrf.com

Indiana
Gary—Jackson, Michael, Commander Investigations, Gary 

Police Dept, 555 Polk St, 46402, (219) 881‑1201, Email: mjackson@
ci.gary.in.us 

—McKinley, Larry, Deputy Chief of Police, Gary Police Dept, 
555 Polk St, 46402, (219) 881‑1201, Email: lmckinley@ci.gary.in.us 

Iowa
West Burlington—Newberry, Frank, Chief of Police, West 

Burlington Police Dept, 122 Broadway St, 52655, (319) 754‑8555,  
Fax: (319) 754‑7397, Email: newberryf@westburlington.org, Web: 
www.westburlington.org

Kansas
Wichita—*Cole, Barry, CEO, National Radar Inc, 1601 S Grove 

St, 67211, (316) 263‑1646, Fax: (316) 263‑5302, Email: ceo@radars.info 

Kentucky
Frankfort—Crain, Josh, Assistant Director, KY Dept of Alco-

holic Beverage Control, 1003 Twilight Tr, 40601, (502) 782‑1032, Fax: 
(502) 564‑8150, Email: josh.crain@ky.gov, Web: www.abc.ky.gov/
pages/default.aspx

—Razor, Michael, Director, KY Dept of Alcoholic Beverage 
Control, 1003 Twilight Tr, 40601, Email: mike.razor@ky.gov, Web: 
www.abc.ky.gov/pages/default.aspx

Louisville—Lowrey, Stuart L, Special Agent in Charge, ATF/
Justice, 600 Dr Martin Luther King Jr Pl Ste 322, 40202, (502) 
753‑3400, Email: stuart.l.lowrey@atf.gov, Web: www.atf.gov

Maine
Ellsworth—Kane, Patrick W, Lieutenant, Hancock Co Sheriff’s 

Dept, 50 State St Ste 10, 04605, (207) 667‑7575, extension 242, Fax: 
(207) 667‑7516, Email: pkane@hancockcountyso.org 

Maryland
Baltimore—*England, Bryan C, Detective, Baltimore Police 

Dept, 242 W 29th St, 21211, (410) 804‑5426, Fax: (410) 396‑2257, Email: 
bryan.england@baltimorepolice.org 

—Reitz, David A, Major, Baltimore Police Dept, 242 W 29th 
St, 21211, (410) 396‑2499, Fax: (410) 396‑2179, Email: david.reitz@
baltimorepolice.org 

Bowie—*Jefferson, Rachel, Sergeant, Bowie Police Dept, 
15901 Excalibur Rd, 20716, Email: rijefferson@hotmail.com 

Silver Spring—*Hawkins, Ronald, Manager of Technical Writ-
ing & Special Projects, Security Industry Assn, 8405 Colesville Rd 
Ste 500, 20910, (301) 804‑4713, Email: rhawkins@siaonline.org, Web: 
www.siaonline.org

Massachusetts
Boston—Lenehan, Robert E, Deputy Chief of Police, MBTA 

Transit Police Dept, 240 Southampton St, 02382, (617) 222‑1182, 
Email: rlenehan@mbta.com 

Michigan
Caro—Newcomb, Brian, Chief of Police, Caro Police Dept, 

150 Montague Ave, 48723, (989) 233‑6565, Fax: (989) 673‑7974, Email: 
b.newcomb@caropolice.org, Web: www.carocity.net

Taylor—Sclabassi, Mary, Chief of Police, Taylor Police Dept, 
23515 Goddard Rd, 48180, (734) 374‑1531, Fax: (734) 374‑1340, Email: 
msclabassi@ci.taylor.mi.us, Web: www.cityoftaylor.com

Utica—Faber, David A, Chief of Police, Utica Police Dept, 
7550 Auburn Rd, 48317, (586) 731‑2345, Fax: (586) 731‑2530, Email: 
dfaber@uticapd.org 

Minnesota
Faribault—Bohlen, Andy L, Chief of Police, Faribault Police 

Dept, 25 NW Fourth St, 55021, (507) 334‑0920, Fax: (507) 334‑0990, 
Email: abohlen@ci.faribault.mn.us 

Minneapolis—Frizell, Eddie, Deputy Chief of Police, Minneapo-
lis Police Dept, 350 S Fifth St Rm 130, 55415, (612) 673‑3422, Fax: (612) 
673‑2613, Email: eddie.frizell@minneapolismn.gov 

South Saint Paul—Messerich, William, Chief of Police,  
South St Paul Police Dept, 125 Third Ave N, 55075, (651) 554‑3300, 
Fax: (651) 554‑3301, Email: wmesserich@southstpaul.org, Web: 
www.southstpaul.org

—Oeffling, Phillip, Lieutenant, South St Paul Police Dept,  
125 Third Ave N, 55075, (651) 554‑3300, Fax: (651) 554‑3301, Email: 
poeffling@southstpaul.org, Web: www.southstpaul.org

—Wicke, Brian, Lieutenant, South St Paul Police Dept, 125 
Third Ave N, 55075, (651) 554‑3300, Fax: (651) 554‑3301, Email: 
bwicke@southstpaul.org, Web: www.southstpaul.org

Saint Paul—Evans, Drew, Assistant Superintendent, MN 
Bureau of Criminal Apprehension, 1430 Maryland Ave, 55106, Email: 
andrew.evans@state.mn.us 

Wabasha—Warren, James, Chief of Police, Wabasha 
Police Dept, 900 Hiawatha Dr, 55981, (651) 565‑3261, Email: chief@
wabasha.net 

Missouri
Jefferson City—McGrail, Timothy P, Bureau Commander/

Major, MO State Hwy Patrol, PO Box 568, 65102, (573) 751‑3313,  
Fax: (573) 751‑9419, Email: tim.mcgrail@mshp.dps.mo.gov, Web: 
www.mshp.dps.missouri.gov

—Shoun, Kemp A, Major/Bureau Commander, MO State Hwy 
Patrol, PO Box 568, 65102, (573) 751‑3313, Fax: (573) 751‑9419, Email: 
kemp.shoun@mshp.dps.mo.gov, Web: www.mshp.dps.missouri.gov

Kansas City—*Kirchhoff, Keith A, Sergeant, Kansas City Police 
Dept, 1125 Locust St, 64106, (816) 234‑5043, Fax: (816) 234‑5344, 
Email: keith.kirchhoff@kcpd.org, Web: www.kcpd.org

—Vidoli, Marino, Special Agent in Charge, ATF/Justice,  
2600 Grand Ave Ste 200, 64108, Email: marino.vidoli@atf.gov, Web: 
www.atf.gov

Saint Louis—*Kiphart, William B, Sergeant, St Louis Met-
ropolitan Police Dept, 4014 N Union, 63115, (314) 280‑6905, Email: 
wbkiphart@slmpd.org, Web: www.slmpd.org

Nevada
Las Vegas—Tomaino, Christopher D, Lieutenant, Las Vegas 

Metropolitan Police Dept, 400 S Martin Luther King Blvd, 89106, 
(702) 591‑1899, Fax: (702) 828‑4372, Email: c4671t@lvmpd.com, Web: 
www.lvmpd.com

New Hampshire
Belmont—Lewandoski, Mark, Chief of Police, Belmont  

Police Dept, 16 Fuller St, PO Box 320, 03220, (603) 267‑8361,  
Fax: (603) 267‑8358, Email: mlewandoski@belmontnh.org, Web: 
www.belmontnh.org/bpd/bpdmain.htm

—Mann, Richard, Lieutenant, Belmont Police Dept, 16  
Fuller St, PO Box 320, 03220, (603) 267‑8361, Fax: (603) 267‑8358, 
Email: rmannster@hotmail.com, Web: www.belmontnh.org/bpd/
bpdmain.htm

New Jersey
Freehold—Roberts, Glenn A, Chief of Police, Freehold Borough 

Police Dept, 36 Jackson St, 07728, (732) 462‑4458, Fax: (732) 
577‑8308, Email: robertsg@freeholdpolice.com, Web: www.fbpd.net

North Bergen—Dowd, Robert J, Chief of Police, North  
Bergen Police Dept, 4233 Kennedy Blvd, 07047, (201) 392‑2134,  
Fax: (201) 392‑8671, Email: rdowd@northbergenpd.com, Web:  
www.northbergenpolice.com

Tinton Falls—Scrivanic, John A, Chief of Police, Tinton Falls 
Police Dept, 556 Tinton Ave, 07724, (732) 542‑3400, extension 252, 
Email: jscrivanic@tintonfalls.com 
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Woodland Park—Cannon, Thomas, Special Agent in  
Charge, ATF/Justice, 1 Garrett Mountain Plaza Ste 500, 07424, Email: 
thomas.cannon@atf.gov, Web: www.atf.gov

New Mexico
Portales—Jones, C Douglas, Chief of Police, Portales Police 

Dept, 1700 N Boston, 88130, (575) 356‑4404, Fax: (575) 359‑0346, 
Email: djones@portalesnm.org 

New York
Long Beach—Tangney, Michael, Commissioner of Police, Long 

Beach Police Dept, 1 West Chester St, 11561, (516) 705‑7350, Fax: (516) 
431‑2085, Email: mtangney@lbpd.com, Web: www.lbpd.com

New York City—Burke, Brian J, Deputy Chief of Police, New 
York City Police Dept, 1 Police Plaza, 10038, (646) 610‑8529, Email: 
brian.burke@nypd.org, Web: www.nypd.org

Patchogue—Koschmann, Lena, Chief Ranger, Fire Island 
National Seashore, 120 Laurel St, 11772, (631) 687‑4757, Email: 
lena_koschmann@nps.gov 

Staten Island—Wilhelmy, Ronald, Lieutenant, New York City 
Police Dept, Patrol Borough Staten Island, 2nd Fl, 10306, (718) 
667‑2226, Email: ronald.wilhelmy@gmail.com 

North Carolina
Black Mountain—Padgett, Steve, Chief of Police, Black 

Mountain Police Dept, 106 Montreat Rd, 28711, (828) 419‑9350, Fax: 
(828) 669‑8143, Email: steve.padgett@townofblackmountain.org, 
Web: www.townofblackmountain.org

Enfield—Tillery, Willie L, Chief of Police, Enfield Police Dept, 
115 SE Railroad St, 27823, (252) 445‑5122, Fax: (252) 445‑1650, Email: 
wtillery@enfieldnc.org, Web: www.enfieldpd.org

Greenville—*Beardsley, John A, Public Safety Technology 
Systems Administrator, Greenville Police Dept, 500 S Greene 
St, 27834, (252) 329‑4830, Fax: (252) 414‑5015, Email: jbeardsley@
greenvillenc.gov, Web: www.greenvillenc.gov

—Laws, Kenneth T, Captain, Greenville Police Dept, 500 S 
Greene St, 27834, (252) 329‑4330, Fax: (252) 329‑4368, Email: klaws@
greenvillenc.gov, Web: www.greenvillenc.gov

—Williams, Robert A, Captain, Greenville Police Dept, PO Box 
7207, 27835, (252) 329‑4382, Email: rwilliams@greenvillenc.gov, Web: 
www.greenvillenc.gov

Lexington—Kepley, Tad W, Chief of Police, Lexington Police 
Dept, 106 N Main St, 27292, (336) 243‑3307, Fax: (336) 249‑7753, 
Email: tadk@lexingtonnc.net 

Monroe—Greene, Beth A, Captain, Monroe Police Dept, 218 
E Franklin St, PO Box 69, 28111, (704) 282‑4722, Fax: (704) 283‑0692, 
Email: bgreene@monroenc.org 

—Pressley, Phillip W, Captain, Monroe Police Dept, 218 E 
Franklin St, PO Box 69, 28111, (704) 282‑4709, Fax: (704) 283‑0692, 
Email: ppressley@monroenc.org 

Research Triangle Park—*Strom, Kevin J, Senior Scientist, 
RTI International, 3040 Cornwallis Rd, 27709, (919) 485‑5729, Email: 
kstrom@rti.org, Web: www.rti.org

Rockingham—Kelly, William, Chief of Police, Rockingham 
Police Dept, 311 E Franklin St, 28379, (910) 895‑2468, Fax:  
(910) 895‑0899, Email: chief@gorockinghampd.com, Web:  
www.gorockinghampd.com

Sharpsburg—Coley, Alvin L, Chief of Police, Sharpsburg Police 
Dept, PO Box 100, 27878, (252) 977‑1098, Fax: (252) 977‑1707, Email: 
alvincoley@gmail.com 

Ohio
Blue Ash—Schueler, Stephen H, Lieutenant, Blue Ash Police 

Dept, 4343 Cooper Rd, 45242, (513) 745‑8571, Fax: (513) 745‑8574, 
Email: sschueler@blueash.com, Web: www.blueash.com

Columbus—Shoemaker, S Robin, Special Agent in  
Charge, ATF/Justice, 2300 West St Ste 400, 43215, Email:  
stephanie.shoemaker@atf.gov, Web: www.atf.gov

Mayfield Heights—Bittner, Fred W, Chief of Police, Mayfield 
Heights Police Dept, 6154 Mayfield Rd, 44124, (440) 442‑2323,  
Fax: (440) 442‑6360, Email: fredbittner@mayfieldheights.org, Web: 
www.mayfieldheights.org

Oklahoma
Nicoma Park—Groseclose, Robert W, Chief of Police,  

Nicoma Park Police Dept, PO Box 250, 73066, (405) 650‑2778, Email: 
robgrose12@aol.com, Web: www.nicomaparkpolice.com

Oregon
Eugene—Deshpande, Pete, Captain, Univ of OR Police Dept, 

2141 E 15th Ave, 97403, (541) 346‑8560, Fax: (541) 346‑0947, Email: 
peterd@uoregon.edu, Web: www.police.uoregon.edu

Pennsylvania
Philadelphia—Jones, Malachi R, Lieutenant, Philadelphia Police 

Dept, 7790 Dungan Rd, 19111, (215) 685‑5013, Fax: (215) 685‑5055, 
Email: rockzbozz@yahoo.com 

South Carolina
Columbia—*Hinton, Gary, Technology Officer/Master Police 

Officer, Columbia Police Dept, 1 Justice Sq, 29201, (803) 545‑3506, 
Email: gahinton@columbiasc.net, Web: www.columbiapd.net

South Dakota
Rapid City—Jegeris, Karl, Assistant Chief of Police, Rapid City 

Police Dept, 300 Kansas City St, 57701, Email: karl.jegeris@rcgov.org 

Tennessee
Brentwood—Fulton, Jeffrey, Special Agent in Charge, ATF/

Justice, 5300 Maryland Way, Ste 200, 37027, (615) 565‑1400, Email: 
jeffrey.fulton@atf.gov, Web: www.atf.gov

Goodlettsville—Goodwin, Gary L, Chief of Police, Goodlettsville 
Police Dept, 105 S Main St, 37072, (615) 851‑2223, Fax: (615) 851‑ 
2226, Email: ggoodwin@cityofgoodlettsville.org, Web: www 
.cityofgoodlettsville.org

Nashville—*Butler, Derek S, Police Operations Supervisor, Met-
ropolitan Nashville Police Dept, 200 James Robertson Pkwy, 37201, 
(615) 862‑7631, Fax: (615) 862‑7127, Email: derek.butler@nashville.gov, 
Web: www.police.nashville.org

—*Lawrence, Jason, Central Records Supervisor, Metropolitan 
Nashville Police Dept, 200 James Robertson Pkwy, 37201, (615) 
862‑7631, Fax: (615) 862‑7127, Email: jason.lawrence@nashville.gov, 
Web: www.police.nashville.org

Texas
Austin—Bowie, RenEarl, Assistant Director, TX Dept of Public 

Safety, 5806 Guadalupe, 78752, (512) 424‑7731, Fax: (512) 462‑6102, 
Email: renearl.bowie@dps.texas.gov, Web: www.dps.texas.gov

—*MacBride, Cheryl, Deputy Director‑Services, TX Dept  
of Public Safety, 5805 N Lamar, 78752, (512) 424‑2604, Email:  
cheryl.macbride@dps.texas.gov, Web: www.dps.texas.gov

El Paso—*Martin, Ron, President, El Paso Municipal Police 
Officers Assn, 747 E San Antonio Ste 103, 79901, (915) 256‑7822, Fax: 
(915) 533‑5117, Email: martinr@elpasotexas.gov 

Fort Worth—*Adams, George W, National Director of Opera-
tions, Univ of North TX Health Science Center, Center for Human 
Identification, 3500 Camp Bowie Blvd CBH‑650, 76107‑2143, (817) 
735‑5451, Fax: (817) 735‑0251, Email: g.w.adams@unthsc.edu

Lacy Lakeview—Truehitt, John E, Chief of Police, Lacy Lakeview 
Police Dept, 503 E Craven, 76705, (254) 799‑2479, extension 232,  
Fax: (254) 799‑8790, Email: john_truehitt@lacy‑lakeview.org, Web: 
www.lacylakeview.org

Shenandoah—Carlisle, Aaron B, Assistant Chief of Police, 
Shenandoah Police Dept, 29955 IH 45 N, 77381, (281) 367‑8952,  
Fax: (281) 298‑8052, Email: bcarlisle@shenandoahtx.us, Web:  
www.shenandoahtx.us

Virginia
Arlington—Fortney, Edward E, Director Field Office Manage-

ment, US Dept of State/Diplomatic Security Svc, 1801 N Lynn St, 
12th Fl, 22209, Email: fortneyee@state.gov 

Chesterfield—Kelly, Daniel, Major, Chesterfield Co Police 
Dept, PO Box 148, 23832, (804) 796‑7005, Email: kellyd@ 
chesterfield.gov 

Harrisonburg—*McIntyre, Malcolm F, Calibration Services 
Manager, Comsonics, 1350 Port Republic Rd, PO Box 1106,  
22801, (866) 207‑5150, Fax: (540) 437‑2131, Email: mmcintyre@
comsonics.com, Web: www.cars‑comsonics.com

Langley AFB—Wojciechowski, Kathy, Chief Law Enforcement/
Air Provost, HQ Air Combat Command, 129 Andrew St Ste 260, 
23665, Email: kathyw@langley.af.mil 

Leesburg—Cox, Michael, Assistant Division Commander, 
Loudoun Co Sheriff’s Office, 42035 Loudoun Center Pl, 20175, Email: 
michael.cox@loudoun.gov 

McLean—*McCue, Colleen, Senior Director Social Science & 
Quantitative Methods, Geoeye Analytics, 7921 Jones Branch Dr, Ste 

600, 22102, (703) 328‑4328, Fax: (703) 893‑8131, Email:  
mccue.colleen@geoeye.com, Web: www.geoeye.com

Smithfield—Bowman, Steven G, Chief of Police, Smithfield 
Police Dept, 913 S Church St, 23430, (757) 357‑3247, Fax: (757) 
357‑6551, Email: sbowman@smithfieldva.gov 

Washington
Ferndale—Hatchett, William, Lieutenant, Ferndale Police Dept, 

PO Box 1257, 98248, (360) 483‑5723, Email: bhatchett@ferndalepd.org 
Seattle—Soper, Mark E, Trooper/Bomb Squad Commander, WA 

State Patrol, 1519 Alaskan Way S, 98134, (206) 919‑5800, Fax: (253) 
569‑4491, Email: mark.soper@wsp.wa.gov 

West Virginia
Shepherdstown—McAvoy, John P, Chief of Police, Shepherd 

Univ Police Dept, PO Box 5000, 25443, (304) 876‑5374, Fax: (304) 
876‑5679, Email: jmcavoy@shepherd.edu, Web: www.shepherd.edu

Wisconsin
Appleton—Helein, Peter J, Chief of Police, Appleton Police 

Dept, 222 S Walnut St, 54911, Email: pete.helein@appleton.org, Web: 
www.appleton.org/police

Boscobel—Stenner, Todd M, Chief of Police, Boscobel  
Police Dept, 1006 Wisconsin Ave, 53805, (608) 375‑4122, Fax:  
(608) 375‑4527, Email: boscobelpd@wppienergy.org, Web:  
www.boscobelwisconsin.org

Wyoming
Cheyenne—*Chrastil, Natalie A, Deputy Director, WY Division 

of Criminal Investigations, 208 S College Dr, 82002, (307) 631‑8428, Fax: 
(307) 777‑7301, Email: natalie.chrastil@wyo.gov 

Evansville—Laughrey, Thomas W, Captain, Evansville Police 
Dept, 235 N Curtis, PO Drawer 158, 82636, (307) 234‑1270, Fax: (307) 
237‑6164, Email: tlaughrey@evansvillewy.com 

The IACP notes the passing  
of the following association 
members with deepest regret and 
extends its sympathy to the families 
and coworkers left to carry on 
without them.

Jesse V. Doris, Training Officer, 
Seward, Alaska, Police Department

Milton Jirak, Assistant Professor, 
Criminal Justice Department, Union 
College, Cranford, New Jersey; 
Richmond, New York (life member)
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Product update 
The Police Chief keeps you on the cutting edge of law enforcement technology with monthly product announcements. For free, in-depth information,  
visit us online at http://www.policechiefmagazine.org. Items about new or improved products are based on news releases supplied by manufacturers  
and distributors; IACP endorsement is in no way implied.

Socks
The FITS Sock Company Tracker is 

designed to be the go-to cold weather 
sock for individuals who spend the day 
outside in demanding conditions. The 
extra fine merino wool extends over the 
wearer’s calf and provides cushioning 
around the foot, ankle, and calf. The 
exterior is reinforced with a durable 
nylon finish.

For information, visit http://www 
.fitssock.com.

Product Certification
MorphoTrak, the Safran Group, 

announces that MorphoTop Model 100R, 
a compact, high-speed livescan finger-
print scanner, has received certification 
from the Federal Bureau of Investiga-
tion. This certification covers ten-print 
rolled and identification flat fingerprint 
capture and meets the Integrated Auto-
mated Fingerprint Identification System 
Image Quality Standard Appendix F 
specification. MorphoTop is designed 
for economic high-speed imaging of 
fingerprints for background checks, civic 
enrollment, criminal booking, and per-
sonal identity verification purposes. The 
system is designed to provide effective 
and reliable fingerprint capture in fewer 
than two seconds.

For information, visit http://www 
.morphotrak.com.

Optical distracters 
Laser Energetics Inc. has entered 

a strategic teaming agreement with 
CACI International Inc. to provide the 
Dazer Laser Light Fighting Technologies 
product line of laser optical distracters 
to the U.S. Department of Defense and 
other federal government organizations. 
Optical distracters are designed to tem-
porarily impair the vision of adversar-
ies, providing a force multiplier for U.S. 
military, homeland security, and law 
enforcement personnel. Over the next 
decade, the market for nonlethal weap-
ons is forecast to grow as governments 
work to counter threats and protect 
citizens with better technology. 

For information, visit http://www 
.laserenergetics.com/dazerlaser.htm.

Tinted eyeglasses
Revision Military introduces the 

Sawfly Photochromic Eyewear System. 
Featuring Revision’s rapid light-changing 
technology, first introduced in its Hellfly 
Ballistic Sunglasses, the ballistic photo-
chromic Sawfly lens is designed to auto-
matically darken to a sunglass tint when 
exposed to sunlight and return to its clear 
state in the absence of ultraviolet rays. 
This is intended to provide a tactical edge 
in rapidly changing environments. 

For information, visit http://www 
.revisionmilitary.com.

Alert system
F3 Technologies Inc. and Interactive 

Defense LLC announce the migration of 
the Interactive Defense System service to 
a free-to-use business model supported 
by advertising. The partnership is now 
focusing sales efforts on acquiring key 
advertising customers and large user 
bases through extensive municipality 
sales. The Interactive Defense System is 
designed to provide law enforcement and 
community members with immediate 
alert notifications of missing persons and 
criminal activities, as well as safety-related 
information that encourages residents to 
actively participate in crime prevention.

For information, visit http://www 
.interactivedefense.com/f3/ids.

Parking citation technology
Complus Data Innovations releases 

the IT-9000 handheld ticket writer as 
its latest piece of parking enforcement 
technology. Features include a two-
megapixel color camera with flash, an 
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improved battery life over earlier mod-
els, an updated operating system, and  
a more streamlined design. The new 
ticket writer also has full wireless  
capabilities for real-time upload of  
ticket data and communication with  
pay stations and pay-by-cell technolo-
gies. Eligible clients will begin to receive 
the new unit at no additional cost.  
The replacement program guarantees 
that clients will not have obsolete hand-
helds or be forced into costly mainte-
nance programs.

For information, visit http://www 
.complusdata.com.

Situational awareness tool
TrueVector Technologies introduces a 

web-based, interactive drawing solution 
for emergency responder web-mapping 
software intended for use by federal, 
state, and local governments, as well 
as emergency responder organizations. 
The first deployment of the technology 
is by Defense Group Inc., which has 
signed a strategic reseller agreement 
with TrueVector Technologies. DGI will 
market this drawing solution as part 
of its CoBRA WEB Mapping within the 
CoBRA Crisis Management and Emer-
gency Response business unit. The sys-
tem is designed to allow users to quickly 
develop situational awareness.

For information, visit http://www 
.defensegroupinc.com/cobra/index.cfm.

GPS tracking via Wi-Fi
CES Wireless announces the release 

of the FA-888, a GPS tracking device that 
operates over a Wi-Fi network. Histori-
cally, GPS tracking devices have oper-
ated over a cellular network, potentially 
costing the user or the fleet owner a 
hefty monthly fee. The FA-888, with a 
rich feature set, logs the data in memory 
and, when it enters its home Wi-Fi zone, 
it downloads the data automatically to 
the user’s server. The FA-888 is designed 
to be compatible with many third-party 
tracking software systems, including free 
software that provides sufficient func-
tionality for 80 percent of the market.

For information, visit http://www 
.ceswireless.com.

Clothing line
Wild Things LLC, a licensee for 

Smith & Wesson, unveils its second line 

of apparel for men and women. The 
Spring 2013 line, featuring an expanded 
women’s collection, combines perfor-
mance, function, and the classic Ameri-
can style for which Smith & Wesson is 
known. Barn jackets headline the line 
along with men’s updated cargo pants 
and shorts. The women’s line will add 
a cargo shooting skirt and cargo pants, 

along with upgrades to tactical features. 
All barn jackets incorporate numerous 
tactical features and use signature gun 
hammer zipper pulls. v

For information, visit http://www 
.wildthingsgear.com.
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Note: Police Chief magazine, from 
time-to-time, offers feature-length articles 
on products and services that are useful  
to law enforcement administrators. This 
article features training and testing.

T echnology is constantly shaping all 
aspects of society. Law enforcement is 
no exception. 

Because of this, keeping up with new 
information is more challenging than ever. 
But even as technology makes it harder to 
keep up, it also facilitates the education 
process by making learning easier and 
more accessible.

This is where technology intersects 
with testing and training. Add in a still 
fragile economy and evolving national 
demographics, and the equation becomes 
more complex. This means that while 
other industries move entirely toward 
digital platforms, law enforcement train-
ing and testing organizations must adopt a 
hybrid approach. While they must deliver 
content more easily, that can never be the 
sole answer. This is an inherently human 
endeavor that will never completely for-
sake the flesh-and-blood interactions on 
which it is based.

“It’s not unlike other new technologies. 
Younger agents are much more used to 
them,” said Donald A. DiFrisco, president 
and CEO of International Surveillance Tech-
nology, Incorporated, a Florida firm offering 
continuing education to law enforcement 
through the National Intelligence Academy. 
“Obviously the economy has been tough 
on everybody. There are far fewer training 
and travel dollars available. That’s why the 
trends around training today center around 
online and distance learning.”

Technology is changing the way police 
officers are trained. General law enforce-
ment strategy, technology, ethics, crime pat-
terns, and even foreign languages are a few 
of the subjects that can be relatively easily 
studied online. 

“Spanish proficiency is becoming criti-
cal in the public safety sector. With millions 
of Hispanics entering America yearly, it is 
becoming a necessity to know basic public 
safety Spanish,” said Kendal Knetemann, 
founder of Spanish on Patrol, which offers 
Spanish instruction courses entirely online. 
“Law enforcement officers deal with a 
large variety of issues. They need to be 
prepared for situations such as DUI traf-
fic stops and domestic situations and for 
building a stronger relationship with the 
Hispanic community. Dispatchers for 9-1-1 
need to be able to communicate without 
body language. This is extremely difficult 
in an emergency situation, so it is essential 
that 9-1-1 knows Spanish.”

Less intuitive areas are finding their way 
online as well. Pennsylvania-based com-
pany iSniper is one company taking marks-
manship training to a whole new level by 
fully computerizing the shooting range and 
making it available without great cost or a 
suite of intricate equipment.

“In 20 minutes, you can have a great pic-
ture of shot placement,” said iSniper CEO 
Andrey Safanyuk. “There’s a lot of flexibil-
ity. It only takes 10 or 15 minutes to set up. 
When you shoot at the screen, there’s not 
only shot placement, but you can see the 
gun movements as you draw it.”

Digital training environments facili-
tate access to information, but still must 
be done thoughtfully in order to achieve 
learning objectives. 

“We want to ease the burden on law 
enforcement to have to come to a class-
room,” said Banyon Pelham, an associ-
ate in research for Florida State University 
Panama City Public Safety and Security Pro-
gram. “But we’re not just putting a textbook 
online. We are on iTunesU; you can take 
classes from a patrol car. There are video 
pieces, audio pieces, and discussion boards 
available to students.”

 The day-to-day work of law enforce-
ment, of course, rarely happens in a digital 
world. That’s why, according to educators, 
online public safety learning often works 
best when it builds on a brick-and-mortar 
foundation. Use-of-force simulation experts 
IES Interactive Training, Ti Training, the 
Northeastern University College of Profes-
sional Studies, the Sirchie forensics training 

center, and the American Public University 
System all combine the benefits of physical 
and virtual environments.  

“Certainly, distance learning is becom-
ing a desirable and important part of the 
development of law enforcement pro-
fessionals’ education and career devel-
opment,” said Victor E. Kappeler, PhD, 
associate dean and foundation professor 
in the School of Justice Studies at Eastern 
Kentucky University’s College of Justice 
and Safety. “It definitely has advantages 
for place-bound individuals and those 
whose professional and personal lives do 
not lend themselves to rigid schedules. 
Many law enforcement personnel are find-
ing that a blend of on-campus learning and 
distance learning best fits their changing 
lives and work assignments.” 

That is particularly true when consider-
ing the constant need to work with physical 
evidence. Nevertheless, the cost of in-person 
training can be prohibitive. Therefore, even 
when online training is not viable, institu-
tions are finding ways to accommodate pro-
spective learners.

“We have several clients that are inter-
ested in our crime scene collection training, 
but securing the training funds needed has 
been a challenge for them,” said Tim Kup-
ferschmid, executive director of Sorenson 
Forensics, based in Utah. “The feedback 
we have received from our clients is that, 
despite the online capabilities of training, 
the in-person course we provide is the more 
preferred method of training delivery.”

A high number of trainers can hold 
specialized training at their own sites, take 
the classroom to the client or both. For 
example, the University of Tennessee’s 
National Forensic Academy will come to 
your agency, Harley-Davidson offers driver 
training for its vehicles, and My Force  
offers training on its security systems.  

“A lot of the things we do are onsite,” said 
Kim Kohlhepp, manager of the Center for 
Testing Services and Career Development 
at the IACP. “We can develop simulation 
exercises that capture specific challenges 
an agency describes to us. For example, we 
have an in-basket exercise. Pretend you’ve 
been out of the office for a while, and you 
come back and there are piles of memos and 
emails. We re-create that experience. We also 
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do things like simulated press conferences. 
We have professional role players who are 
briefed with responses to different questions 
and scenarios that may unfold.”

Indeed, the practical, everyday chal-
lenges of law enforcement cannot be lost in 
training, whether it is in person or online. 
This could include less obvious but no less 
important facets of the job.  

“Overwhelmingly, agency training 
money is devoted to tactics. But when you 
pick up a newspaper, the stories you see 
about police are overwhelmingly about ethi-
cal lapses,” said Mark J. Wittenberg, a for-
mer police lieutenant and now a trainer with 
Josephson Institute Center for Policing Eth-
ics, which has worked with the Los Angeles, 
California, and the Chicago, Illinois, police 
departments, among others. “Ethical behav-
ior builds trust. It’s not an extra add-on of 
policing; it’s the foundation. It’s the driving 
force behind how we deploy the law.”

Florida State’s safety and security pro-
gram pairs larger issues with more practical 
matters, so that officers are fully prepared 
from day one.

“It is our belief that the only way we’ll 
be a benefit is to blend higher education 
with practical applications,” Pelham said. 
“We teach skills like writing search war-
rants. Most of your programs are targeted 
to administration or research. That’s great, 
but it doesn’t help first-level supervisors. We 
don’t even accept applications from poten-
tial faculty unless they have 10 years of law 
enforcement experience.”

The demographics of the nation are 
changing as well. I/O Solutions, an Illinois-
based human resources firm specializing 
in recruitment and promotion in the public 
safety sector, is developing testing programs 
that not only reflect these shifts but that also 
keep them in compliance with regulations 
related to diversity and help make testing 
and promotion programs more color-blind.

“Minority candidates may not have the 
same educational opportunities coming in 
as far as certain academic areas go,” said 
Fred Rafilson, I/O Solutions cofounder 
and CEO. “But that doesn’t mean they’re 
not as motivated, hardworking, or honest. 
We want to focus on integrity, attitude, and 
drive. There are no ethnic group differences 
in those kinds of areas.”

These changes are happening not only 
externally but internally, as police agency 
leaders search for ways to find and main-
tain connections between themselves and 
incoming officers. Communications meth-
ods may sometimes be taken for granted, 
but according to Bill Reilly, a retired assistant 
chief from the Hartford, Connecticut, Police 
Department and head of Finest’s coaching 
services, that’s exactly the rationale that 
causes trouble among the rank and file.

“When a chief’s vision is known and 
shared, you increase the likelihood that 

people will be willing and able to help you 
get there,” Reilly said. “This has worked 
for years in the private sector, but it just 
doesn’t happen much in the public sector, 
especially among law enforcement. Lead-
ers often express frustration over why they 
are not getting the desired behaviors among 
frontline officers. But it’s all about commu-
nication. If management displays behav-
ioral inconsistencies, you’ll see even greater 
inconsistency at the front line.”

Effective communications can be espe-
cially tricky when interacting with inter-
national agencies and partners—or simply 
those with whom you are unfamiliar.

“If it doesn’t fit the needs of the local 
area, it’s not going to be sustainable,” 
said Joseph Hauer, managing director 
of Arizona-based International Police 
Training and Consulting Services, which 
regularly conducts training sessions for 
police forces in various countries. “We 
deal with the political, legal, and regu-
latory issues facing that nation. We 
focus on translating training programs 
into the right language. Otherwise, six 
months down the road, there may not be 
any real difference.” v
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I. PURPOSE

This policy provides initial responding officers to

active shooting and similar deadly force incidents, as

herein defined, with protocols for assessing the threat

and performing rapid intervention tactics to limit

serious injury or loss of life.

II. POLICY

It is the policy of this department that during barri-

cade and hostage situations initial responders shall

contain suspects and secure the perimeter, pending

the arrival of a tactical response team, when such con-

tainment and perimeter furthers the lifesaving mis-

sion. However, where deadly force has been

employed, is reasonably likely to be employed, or con-

tinues to be employed by suspects, and when delay

could result in additional injury or death, rapid

deployment of available officers at the scene is autho-

rized when deemed necessary to prevent further

injuries or loss of life.

III. DEFINITIONS

Active Shooting: An incident in which at least one

armed person has used, or is reasonably likely to use,

deadly force and where victims are under his or her

immediate control or are readily accessible. This term

is commonly used to identify situations in which

rapid deployment is justified. However, as defined

herein, rapid deployment may be justified not only

when shots have been fired (as the term active sug-

gests) but also when there is a reasonable likelihood

that some form of deadly force will be used if imme-

diate measures are not taken.

Contact Team: Normally, the first three to five offi-

cers at the scene of an active shooting who form a

team to locate the perpetrator in order to neutralize his

or her aggression. 

Rapid Response and Deployment: The swift deploy-

ment of patrol personnel and resources to developing

or ongoing life-threatening situations where delayed

deployment of emergency personnel could otherwise

result in death or bodily harm to innocent persons.

Rescue and Recovery Team: An organized team of

officers who make entry after the contact team to

provide first aid and evacuate persons from a hostile

environment.

IV. PROCEDURES

A. Initial Response

1. The initial responding officer shall assume inci-

dent commander (IC) responsibility and shall

notify communications. He or she shall initiate

the basic situational analysis and determine ini-

tial resource requirements, such as a special

weapons and tactics (SWAT) team or an emer-

gency response team (ERT), hostage negotia-

tors, and emergency medical technician (EMT)

and fire services.

a. Incident commander responsibilities may

be passed repeatedly to a senior officer or

an officer with specialized expertise upon

his or her arrival once that officer has been

briefed. 

b. Communications and all involved person-

nel shall be informed of any changes in the

IC as they occur. 

2. The IC shall designate an initial inner perime-

ter to contain the perpetrator and control access

to and egress from the target location, when

such containment is logical and appropriate.

Civilians should be directed out of the inner
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During barricade and hostage situations, initial 
responders should contain suspects and secure the
perimeter, pending the arrival of a tactical response

team, when such containment and perimeter furthers
the lifesaving mission. However, where deadly force

has been employed, is reasonably likely to be 
employed, or continues to be employed by suspects,
and when delay could result in additional injury or
death, rapid deployment of available officers at the
scene should be authorized when deemed necessary

to prevent further injuries or loss of life.
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with protocols for assessing the threat and 
performing rapid intervention tactics to limit serious

injury or loss of life.
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Capitol Police Section
Promotes exchange of information and develops standards for 
increasing the effi ciency and capabilities of each law enforcement 
agency that provides service to our critical assets. Open to individuals 
who are now, or have been, engaged in or responsible for providing 
police services at a national or state/providence State House.

Defense Chiefs of Police Section
Promotes exchange of ideas and specifi c information and procedures 
for law enforcement organizations providing police and security 
services within military services and defense agencies. Open to 
individuals who are now or have been engaged in or responsible for 
providing law enforcement services within an IACP member nation’s 
military services or defense establishment.

Drug Recognition Expert Section
Provides a unique opportunity for those professionals already 
associated with drug recognition to share common management, 
training, administrative and practicing concerns.

Indian Country Law Enforcement Section
Promotes the professional status of those engaged inproviding police 
services to Indian Country.

International Managers of Police Academy 
and College Training Section
Facilitates the exchange of ideas, procedures, and specifi c information 
for the professional leadership and management of education and 
training within police agencies, as well as enhancing the quality of law 
enforcement and policing at the international level through education 
and training.

Law Enforcement Information Management Section
Facilitates the exchange of information among those individuals 
responsible for computers, records, communications or other support-
service-related functions.

Legal Offi cers Section
Assists in the establishment of professional standards, assistance 
and cooperation among attorneys who provide legal advice or 
representation to law enforcement administrators.

Mid-Size Agencies Section
Dedicated to providing a voice within the IACP for chiefs of 
jurisdictions with a population between 50,000 and 500,000, as well 
as a forum for these leaders to share the unique challenges and 
opportunities in policing that emerge from departments of this size.  
The section is further committed to embracing and leveraging the 
special capacity and fl exibility of these agencies to innovate and drive 
progressive change within our profession with the goal of better 
policing our communities.

Police Foundations Section 
Promotes networking and the exchange of ideas and 
best practices among police executives and police foundation 
professionals.

Police Physicians Section
Facilitates the exchange of information among police medical 
practitioners, promotes effective police medical practices, and acts as a 
resource of professional expertise to the association.

Police Psychological Services Section
Develops professional standards, facilitates  the exchange of 
information among police psychological service providers, and acts as 
a resource of professional expertise to the association.

Public Information Offi cers Section
Promotes the exchange of information and training among offi cers 
who are responsible for planning and implementing effective public 
information programs.

Public Transit Police Section
Promotes meaningful relationships between police executives and 
cooperative efforts in the implementation of effective police matters 
and the achievement of an accepted professional status of the police 
service. Includedin this section are gaming enforcement, public  
transportation, housing authority, airport police, seaport police and 
natural resources.

Railroad Police Section
Explores ways to improve the services of those responsible for 
ensuring the safety and security of people and goods traveling by rail.

Retired Chiefs of Police Section
Open to IACP members who at the time of their retirement were 
active members as prescribed in Article II, Section 2 of the IACP 
Constitution. For the purpose of this section, retirement shall be 
defi ned as the voluntary and honorable separation from a position in 
active and regular police duties because of age, physical disability, or 
retirement on pension from the agency of employment.

Smaller Department Section
Serves as the collective voice of law enforcement agencies with fewer
than 50 offi cers or serves populations under 50,000. The Section
addresses the unique needs of these agencies, provides a forum for the
exchange of information, and advocates on behalf of these agencies with
policy makers. Section Members are also granted affi liate membership
in the IACP’s Division of State Associations of Chiefs of Police.

State and Provincial Police Academy 
Directors Section 
Membership is open to individuals currently serving as directors 
of state and provincial law enforcement training facilities. The 
section meets annually to exchange information and disseminate 
proven ideas, plans, and methodologies among members and other 
organizations interested in enhancing law enforcment training. 

State and Provincial Police Planning 
Offi cers Section
Open to sworn and civilian members of planning and research units 
of state and provincial law enforcement agencies, this section meets 
in the summer of each year to share information concerning trends 
and practices in law enforcement. The section maintains a database of 
current projects in progress, as well as a compendium of information 
on the status of state and provincial law enforcement agencies.

State and Provincial Police Alumni Section
Open to any member or previous member of the IACP who is, or was, 
affi liated with an agency belonging to the State and Provincial Police 
Division and who was of command (lieutenant or above) rank at the 
time of retirement.

University/College Police Section
Provides coordinated assistance in implementing effective university 
policing practices and achieving an accepted professional status.
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In October 2010, someone deliberately fired a number of rounds at 
the National Museum of the Marine Corps in Triangle, Virginia. 
This was the beginning of a series of shootings that targeted mul-

tiple locations of interest to the military in northern Virginia. Five 
shooting incidents occurred over the next several weeks, targeting 
the U.S Marine Corps (USMC) Museum, the Pentagon, and Marine 
Corps and Coast Guard recruiting stations, after which the shooter 
went dormant. 

More than six months later, on June 17, 2011, Yonathan Melaku, 
a former Marine Corps reservist, was apprehended in Arlington 
Cemetery. Searches of his backpack and home revealed bomb-
making materials; instructions for making improvised explosive 
devices (IEDs); videotaped evidence of the shootings; extremist 
materials; and spray paint, which he planned to use to vandalize 
markers in the cemetery.1 He subsequently plead guilty to the series 
of shootings. 

Given that these incidents were eerily reminiscent of those perpet-
uated by the Washington, D.C., sniper several years earlier, the public 
safety and homeland security challenges associated with responding 
to this latest series of incidents were significant. The response was 
further complicated given the fact that the shooter was targeting 
facilities of interest to the military, which are abundant in northern 
Virginia and the National Capital Region. Moreover, during this time, 
the co-occurrence of several high-profile events including the Marine 
Corps Marathon, Veteran’s Day, and the Marine Corps Birthday fur-
ther heightened the concern and complicated the response require-
ments. This was particularly challenging as it was unclear whether 
the shooter would continue to be satisfied with shooting unoccupied 
buildings during the night or would escalate to targeting people. 
Finally, the area of concern was extremely large, including multiple 
jurisdictions and numerous agencies. Even if the resources had 
existed, covering the entire area of concern was not practical. 

As the agencies involved worked aggressively to respond to the 
shootings, geospatial predictive analytics was considered as an asset 
that could enable information-based decisions regarding resource 
allocation and optimization. By statistically characterizing the envi-
ronment associated with previous or known incidents, geospatial 
predictive analysis allows the end user to identify statistically similar 
areas at increased likelihood for future or even previous, yet unde-

tected incidents. The resulting model allows the end user to focus 
resources on areas at increased likelihood for a future incident. This 
so-called area reduction supports risk-based deployment wherein 
resources are deployed specifically when and where they are likely 
to be needed.2 

Representing one of the foundational elements of the predictive 
policing model, the primary goal of risk-based deployment is to 
prevent future incidents by identifying the when, where, and what 
of crime in support of proactive resource allocation and related tac-
tics and strategy. The second goal of risk-based deployment is rapid 
response to incidents that do occur, increasing the likelihood of 
apprehension and associated crime reduction through arrest. Again, 
the ability to know when, where, and what provides the insight nec-
essary to anticipate future incidents, which supports information-
based decisions regarding the prepositioning of resources, thereby 
enabling prevention and rapid response. Ultimately, the ability to 
anticipate crime supports proactive approaches to crime prevention, 
thwarting, mitigation, and response—changing outcomes while 
enabling agencies to do more with less.3 

The law enforcement community has been exploring the use 
of advanced analytics to support operational decisions for sev-
eral years.4 Representing an operationally relevant and action-
able extension of this model, geospatial predictive analytics is 
an analytic technique that can be used to assist public safety and 
national security professionals to make decisions about allocating 
resources.5 Used throughout the law enforcement, defense, and 
national security communities, geospatial predictive analytics 
is based on the premise that human behavior is not distributed 
uniformly or randomly. Rather, individuals develop certain place 
preferences that include attractors or enablers, as well as factors 
that inhibit or deter their behavior. Similar behavioral preferences 
are seen in the commercial sector and are exploited regularly for 
marketing purposes.6 In the operational public safety and home-
land security environment, the methodology is used to identify 
and model geospatial preferences associated with a perpetrator’s 
conscious and unconscious affinities and aversions, planning, 
and activities leading up to an incident. By applying a structured 
geospatial model, hundreds or even thousands of geospatial fac-
tors or variables can be fused together with past events to identify 

The Northern Virginia Military Shootings Series:

Operational Validation of Geospatial Predictive Analytics
By Colleen McCue, PhD, Senior Director, Social Science and Quantitative Methods, GeoEye Analytics; 
Lehew Miller, Lieutenant, Virginia State Police, Criminal Intelligence Division, Director, Virginia Fusion 
Center; and Steve Lambert, Captain, Virginia State Police, Criminal Intelligence Division,  
Bureau of Criminal Investigations 
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The Northern Virginia Military Shootings Series:

Operational Validation of Geospatial Predictive Analytics
and characterize geospatial patterns of statistical similarity among 
criminal or terrorist location preferences. The result is a map that 
shows areas of low to high likelihood of a future event occurring 
within a given area of interest. 

In contrast to other hot-spot methodologies, though, geospatial 
predictive analytics enables the analyst to identify new locations, 
including those that are not contiguous with the previous events. 
This is particularly important in that it provides the insight neces-
sary to move from chasing crime as it may jump around the com-
munity to being able to effectively anticipate and get in front of it in 
support of proactive approaches to prevention and response. 

As part of a U.S. Department of Homeland Security Science and 
Technology Directorate research and development project focus-
ing on the translation of analytic methodologies developed for 
defense applications to the law enforcement environment, a team 
assigned to the Virginia Fusion Center (VFC) created a model of 
the first four shooting incidents.7 Four shooting incidents targeted 
facilities of interest to the U.S. military in northern Virginia Octo-
ber 17–29, 2010. The first and fourth shootings targeted the USMC 
National Museum, the second involved shots fired at the Pentagon, 
and the third target was a USMC Recruiting Station in Chantilly,  
Virginia (see figure 1). 

Figure 1. Location of the first four shootings in the series, including the U.S. Marine 
Corps Recruiting Station in Chantilly, Virginia; the Pentagon; and the National 
Museum of the Marine Corps, which was shot at on two occasions.

Geospatial predictive analysis was then used to create a sta-
tistical model of the first four incidents and identify the locations 

that the shooter would most likely target next, based on areas that 
were geospatially similar to the first four events. Given the size of 
the area of interest (AOI) and potential resource constraints, the 
thresholds on the model were set to capture the top 2 percent “most 
likely” areas for a future shooting. This feature enables the end user 
to calibrate the area reduction and identify the highest likelihood 
locations in a very large area, making informed decisions regard-
ing allocation of limited or otherwise scarce resources. The resulting 
area reduction map has been illustrated in figure 2. As can be seen 
in the figure, the locations most similar to the previous incidents 
have been identified and highlighted on the map as the most likely 
locations for a future incident. Again, this analytic product visually 
illustrates the highest likelihood locations for a future incident in an 
operationally relevant and actionable manner that can be used by 
nontechnical end users to make information-based decisions in the 
operational environment.

Figure 2. Assessment layer illustrating the results of the geospatial predictive analysis 
on the first four incidents in the series. Due to the size of the area of interest and 
resource limitations, the area reduction was set to depict the top 2 percent most likely 
areas for a future shooting. The arrow highlights a location in Woodbridge, Virginia, 
included in the high likelihood area, which was the location of a subsequent shooting.

Three days after the initial product identifying high likelihood 
target locations was disseminated and briefed, a new shooting inci-
dent was reported (see figure 3). The fifth incident, a shooting at a 
U.S. Coast Guard recruiting station in Woodbridge, occurred in an 
area deemed high likelihood by the model, despite the lack of Marine 
Corps affiliation common to three of the four prior incidents.8 More-
over, this incident occurred in an area physically removed from the 
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previous shooting locations, further underscoring the importance of 
being able to model incidents statistically and identify new locations, 
including those that are physically distinct or disparate, rather than 
being confined exclusively to those locations that are in proximity to 
or contiguous with prior incidents. This particular benefit allows the 
public safety community to assume a proactive posture and get in 
front of crime rather than merely respond to each incident as it occurs. 

Figure 3. Three days after the analytic product was disseminated and briefed, a new 
shooting incident at the U.S. Coast Guard Recruiting Center in Woodbridge, 
Virginia, was reported. As depicted, this incident occurred in a location identified as 
high likelihood by the model.

After the initial validation of the model, a decision was made 
to share the results more broadly with the agencies responding 
to the series in support of resource allocation, including patrol 
and surveillance assets. Again, the results of the assessment were 
depicted visually in a geospatial environment. This format can 
be used to effectively convey complex statistical relationships 
in an operationally relevant and actionable manner that can be 
given directly to nontechnical end users, including operational 
personnel for direct use in the field. Moreover, the ability to 
overlay the assessment layer onto an imagery foundation layer 
enabled the end users to leverage their tacit knowledge regard-
ing the community and the environmental context in support 
of operational planning and related resource allocation, tactics, 
and strategy. It also supported additional interpretation of the 
results with regard to environmental context including opera-
tional requirements as they related to access, egress, conceal-
ment, cover, and other physical and spatial attributes associated 
with the areas identified as being at high likelihood for a future 
incident, providing additional insight into the series. In this par-
ticular case, the assessment products were saved as shapefiles 
that were loaded onto laptops and carried to agencies support-
ing the resource deployment effort, including proactive patrol 
and optimization of surveillance detection assets (see figure 4). 
This approach enabled the team to protect the analytic products 
generated and associated operational plan.

Another unique benefit that surfaced in this particular series 
was the fact that the team was able to leverage previous experi-
ence with shooting incidents in another locality in support of the 
model development. Geospatial predictive analysis was used pre-
viously in Jersey City, New Jersey, to characterize shootings in sup-
port of information-based approaches to crime prevention.9 While 
not identical in either modus operandi (MO) or motive, the series 

was similar enough that the models and the analytic tradecraft 
developed originally for use in this Jersey City case study were 
employed as starting points in an effort to build on an existing 
knowledge base and respond to a rapidly evolving public safety 
threat. The team also was able to share identified MO character-
istics, trends, and patterns characterized previously without shar-
ing the original data. This ability to share without disclosure and 
an emphasis on behavior facilitated the transfer of knowledge in 
an operationally relevant and actionable manner that supported 
effective deployment of the capability and rapid analytic response 
without compromising sensitive data resources. Shared technol-
ogy, techniques, and tradecraft also supported the development of 
a virtual fusion center that tapped into existing analytic resources 
across multiple geographically disparate and distinct locations, 
including two regional fusion centers, enabling a level of func-
tional interoperability that served as an analytic force multiplier 
in response to this rapidly developing threat. 

Figure 4. The assessment products were loaded onto laptops and shared with 
agencies on a “need to know” basis in support of information-based approaches to 
deployment, including patrol and covert surveillance.

Given the pending high-profile events,  additional specialized 
analyses were conducted using high-resolution geospatial data to 
evaluate specific locations and possible high-profile targets using 
sniper preference models and three-dimensional line-of-sight or 
viewshed analysis. Briefly, these techniques were used to ana-
lyze the space in three dimensions to identify locations where the 
shooter would have the line of sight necessary to effectively identify 
and shoot a potential target, with the standoff similar to previous 
incidents. By integrating these capabilities with the geospatial pre-
dictive assessments, the analysts were then able to visually illustrate 
areas of place preference for the shooter, which also allowed for the 
standoff consistent with the previous incidents and the line of sight 
necessary to actually take the shot. In other words, the combination 
of these two analytic approaches enabled the analysts to visually 
depict locations that the shooter preferred where they could also 
set up the shot based on information from the previous incidents, 
while also considering the spatial attributes and visual constraints 
of the location. Again, the analytic products generated from this 
effort included assessment layers and shapefiles that were shared 
in support of additional location- and domain-specific analysis 
and resource allocation, including proactive patrol, resourcing, and 
optimization of limited surveillance detection assets. 

On June 17, 2011, approximately six months after the fifth and 
final shooting in the series, a suspect was apprehended in the Arling-
ton National Cemetery. The suspect identified was a former Marine 
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Corps Reservist, Yonathan Melaku, who was in the cemetery with 
plans to desecrate the graves of Iraq and Afghanistan veterans and 
leave explosive materials as part of, “a solitary campaign of ‘fear and 
terror’ that included the earlier shootings.”10 Materials found in his 
backpack and the subsequent search of his residence included sup-
plies and instructions for making IEDs; extremist materials includ-
ing references to Osama bin Laden and The Path to Jihad; videotaped 
evidence linking him to the shootings; and spray paint, which he 
planned to use to vandalize the markers of service personnel who 
died in Iraq and Afghanistan. Investigators familiar with the case 
noted that it was fortunate that the suspect had been apprehended 
because it was, “unclear what might have been coming had he not 
been caught,” suggesting that the suspect may have escalated from 
shooting into unoccupied buildings to something more concern-
ing.11 Of note, the location where Melaku was initially discovered 
and then apprehended had been identified previously as a high like-
lihood area and was consistent with the shooter’s original place pref-
erence in the models created during the active phase of the series, 
further validating the assessment (see figure 5). 

Figure 5. On June 17, 2011, Yonathan Melaku was apprehended in the Arlington 
National Cemetery. The figure depicts the assessment that was created on the 
original series and the location where the suspect was apprehended. The inset box 
depicts the location in the cemetery in greater detail, including the general loca-
tion where the suspect was apprehended.

Beyond the direct and immediate value of the specific analytic 
products generated as this particular series was developing, this case 
study represents a “proof of model” for the fusion centers and the 
critical role that they play in both vertical and horizontal integration, 
analysis, and operational support. The fact that this particular series 
crossed jurisdictional boundaries and functional domains further 
underscores the unique challenges and the concomitant benefit of 
the fusion centers in integrated approaches to analysis and functional 
interoperability. Ultimately, the fusion centers were the ideal organi-
zations to respond to this fast breaking series that transcended tradi-
tional law enforcement, homeland, and national security domains. 
While other agencies supported the investigative mission directly, 
the VFC’s coordination and leadership role was critical to enabling 
the regional analysis required to effectively address the resource 
allocation and deployment challenge, particularly given the broad 
AOI. Again, the analytic products were operationally relevant and 
actionable and used by an array of local, state, and federal agencies 
in the region to prioritize and optimize their resources. Key to this 
success was the common capabilities, the technology, and the ana-
lytic tradecraft that had been established at the regional fusion cen-
ters, which enabled cross–fusion center collaboration in support of 

an analytic force multiplier in response to a rapidly emerging, fluid 
threat environment, thereby leveraging the fusion center network in 
support of a common mission. 

Recently, budgetary limitations have created an environment 
where agencies have moved from doing more with less to doing 
almost everything with nothing, and the agencies directly respond-
ing to this series were no exception. The ability to ensure public 
safety using fewer resources has become an urgent necessity given 
the economic challenges and associated constraints facing most 
agencies but also represents a unique opportunity for police man-
agers as they begin to realize the promise of advanced analytics in 
the operational law enforcement environment.12 Again, the AOI 
associated with this particular series potentially included the entire 
National Capitol region, which spans two states and the District of 
Columbia. It was not practical to put a cop on every corner in this 
situation, regardless of the urgency of the threat or the resources 
available to support the effort. Rather, area reduction was necessary 
to optimize resources and place them in or near locations at greater 
risk for an incident. 

Finally, this work also represents another example of the impor-
tance of public-private partnerships, which are being highlighted 
as the new model of public service delivery. The law enforcement 
community has been walking the talk, particularly as it relates to the 
adoption of advanced analytics in support of the predictive policing 
model, and deserves recognition for their thought leadership and 
innovation in this area. Moreover, as budgets become increasingly 
limited and priorities are reevaluated, the fusion centers provide a 
unique opportunity to leverage advanced analytics, optimize data 
and analytic resources, and create a unique force multiplier through 
their unique vertical and horizontal integration role, as well as 
the emerging partnerships with the private sector. This particular 
model mirrors the “managed service” model in the private sector, 
which has emerged as a method of optimizing scarce or expensive 
resources, including data, software, and analytic talent, while confer-
ring a level of functional interoperability across agencies supporting 
a common mission or geographic space. Again, the fusion centers 
and their constituent agencies bring a unique and direct benefit to 
local, state, and federal law enforcement, as well as to the larger 
homeland and national security domains. Their thought leadership 
and willingness to adopt innovative technology and collaborative 
models as well as their ability to transcend geographic and func-
tional boundaries underscore the value of the fusion centers to the 
public safety community. 

The Northern Virginia Military Shootings series provided a real-
world operational test of geospatial predictive analytics in response 
to a rapidly emerging series that transcended traditional basic crimes 
and national security domains and involved local, state, and federal 
agencies. The results of the model created from the first four shoot-
ing incidents accurately anticipated the location of the fifth incident, 
despite the lack of specific Marine Corps affiliation common to 
three of the four prior incidents. Moreover, while we cannot state 
definitively that the heavy deployment in areas identified through 
the assessment prevented future incidents, the suspect ultimately 
was apprehended in a location identified as a high likelihood target 
location. The common capabilities, the technology, and the analytic 
tradecraft at the regional fusion centers were key to this analytic suc-
cess. This enabled cross–fusion center collaboration and support, 
creating an analytic force multiplier that effectively leveraged the 
fusion center network and underscores the role that information-
based approaches can play in operational law enforcement decision 
making and resource allocation. 

In closing, as the use of advanced analytics in the law enforce-
ment and homeland security environment is considered, ask, 
“Why just count incidents and react when you can anticipate, pre-
vent, thwart, and respond more effectively?” The use of predictive  
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analytics in law enforcement and homeland security analysis enables 
the development of meaningful, information-based tactics, strategy, 
and policy decisions in the operational environment. Ultimately, the 
ability to identify and characterize threats and anticipate incidents 
represents a game changing paradigm shift in the operational public 
safety domain. v

The authors thank Stephen Knox, program manager, 
Infrastructure Protection and Disaster Management Division, 
Science and Technology Directorate, U.S. Department of 
Homeland Security (DHS); Matt Cyr, Intelligence Officer, State 
and Local Program Office, Office of Intelligence and Analysis, 
DHS; and Anthony Bursae, Suzen Collins, and Ben Holland for 
their efforts on the project.

Notes:
1Josh White, “Yonathan Melaku Admits Shooting at Pentagon,  

Military Buildings,” Washington Post, January 26, 2012, http://www 
.washingtonpost.com/blogs/crime-scene/post/plea-agreement-hearing 
-for-alleged-pentagon-shooter/2012/01/25/gIQAYduHRQ_blog.html 
(accessed December 18, 2012).

2Colleen McCue, Data Mining and Predictive Analysis: Intelligence 
Gathering and Crime Analysis (Oxford, United Kingdom: Butterworth-
Heinemann, 2007); and Colleen McCue and Paul J. McNulty, “Gazing into 
the Crystal Ball: Data Mining and Risk-Based Deployment,” Violent Crime 
Newsletter (September 2003): 1–2. 

3Charlie Beck and Colleen McCue, “Predictive Policing: What  
Can We Learn from Wal-Mart and Amazon about Fighting Crime  
in a Recession?” The Police Chief 76, no. 11 (November 2009),  

http://www.policechiefmagazine.org/magazine/index.cfm?fuseaction 
=display_arch&article_id=1942&issue_id=112009 (accessed December 
18, 2012).

4Colleen McCue and Andre Parker, “Connecting the Dots: Data Mining 
and Predictive Analytics in Law Enforcement and Intelligence Analysis,” 
The Police Chief 70, no. 10 (October 2003), http://www.policechiefmagazine 
.org/magazine/index.cfm?fuseaction=display_arch&article_id=121&issue 
_id=102003 (accessed December 18, 2012).

5Jason R. Dalton and Michael D. Porter, “Geospatial Preference Models 
in Signature Analyst” (white paper, SPADAC, Inc., McLean, Va., 2009).

6Charles Duhigg, “How Companies Learn Your Secrets,” New York 
Times, February 16, 2012, http://www.nytimes.com/2012/02/19/magazine/
shopping-habits.html?pagewanted=all&_r=0 (accessed December 18, 2012). 

7This case study is based on the testing performed at the Virginia 
Fusion Center of the Signature Analyst geospatial predictive analytic 
software produced by GeoEye as part of an ongoing project by the 
Department of Homeland Security, Science and Technology Directorate 
to determine the viability of transferring technologies and associated 
methodologies from the military and intelligence community to domestic 
law enforcement.

8This particular location was in the top 9 percent area but immediately 
adjacent to the top 2 percent area reduction depicted in figures 2 and 3, 
which still enabled the functional exclusion of 91 percent of the AOI.

9Raymond Guidetti and James W. Morentz, “Geospatial Statistical 
Modeling for Intelligence-Led Policing,” The Police Chief 77, no. 8 (August 
2010): 72–76, http://www.policechiefmagazine.org/magazine/index 
.cfm?fuseaction=display&article_id=2152&issue_id=82010 (accessed 
December 18, 2012).

10White, “Yonathan Melaku Admits Shooting at Pentagon, Military 
Buildings.”

11Ibid.
12Beck and McCue, “Predictive Policing: What Can We Learn from  

Wal-Mart and Amazon about Fighting Crime in a Recession?”

  1/4 Page 
3 1/2” W  x  4 3/4” H  B/W

Runs in:
Feb, Jun, Oct

Police Chief
Salsbury Industries

LOCKERS
Single Tier Standard 

Double Tier Standard

Triple Tier Standard 

Box Style Standard

Extra Wide 

Vented 

Open Access 

Modular 

Designer

Solid Oak Executive

Plastic

Storage

Benches



http://www.policechiefmagazine.org 	 THE POLICE CHIEF/February 2013 	 53

Midyear Training 
Conference for New 
and Experienced Police 
Legal Advisors (Two Tracks)
When: April 29–May 3, 2013
Where: Orlando, Florida

For more details, contact 
LOS Chair Lisa Judge at 
Lisa.Judge@tucsonaz.gov

The IACP Legal Offi  cers Section

C
H

IE
F

S



54	  THE POLICE CHIEF/February 2013 http://www.policechiefmagazine.org

Homeland Security 
Investigations

Fight Human 
Trafficking
with a Full Arsenal
In the summer of 2009, a desperate young Ukrainian woman 

sought the help of the Cook County, Illinois, Sheriff’s Police 
(CCSP). The woman, whose neck was branded with a dis-

tinctive horseshoe-shaped tattoo, described to police how she 
had been held captive by a man who had lured her to suburban 
Chicago with the promise of employment, a place to live, and 
immigration assistance. Once there, he confiscated her passport, 
regularly beat and sexually abused her, forced her to work long 
hours at his massage parlor without pay, and drove her there 
and back from various locations where he kept her so that it was 
virtually impossible to escape. She also told police that he sub-
jected other Eastern European women to these same torments. 
The tattoo, she explained, marked all of them as members of his 
so-called family. 

Based on this lead from CCSP and a second account from a Belar-
usian woman who later that summer contacted the U.S. Immigration 
and Customs Enforcement (ICE), Homeland Security Investigations’ 
(HSI) Chicago office, HSI special agents launched an undercover 
human trafficking investigation, one of 566 HSI initiated that year. 
By January 2010, as part of a joint investigation led by HSI in coop-
eration with the Cook County State’s Attorney’s Office and the Cook 
County Human Trafficking Task Force, HSI and CCSP arrested the 
massage parlor owner, Alex Campbell, and his co-conspirator. In 
January 2012, with the help of the coconspirator’s guilty plea and 
testimony, Campbell was convicted on multiple federal charges of 
forced labor, harboring illegal aliens for financial gain, confiscating 
passports and other immigration documents to force his four vic-
tims to work, and sex trafficking by force and extortion—unfortu-
nately, typical charges in human trafficking cases. In late November 
2012, Campbell was sentenced to life in prison.

Law Enforcement’s Human Trafficking Challenge 
Human trafficking crimes are among the most horrific, with a 

global scale that boggles the mind, especially in the 21st century. 
Defined as modern-day slavery, as many as 27 million people 
worldwide—mostly women and children—were victims of sexual 
exploitation or forced labor, according to the Department of State’s 
Trafficking in Persons Report 2012. Precise estimates for human traffick-
ing victims in the United States, as well as successful prosecutions of 
offenders, are difficult to come by since most victims are afraid or 
unable to seek help. However, according to the 2011 U.S. Depart-
ment of Justice (DOJ) report, Characteristics of Suspected Human Traf-

By James A. Dinkins, Executive 
Associate Director, Homeland 
Security Investigations, 
Washington, D.C.
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ficking Incidents 2008-2010, of the 2,515 cases the DOJ-funded Human 
Trafficking Task Forces opened in that time, 82 percent were sex traf-
ficking and almost half involved victims under age of 18. In 67 per-
cent of labor trafficking cases, which represented 11 percent of all 
cases opened, victims were illegal immigrants. 

Fortunately, in the past decade, many governments, nongovern-
mental organizations (NGOs), and law enforcement entities around 
the world have made human trafficking a priority. In the United 
States, the Trafficking Victims Protection Act of 2000 (TVPA) reau-
thorized with expanded powers three times since October 2000, 
providing the first federal tool that law enforcement and the courts 
could use to investigate, charge, and convict human traffickers. The 
TVPA covers both U.S. citizens and foreign nationals. 

Within the U.S. Department of Homeland Security (DHS) and 
its component agency, ICE, HSI is the lead federal law enforcement 
entity responsible for investigating human trafficking. And because 
human trafficking has long-reaching tentacles to a wide range of 
other federal crimes that HSI investigates, such as child sex tourism, 
forced child labor, narcotics smuggling, conspiracy to harbor illegal 
aliens to engage in prostitution, document fraud, and illegal immi-
gration, human trafficking is an HSI senior leadership priority. 

Last year, HSI initiated 894 human trafficking investigations and 
made 967 arrests, resulting in 559 indictments and 381 convictions. 
These numbers represent double-digit, year-over-year increases 
since 2006, when HSI initiated 299 investigations and made 142 
arrests. Yet, for HSI, which is a member of the DOJ-funded Human 
Trafficking Task Forces, these numbers are only a beginning. 

In 2011, HSI joined the DOJ, the Department of Labor, and the 
FBI in a pilot interagency human trafficking enforcement initiative 
called Anti-Trafficking Coordination Teams (ACTeams). Born out 
of the interagency Federal Enforcement Working Group (FEWG), 
ACTeams are composed of HSI special agents; assistant U.S. attor-
neys; and HSI Office of the Principal Legal Advisor (OPLA) special 
assistant U.S. attorneys, who coordinate with existing federal human 
trafficking task forces to increase efficiencies, with the ultimate goal 
of opening more investigations and prosecuting more human traf-
ficking offenses. This year, HSI will increase programmatic and 
training support to ACTeams, now in place in offices in Atlanta, 
Georgia; Los Angeles, California; Miami, Florida; Kansas City, Mis-
souri; Memphis, Tennessee; and El Paso, Texas. 

HSI and the Human Trafficking Victim 
Human trafficking cases share common despicable traits. Traf-

fickers typically promise marriage, a legitimate job, or a sound edu-
cational opportunity to lure victims to a foreign country. Once the 
victims arrive, traffickers variously use coercion, fraud, violence, 
drug and psychological dependency, and debt and impoverishment 
to exploit them to perform sexual or other kinds of forced labor, 
usually as housekeepers or farmworkers. Human trafficking robs 
children of their childhoods, tears victims from their home countries 
and families, brutalizes and shames them, and renders them power-
less to escape. That victims usually cannot speak English deepens 
their alienation and dependency on their captors. 

HSI-led investigations apply a victim-centered approach, focus-
ing on victim identification, rescue and safety, and post-rescue vic-
tim needs. Thirty-nine human trafficking subject matter experts—at 
least one in every domestic field office—pursue investigations and 
serve as designated points of contact for local law enforcement and 
points of referral to the Homeland Security Investigations Tip Line 
at 1-866-DHS-2-ICE. 

In addition, 17 HSI field offices have full-time victim assistance 
coordinators who provide emergency assistance through medical 
help, food, and shelter to victims. Referrals also are made to NGOs 
for case management, legal services, and long-term needs. For 
example, certified human trafficking victims who assist investiga-
tions and prosecutions may petition DHS’s Customs and Immi-
gration Service (CIS) for a nonimmigrant T visa, which allows an 

individual to remain in the United States for four years and then 
apply for lawful permanent residence. HSI also has two dedicated 
Washington-based child forensic interviewers who travel to vic-
tims regardless of their locations anywhere in the world.

Public Awareness-Raising Campaign 
HSI’s victim-centric strategy does not rely on victims alone. If it 

takes a village to raise a child, it often takes a village to rescue one—
that is, to know the signs of human trafficking in order to feed leads 
to law enforcement. To that end, in 2011, HSI launched a public 
awareness media campaign called Hidden in Plain Sight, in 25 U.S. 
cities. Print ads listing human trafficking indicators and the tip line 
to encourage public reporting appeared in 122 different foreign-lan-
guage newspapers with a total readership of about five million per 
issue. During the month of November 2012, HSI ran a similar public 
service radio announcement nationwide in Spanish and English.

Training Law Enforcement in the U.S. and Abroad
HSI-developed human trafficking training is entrenched within 

its broader training, both domestically and abroad, at each of its 26 
domestic field offices, at its 73 foreign offices in 47 countries, and as 
part of its training outreach to foreign law enforcement. This global 
approach is guided by DHS’s Blue Campaign, which was estab-
lished in 2010 as an agency priority and emphasizes training, infor-
mation sharing, and investigative partnerships. Since 2007 alone, 
the HSI has given more than 140,000 human trafficking presenta-
tions to federal, state, and local law enforcement entities, NGOs, 
and governments of host countries where HSI has a presence.

At international law enforcement academy programs, HSI’s 
human trafficking modules are part of the regular curriculum, with 
topics including investigative methodologies in human trafficking 
cases, human trafficking indicators, and victim interviews. At the 

Definition of Human Trafficking
Trafficking in persons, sometimes called TIP, is a 
modern-day form of slavery and is defined as
•	 sex trafficking in which a commercial sex act is 

induced by force, fraud, or coercion,  
or in which the person induced to perform such act 
has not attained 18 years of age; or

•	 the recruitment, harboring, transportation, provision, 
or obtaining of a person for labor  
or services, through the use of force, or coercion for 
the purpose of subjection to involuntary servitude, 
peonage, debt bondage, or slavery.
Please note that human smuggling and trafficking 

are not interchangeable terms. According to the U.S. 
Department of State, human trafficking involves forcing 
someone to commit “commercial sex acts, or to subject 
them to involuntary servitude, peonage, debt bondage, 
or slavery,” whereas human smuggling is “the 
facilitation, transportation, attempted transportation 
or illegal entry of a person(s) across an international 
border, in violation of one or more countries laws, 
either clandestinely or through deception, such as the 
use of fraudulent documents.” For information, visit 
http://www.state.gov/j/tip.
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Federal Law Enforcement Training Center (FLETC), HSI human 
trafficking investigations experts teach these same topics as part of 
FLETC’s curriculum. Last September, HSI launched an advanced 
pilot training course it developed in collaboration with FLETC based 
on a team approach towards human trafficking investigations aimed 
specifically at ACTeam members. 

Cases Take Toll on Investigators
No matter how much training HSI special agents receive, 

human trafficking cases are among the most emotionally dif-
ficult to investigate. Victims’ fear and shame, particularly if they 

are underage, make them reluctant to reveal their abusers. Inves-
tigators must cultivate close bonds with victims, and, even then, 
months may pass before a victim trusts an investigator enough to 
disclose what they suffered. 

“’Evidence’ in human trafficking cases is not like that of any other 
cases,” said an HSI San Diego, California, special agent who worked 
on narcotics cases prior to her first human trafficking case. Describ-
ing that initial experience, which began with a lead provided by the 
San Diego County Sheriff’s Department, she said,

I never talked to the narcotics. I was not concerned with what the 
narcotics ate or where it slept. I didn’t have to ask the narcotics to tell 
me about shameful and painful experiences. I didn’t have to determine 
if the narcotics were ‘tricked’ into coming to the United States or if its 
end destination would result in life-altering exploitation. In a human 
trafficking case, finding the evidence, the victim, is difficult. It’s hard 
to ask someone about what they want to keep most secret, but you have 
to. It’s hard to watch their eyes tear up as you dig for the necessary 
facts. Perhaps what hurt me most was having victims tell you that 
they volunteered to be prostitutes because they loved their abusers. 
They don’t see what happened to them, nor understand. How do you 
tell someone that they were a victim, when that is the last thing they 
ever want to be considered?
With even more vigorous, more comprehensive human traffick-

ing efforts in 2013, HSI investigators and their state and local partners 
will have more tools than ever to identify, rescue, and help victims 
reclaim their lives and take their tormentors off the streets. v
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

























HSI relies on tips from the public to dismantle human 
trafficking organizations. Trafficking victims are often 
hidden in plain sight, voiceless, and scared. The 
public is urged to report suspicious human trafficking 
activity to the ICE HSI Tip Line at 1-866-347-2423 or 
report tips online at http://www.ice.gov/tips.  
Anonymous calls are welcome.
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Police Officer’s Guide 
to Recovered Firearms

IdentIFy Guns In the FIeld

Available now for FREE in the iTunes  
App Store, or visit the mobile  
optimized web site from 
your mobile device

Photo credit: Nikki Boertman

The mobile app and mobile web are provided 
through a partnership between IACP, BJA, and ATF, 
and is a product of Project Safe Neighborhoods.

Access the AtF’s
Police Officer’s Guide 
to Recovered Firearms 
from your mobile device to:

•	 Identify	recovered	firearms
•	 Learn	about	tracing	firearms
•	 Access	additional	resources

To access the mobile guide to recovered firearms, scan this QR code or go to:  

http://myappsinfo.com/recoveredfirearms

FRee
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T E C H N O L O G Y  T A L K

By David J. Roberts, Senior Program 
Manager, IACP Technology Center

Contemporary advances in law enforcement 
information management and technology 

are laying an important foundation for recent 
efforts by the Bureau of Justice Statistics (BJS), 
Office of Justice Programs, U.S. Department of 
Justice, to create more detailed, accurate, and 
actionable measures of crime, criminality, and 
justice system performance. The BJS recently 
convened a Crime Indicators Working Group 
(CIWG) comprising law enforcement and justice 
leaders to provide guidance in the development 
of crime indicators using police administrative 
record information and other data sources to 
provide a better picture of the crime problem in 
local jurisdictions and throughout the nation. 

As one component of this broader effort to 
build more comprehensive crime indicators, the 
BJS is in the early stages of initiating a project 
to assess the potential of harvesting incident-
based crime data from the operational records 
management systems of a statistically repre-
sentative sample of law enforcement agencies. 
The goal is to augment current data collection 
efforts to provide more detailed information on 
the elements of reported crimes, the attributes of 
such incidents, the victims, the offenders, and the 
social context of the crime.1 This project is called 
the National Crime Statistics Exchange (NCS-X) 
project. Both CIWG and NCS-X will build upon 
established crime statistical reporting programs 
and leverage recent advances in law enforcement 
information technology.

Uniform Crime Reporting
The systematic national collection, reporting, 

and analysis of crime and arrest data began 85 
years ago when the International Association of 
Chiefs of Police (IACP) created its Committee 
on Uniform Crime Records in 1927, published a 
Uniform Crime Reporting (UCR) manual in 1929, 
and began data collection from 400 law enforce-
ment agencies, resulting in the publication of 
Uniform Crime Reports for the United States and Its 
Possessions in January 1930. Following congres-
sional legislation authorizing the attorney general 
to collect crime information, the Federal Bureau 
of Investigation (FBI) assumed responsibility for 
the UCR in September 1930, by which time the 

number of reporting agencies had grown to more 
than 800. The number of UCR reporting agencies 
would double to 1,658 agencies by 1933 and cur-
rently stands at 14,009 law enforcement agencies 
reporting in 2011.2

Since its creation, the UCR and the FBI’s 
annual publication of Crime in the United States 
have helped inform and shape public opinion on 
crime and public safety. Police chiefs and sheriffs, 
like chief executives of any organization, are 
measured on results, which often means public 
assessment on a variety of factors including 
the level of crime in communities, the extent to 
which citizens feel safe or safer than they have 
in the past, and the ability of agencies to “clear” 
crimes through the arrest of suspected violators. 

The UCR program is based on monthly 
submissions of aggregate crime and arrest 
reports from state, tribal, and local law enforce-
ment agencies. Detailed offense information is 
collected on eight index offenses in the sum-
mary UCR program, but even among these 
offenses, reporting provisions mask or obscure a 
potentially substantial volume of crime as a con-
sequence of the “hierarchy rule” and the “hotel 
rule.”3 Complex classification and counting 
rules and reporting artifacts associated with the 
traditional summary UCR program are known to 
have produced what has been referred to as the 
“dark figure” of crime.4 

Recognizing the limitations inherent in 
aggregate reporting in the summary UCR pro-
gram, the BJS and the FBI funded a three-phased 
UCR redesign program in 1982.5 The original 
BJS-funded study recommended a two-tiered 
implementation strategy for unit-record (or 
incident-based) reporting nationally.6 Although 
the Blueprint recommended a two-tiered report-
ing structure for incident-based reporting, state 
UCR programs and the FBI determined to 
implement a single, nationwide, incident-based 
reporting program—the National Incident-Based 
Reporting System (NIBRS). 

The National Incident-Based Reporting 
System (NIBRS)

The NIBRS expanded the range of offenses 
reported by the police and collects more detailed 
information on crime incidents. It collects offense 
and arrest data on 22 crime categories, span-
ning 46 offenses (compared to the 8 UCR index 
offenses), and additional offenses for which only 

arrest information is reported. The NIBRS collects 
53 specific data elements from each reporting law 
enforcement agency, including multiple offenses 
within an incident; the location of the incident 
(for example, a bar, a motel, or a residence); char-
acteristics of victims and offenders; relationships 
between victims and offenders; and the nature 
and scope of injury or dollar loss incurred in the 
incident. The system eliminates the need for the 
“hierarchy rule” because multiple types of crimes 
can be reported within a single incident, and it 
collects an expanded array of attributes involved 
in the commission of offenses, including whether 
the offender is suspected of using alcohol, drugs, 
narcotics, a computer in the commission of the 
offense, or a combination of these, and whether 
the arrestee was armed with a weapon. 

While substantial progress has been made 
in the implementation of the NIBRS since the 
publication of the data reporting specifications 
by the FBI in 1988 and subsequently, only 43 
percent of UCR reporting agencies, covering 
28 percent of the U.S. population, are currently 
NIBRS certified.7 As a consequence, the NIBRS 
cannot be effectively used to provide accurate 
national estimates of crime and law enforcement 
response, which hinders federal efforts to assist 
state and local agencies in developing crime 
control policies and programs and impedes the 
production of national studies of the impact of 
crime, criminality, and law enforcement practices. 

A joint BJS/FBI study of impediments to 
NIBRS implementation in 1997 found that costs 
associated with local agencies altering existing 
forms, training personnel in NIBRS data col-
lection requirements, and revisions or updates 
to automated records management systems 
represented a significant barrier to NIBRS 
implementation. In addition, little attention had 
been focused on demonstrating the operational 
value of incident-based data for local crime 
analysis, research, resource deployment, or 
performance management.8

Advances in Law Enforcement 
Information Technology

Local police departments have substan-
tially expanded their adoption of automation 
in the years since completion of the study of 
impediments to NIBRS implementation. Nearly 
two-thirds (65 percent) of even the smallest 
agencies (that is, those serving populations of less 

Advances in Law Enforcement Information Technology 
Will Enable More Accurate, Actionable Analysis
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than 10,000) reported using automated records 
management systems in 2007.9 Local agencies 
also reported substantially greater use of in-field 
computers from 1997 to 2007, with 99 percent 
of large agencies (that is, those serving popula-
tions of 250,000 or more) reporting use of in-field 
computers, and even the smallest police depart-
ments usage climbed from 20 percent in 1997 to 
50 percent by 2007.10 Recent advances in mobile 
technologies, tablet devices, and cloud-based 
computing portend even greater adoption of 
automation among agencies of all sizes. 

The efforts of the BJS to expand the range and 
scope of crime indicators might well reflect the 
approach government has taken in developing 
leading economic indicators.11 Building leading 
crime and criminal justice indicators can help 
establish comprehensive measures assessing 
the health of our communities, the safety of our 
citizens, the operations of our justice agencies, 
and the performance of our justice system as 
a whole. As agencies implement automated 
records management and analytic systems to 
meet their local strategic planning and tactical 
deployment priorities, they are likely to build a 
crucial technical foundation that will enable them 
to substantively contribute to the development 
of new crime indicators and to participate in the 
National Crime Statistics Exchange program. v

Notes:
1The National Crime Statistics Exchange (NCS-X) 

Project, Phase I, is described by the BJS in its solicita-
tion, which was released on May 30, 2012. See http://
www.bjs.gov/content/pub/pdf/ncse12_sol.pdf 
(accessed January 9, 2012). The project was awarded 
to a consortium of organizations, including Research 
Triangle Institute, the IACP, PERF, the IJIS Institute, 
and SEARCH.

2See Eugene C. Poggio et al, Blueprint for the Future 
of the Uniform Crime Reporting Program: Final Report of 
the UCR Study (Washington, D.C.: Bureau of Justice Sta-
tistics and Federal Bureau of Investigation, May 1985), 
21, https://www.ncjrs.gov/pdffiles1/bjs/98348 
.pdf (accessed January 10, 2013); and Federal Bureau 
of Investigation, Uniform Crime Reporting Handbook 
(Clarksburg, W.Va.: FBI, 2004), 2, http://www2.fbi 
.gov/ucr/handbook/ucrhandbook04.pdf (accessed 
January 10, 2013). Preliminary 2011 UCR figures are 
available at http://www.fbi.gov/about-us/cjis/ucr/
crime-in-the-u.s/2011/preliminary-annual-ucr-jan 
-dec-2011 (accessed January 10, 2013).

3The initial crime index consisted of murder and 
non-negligent manslaughter, forcible rape, robbery, 
aggravated assault, burglary, larceny-theft of $50 or 
more, and motor vehicle theft. An eighth offense—
arson—was added to the index by congressional man-
date in 1979. The “hierarchy rule” of the UCR program 
limits the reporting of offenses to the single most serious 
offense in a series of offenses. For person offenses, 
however, one offense is scored for each person victim, 
regardless of the number of victims. Nevertheless, if 
multiple person offenses are committed against a single 
individual, only the most serious of those offenses will 
be reported in UCR (UCR Handbook, 10–12). Burglaries 
of multiple hotel rooms are scored as a single burglary 
(Ibid., 28–29).

4Albert D. Biderman, and Albert J. Reiss 
Jr., “On Exploring the ‘Dark Figure’ of Crime,” 
The ANNALS of the American Academy of Politi-
cal and Social Science, 374, no. 1 (November 1967): 
1–15, http://deepblue.lib.umich.edu/bitstr
eam/2027.42/67517/2/10.1177_000271626737400102 
.pdf (accessed January 10, 2013). Biderman and Reiss 
refer to the “dark figure” of crime as “occurrences that 
by some criteria are called crime yet that are not regis-
tered in the statistics of whatever agency was the source 
of the data being used” (Ibid., 2). For a general discus-
sion regarding the limitations of the UCR program, see 
Albert J. Reiss Jr., “Problems in the Documentation of 
Crime,” in A. L. Guenther, ed., Criminal Behavior and 
Social Systems (Chicago: Rand McNally, 1976), 111–130.

5In 1982, the BJS funded Abt Associates to examine 
the UCR program, its history, objectives, data ele-
ments, and relationships with other systems (see UCR 
Blueprint). In 1984, the FBI began the second phase of 
the project, the goal of which was to identify available 
options and recommend changes. In 1988, the FBI’s 
third phase produced specifications for data collection 
and submission and system implementation.

6See UCR Blueprint, 43–48. This strategy contem-
plated that only a sample of perhaps 3 percent to 7 
percent of law enforcement agencies nationwide would 
report comprehensive incident-based data, consistent 
with the reporting requirements of today’s NIBRS, then 
called “Level II reporting.” The remaining 93 percent to 
97 percent of law enforcement agencies would report 
incident-based data, but in a much more abbreviated 
format, focusing on Part I offenses with only a limited 
range of victim, offender, and more detailed incident 
data; this would be “Level I reporting.” Arrest data for 
both Part I and Part II crimes were to have been cap-
tured in both levels, with linkages to cleared offenses. 
In spite of these recommendations, the law enforce-
ment community elected full NIBRS implementation, 
effectively endorsing Level II reporting for every agency.

7FBI, NIBRS Volume 1: Data Collection Guidelines 
(Washington, D.C.: FBI, August 2000); FBI, NIBRS Vol-
ume 2: Data Submission Specifications (Washington, D.C.: 
FBI, November 2001); FBI, NIBRS Volume 4: Error Mes-
sage Manual (Washington, D.C.: FBI, December 1999); 
and FBI, NIBRS Conversion of NIBRS Data to Summary 
Data (Washington, D.C.: FBI, December 2009).

8David J. Roberts, Implementing the National Incident-
Based Reporting System: A Project Status Report (Wash-
ington, D.C.: Bureau of Justice Statistics, July 1997), 
http://www.bjs.gov/content/pub/pdf/INIBRS.PDF 
(accessed January 10, 2013). The study concluded

[A]gencies currently have automated, incident-based 
systems that effectively meet their operational needs, 
but fail to capture the necessary data in an appropriate 
format for NIBRS reporting. In these agencies, NIBRS 
represents changing their recordkeeping systems in 
order to generate statistical data for use at State and 
Federal levels, without any perceived benefit at the local 
level. For these agencies, the costs of implementing 
changes in reporting practices to make their systems 
NIBRS-compliant (for example, revising offense report-
ing forms, department-wide training, and software 
reprogramming), compounded by concerns over the 
impact NIBRS will have on the department's reported 
crime rate and a lack of understanding on how the data 
will be used at State and Federal levels, create formi-
dable impediments to NIBRS implementation.

If NIBRS is to be implemented broadly, its purpose 
must be relevant to the operational records manage-
ment systems of the local law enforcement agencies 
responsible for contributing the data, and it must 
demonstrate utility in State and Federal analyses of 
the data. In addition, it must not represent an undue 
burden on the law enforcement officers who capture 
the data at the street level. Technologies that assist in 
the collection and recording of incident data should be 
encouraged and funding assistance should be made 
available to law enforcement agencies to facilitate their 
adoption of NIBRS-compliant systems (Ibid., 13).
9Brian Reaves, Local Police Departments, 2007  

(Washington, D.C.: BJS, December 2010), 22, http://bjs 
.ojp.usdoj.gov/content/pub/pdf/lpd07.pdf (accessed 
January 10, 2013).

10Ibid., 24.
11The Leading Economic Indicators (LEI) for the 

United States comprise the following 10 components: 
(1) average weekly hours, manufacturing; (2) average 
weekly initial claims for unemployment insurance; (3) 
manufacturers’ new orders, consumer goods and mate-
rials; (4) ISM Index of New Orders; (5) manufacturer’s 
new orders, nondefense capital goods excluding air-
craft orders; (6) building permits, new private housing 
units; (7) stock prices, 500 common stocks; (8) Leading 
Credit Index, (9) interest rate spread, 10-year Treasury 
bonds less federal funds; and (10) average consumer 
expectations for business conditions. See “Global  
Business Cycle Indicators,” The Conference Board, 
http://www.conference-board.org/data/bcicountry 
.cfm?cid=1 (accessed January 10, 2013).
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Sponsor New Members during 
the 2013 President’s Membership Drive

I am applying for the following category of membership:     Active     Associate

Name: ____________________________________________________________________________

Title/Rank: _______________________________________________________________________

Agency/Business Affi liation: ________________________________________________________

Business Address:__________________________________________________________________

City, State, Zip, Country: ____________________________________________________________

Residence Address: ________________________________________________________________

City, State, Zip, Country: ____________________________________________________________

Business Phone:____________________________Fax: ___________________________________

E-mail: ___________________________________________________________________________

Web Site: _________________________________________________________________________

Signature:__________________________________Date of Birth: (MM/DD/Year) _____/_____/_____

Send mail to my   Business    Residence Address | I am a sworn offi cer.    Yes    No

Number of sworn offi cers in your agency (if applicable)       a. 1 - 5      b. 6 - 15      c. 16 - 25  

   d. 26 - 49      e. 50 - 99      f. 100 - 249      g. 250 - 499      h. 500 - 999       i. 1000+

Approximate pop. served (if applicable)       a. under 2,500      b. 2,500 - 9,999      c. 10,000 - 49,999  

   d. 50,000 - 99,999      e. 100,000 - 249,999      f. 250,000 - 499,999      g. 500,000 +

Education (Highest Degree): __________________________________________________________

Date elected or appointed to present position: _________________________________________

Law enforcement experience (with approx. dates): _______________________________________

 _________________________________________________________________________________

Have you previously been a member of IACP?    Yes    No 

EACH APPLICANT MUST BE SPONSORED BY AN ACTIVE MEMBER OF IACP IN HIS/HER RESPECTIVE STATE/PROVINCE/COUNTRY.

Sponsor Name:_____________________________ Membership number:  ___________________

Membership Dues – $120 (U.S. dollars only – includes subscription to Police Chief magazine valued at $25.)

I have enclosed:   Purchase order   Personal check/money order   Agency check
Charge to:    MasterCard    VISA    American Express    Discover

Cardholder’s Name: _______________________________________________________________

Card #:______________________________________________________ Exp. Date: _____/_____ 

Cardholder’s Billing Address: _______________________________________________________

Signature: _________________________________________________________________________

All memberships expire December 31 of each calendar year. 
Applications received after October 1 will be credited to the following year.

For further information on membership benefi ts and eligibility, 
visit the IACP website www.theiacp.org.

DO NOT USE Amount _____________________

Acct. # ______________________

CK # ________________________

MS # ________________________

IACP President’s Membership 
Drive Application
International Association of Chiefs of Police
P.O. Box 62564
Baltimore, MD 21264-2564, USA
Phone: 1-800-THE IACP; 703-836-6767; Fax: 703-836-4543    

Membership 
Requirements

Active Membership

Commissioners, superintendents, 
sheriffs, chiefs and directors of 
national, state, provincial, county, 
municipal police departments.

Assistant chiefs of police, deputy 
chiefs of police, executive heads 
and division, district or bureau 
commanding offi cers. Generally 
the rank of lieutenant and above is 
classed as active membership.

Police chiefs of private colleges 
and universities who are qualifi ed 
as law enforcement offi cers within 
their respective states/provinces.

Offi cers who command a division, 
district or bureau within the 
department.  Command must be 
specifi ed on the application.

Chief executive offi cers of railroad 
police systems and railway express 
company police systems.

Associate Membership

Police offi cers employed by 
police agencies below the rank 
of lieutenant.

Superintendents and other 
executive offi cers of prisons.

Chief executives, departmental 
offi cers and technical assistants 
of city, county, state, provincial 
and national agencies with 
administrative or technical 
responsibility for police-related 
activities.

Prosecuting attorneys, their 
deputies and deputy sheriffs.

Professors and technical staffs of 
colleges and universities engaged 
in teaching or research in criminal 
law, police administration and 
other phases of criminal justice.

Staffs of crime institutes, research 
bureaus, coordinating councils, 
law enforcement associations.

Chief executive offi cers of 
industrial or commercial security 
police agencies and private police 
or detective agencies.

Employees of companies 
providing services to law 
enforcement agencies.

Associate members enjoy the same
 privileges as active members except 
those of holding office and voting.PDA13

(Please Print)

“The International Association of Chiefs 
of Police (IACP) is truly a remarkable 

organization.  For the past 119 years, the 
IACP has blazed a trail for professional law 

enforcement leaders around the globe.  It 
has aided thousands of law enforcement 

executives throughout their careers and has 
helped to defi ne the policing profession as 
well as shape it into what it is today.  Help 
the IACP further the careers of thousands 

more and make our profession stronger by 
sponsoring new members during the 2013 

President’s Membership Drive.”  
President Craig T. Steckler

Serve the Leaders of 
Today and Develop the 
Leaders of Tomorrow!

Assist the IACP succeed in our vision of Serving the Leaders of Today, and Developing the Leaders of Tomorrow 
by encouraging law enforcement’s current and future leaders with their careers by sponsoring them 
for membership in the IACP.  Whether you sponsor a Chief from a neighboring jurisdiction, an up 
and comer in your agency or a civilian supporting our profession, IACP membership offers many 
opportunities for professional growth and learning. 

The IACP “Serves the Leaders of Today” through advocacy, training, research, and professional 
services; The IACP addresses the most pressing issues facing leaders today. From new technologies 
to emerging threats and trends, the IACP provides comprehensive and responsive services to its 
members throughout the world.

The IACP is also focused on “developing the law enforcement leaders of tomorrow.” The IACP Center 
of Police Leadership, its Police Chief Mentoring program, and numerous other training and educational 
opportunities are designed to prepare tomorrow’s leaders for the challenges they will face.

Remember—law enforcement professionals at every level qualify for membership in the IACP. 
Those in command-level positions qualify for active membership; others working in and associated 
with law enforcement are eligible for associate membership. See the application for details.

Every member who sponsors at least one new member will receive an Offi cial IACP Gift.

In addition, more rewards are available for sponsoring more than one member.

Sponsor 3 new members: Free registration to the 120th Annual IACP Conference being held 
October 19 – 23, in Philadelphia, Pennsylvania, USA. (A $275 Value!)

Sponsor 5 new members:  IACP Model Policy CD ROM—One full volume of your choice complete 
with 20 policies and research papers. (A $150 Value!)

In order to qualify for prizes and incentives the specially coded 2013 President’s Membership Drive 
application MUST be used. 

2013 President’s Membership Drive Rules and Information:
1. The new members you sponsor must use the 2013 President’s Membership Drive application 

to qualify for prizes. Photocopies are acceptable.
2. Applications must be received at IACP Headquarters by the close of business July 31, 2013.
3. Renewing members do not qualify for this drive.
4. Prizes are non-transferable.
5. Winners of a free IACP Model Policy CD ROM will be able to make their choice 

at the conclusion of the drive.
6. The 120th Annual IACP Conference will be held in Philadelphia, Pennsylvania, USA 

October 19-23, 2013.
7. Members will be sent/notifi ed of all prizes & incentives following the conclusion of the drive.
8. The fi rst 200 members to sponsor a new member in the drive will receive the Offi cial IACP gift. 

The item sent will be at the discretion of the IACP.
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Sponsor New Members during 
the 2013 President’s Membership Drive

I am applying for the following category of membership:     Active     Associate

Name: ____________________________________________________________________________

Title/Rank: _______________________________________________________________________

Agency/Business Affi liation: ________________________________________________________

Business Address:__________________________________________________________________

City, State, Zip, Country: ____________________________________________________________

Residence Address: ________________________________________________________________

City, State, Zip, Country: ____________________________________________________________

Business Phone:____________________________Fax: ___________________________________

E-mail: ___________________________________________________________________________

Web Site: _________________________________________________________________________

Signature:__________________________________Date of Birth: (MM/DD/Year) _____/_____/_____

Send mail to my   Business    Residence Address | I am a sworn offi cer.    Yes    No

Number of sworn offi cers in your agency (if applicable)       a. 1 - 5      b. 6 - 15      c. 16 - 25  

   d. 26 - 49      e. 50 - 99      f. 100 - 249      g. 250 - 499      h. 500 - 999       i. 1000+

Approximate pop. served (if applicable)       a. under 2,500      b. 2,500 - 9,999      c. 10,000 - 49,999  

   d. 50,000 - 99,999      e. 100,000 - 249,999      f. 250,000 - 499,999      g. 500,000 +
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H I G H W A Y  S A F E T Y  I N I T I A T I V E S

By Richard J. Ashton, Chief of Police (Retired), 
Frederick, Maryland; and Grant/Technical Management 
Manager, IACP

The death of a law enforcement officer is a tragedy: It represents the 
needless loss of a spouse, a parent, a child, a sibling, a neighbor, and 

a coworker. One hundred twenty-five law enforcement officers made the 
supreme sacrifice in the United States in 2011.1

Law enforcement executives, trainers, and researchers seek to mitigate 
these tragedies and often rely upon an invaluable resource published annu-
ally by the Federal Bureau of Investigation (FBI) to detect trends to reduce 
future unnecessary losses of life. The FBI recently released Law Enforcement 
Officers Killed and Assaulted [LEOKA] 2011, which is a virtual treasure trove 
of data detailing myriad aspects surrounding these 125 deaths. 

Significantly, 2011 was the first year in 14 consecutive years (1998–2011) 
that more officers were killed feloniously than accidentally.2 The 72 officers 
feloniously killed in 2011 were the most murdered in a single year since 
1995, and the 53 officers accidentally killed in 2011 represent the third few-
est in a quarter century (1987–2011).3 An average of 62 officers a year were 
killed feloniously in that 25-year period, while an average of 69 officers a 
year died accidentally during that same time period.4

Even though officer deaths spiked at times between 1987 and 2011, as 
figure 1 demonstrates, one clear trend emerges: The number of felonious 
killings has declined since 1997, and the number of accidental deaths has 
risen. One hundred seventy-four—or 11 percent—more officers died acci-
dentally than feloniously during these 25 years,5 and 152—or 28 percent—
more officers died accidentally than feloniously over the decade 2002–2011.6 
Even though it is beyond the scope of this piece, two of the primary factors 
that allowed accidental deaths of officers to eclipse their murders over the 
past quarter century were 
•	 the increased wearing of more effective body armor by officers and 
•	 improvements in tactical training. 

Unfortunately, comparable increases in seat belt usage by officers and in 
the quality of in-service emergency vehicle operator training have not been 
implemented to reduce the incidence of officers needlessly dying in vehicle 
crashes or otherwise on highways. 

Traffic crashes, involving both passenger vehicles and motorcycles, 
continue to claim too many law enforcement officers’ lives. These 
crashes killed 64 percent of the 1,715 officers who died accidentally 
between 1987 and 2011 and 69 percent of the 695 officers who were 
killed accidentally between 2002 and 2011.7 Excessive speed and 
unbuckled officers combined far too frequently to trigger a catastrophe. 
In fact, over a period of 27 years (1982 to 2008), “driving too fast for 
conditions or in excess of posted speed” was the second most prevalent 
driver-related crash factor.8 For 29 years (1980–2008), 42 percent of the 
officers killed in passenger vehicle crashes were not wearing seat belts.9 
Significantly, the National Law Enforcement Officers Memorial Fund 
(NLEOMF) reported that at least 9 of the officers who were killed in 
41 passenger vehicle crashes in 2011 were not wearing seat belts10 and 
that at least 4 of the 48 officers accidentally killed in passenger vehicle 
crashes in 2012 were not restrained.11

“Failure to keep in proper lane or running off road” was the most 
prevalent driver-related crash factor between 1982 and 2008.12 NLEOMF 
data indicate that 17—or 42 percent—of the officers who were killed in 41 
passenger vehicle crashes in 2011, as well as 12—or 25 percent—of those 
48 officers accidentally killed in passenger vehicle crashes in 2012, were 
attributed to this specific crash factor.13 Excessive speed, adverse weather 
conditions, and not wearing seat belts frequently were factors in these 
collisions, too. 

Seventeen percent of the 1,715 officers accidentally killed between 1987 
and 2011 were victims of struck-by-vehicle incidents,14 and 15 percent of 
the 695 officers accidentally killed between 2002 and 2011 were struck by 
vehicles.15 The five killed in 2011 were the fewest to die in this manner since 
1993.16 Perhaps, the requirement that officers directing traffic; investigating 
crashes; or handling lane closures, obstructed roadways, and disasters on all 
public roads wear high-visibility safety apparel meeting either the Class 2 or 
3 ANSI/ISEA 107–2010 standard in the American National Standard for High-
Visibility Safety Apparel and Headwear17 or the ANSI/ISEA 207-2006 standard 
in the American National Standard for High-Visibility Public Safety Vests18 is 
beginning to pay dividends. 

 Between 1987 and 2011, 283 officers were struck and killed by vehicles; 
this averages out to nearly one officer killed each month.19 Of these officers, 
60 percent were “directing traffic, assisting motorist, etc.,” while the remain-
ing 40 percent were involved in a “traffic stop, roadblock, etc.”20

Tire deflation devices remain “the most widely used pursuit termi-
nation technology available today.”21 They were deployed in 2009, 63 
percent of the time that a pursuit intervention was initiated; in 2010,  
68 percent of that time;22 and in 2011, 72 percent of that time.23 However, 
tire deflation devices have been involved in 26 officer deaths since their 
inception in 1996,24 and the Dallas, Texas, Police Department discontin-
ued their use.25 Five officers died in 2011 in connection with the deploy-
ment of tire deflation devices—the most officers killed performing this 
task since 2003 when five officers also died.26  Deploying tire deflation 
devices is a high-risk, low-frequency activity for which officers require 
frequent training to temper the hazards inherent in quickly deploy-
ing these devices and retreating to a safe position so only the violator’s 
vehicle will be affected. 

The age and tenure of the officers who were accidentally killed increased 
in 2011: Officers’ average age rose to 41 years, after holding constant at 
38 years for a decade (2002–2011) and for both five-year periods included 

FBI’s LEOKA Offers Insight into Officer Deaths
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therein (2002–2006 and 2007–2011).27 Similarly, 
the length of service of officers accidentally killed 
rose to 13 years, after remaining fixed at 10 years 
for two decades (1992–2001 and 2002–2011).28 
As three experienced FBI researchers pointed 
out so clearly, “Because seasoned officers have 
experienced so many successful outcomes in 
the past, they begin to rely on experience and 
believe that they can read people and situations 
accurately. This causes them to walk a dangerous 
tightrope. They become complacent, thinking 
that they can shortcut a thorough examination of 
the incident. Complacency, however, is the worst 
enemy of a veteran officer.”29 Unfortunately, this 
is a disturbing trend that is ripe for exploration 
and mitigation. v

Notes:
1U.S. Department of Justice, Federal Bureau of 

Investigation, Criminal Justice Information Services, 
Uniform Crime Reports, Law Enforcement Officers Killed 
and Assaulted [LEOKA] 2011, table 1, http://www.fbi 
.gov/about-us/cjis/ucr/leoka/2011/tables/table-1 
(accessed January 4, 2013); and Ibid., table 61, http://
www.fbi.gov/about-us/cjis/ucr/leoka/2011/tables/
table-61 (accessed January 4, 2013).

2Ibid.; and LEOKA 2001, tables 16 and 28, http://
www.fbi.gov/about-us/cjis/ucr/leoka/2001  
(accessed January 4, 2013).

3Ibid.; and LEOKA 1996, tables 3 and 23, http://
www.fbi.gov/about-us/cjis/ucr/leoka/1996  
(accessed January 4, 2013).

4Ibid.
5Ibid.
6LEOKA 2011, tables 1 and 61.
7LEOKA 1996, table 23; LEOKA 2001, table 28;  

and LEOKA 2011, table 61.
8Eun Yong Noh, Characteristics of Law Enforcement 

Officers’ Fatalities in Motor Vehicle Crashes, January 2011, 
DOT HS 811 411, 22, http://www-nrd.nhtsa.dot.gov/
Pubs/811411.pdf (accessed January 4, 2013).

9Ibid., 24.
10NLEOMF, “Seat Belt Usage among Officers Killed 

in Auto Crashes: 2011,” http://www.nleomf.org/facts/
nhtsa-officer-safety-initiatives/current-officer-fatalities.
html (accessed January 4, 2013).

11NLEOMF, “Recently Fallen,” http://www 
.nleomf.org/facts/recently-fallen (accessed January 4, 
2013). The author kept a running annual spreadsheet 
of accidental deaths based on NLEOMF data from this 
website and extrapolated this fact from the data. 

12Noh, Characteristics of Law Enforcement Officers’ 
Fatalities in Motor Vehicle Crashes, 22.

13NLEOMF, “Archive Recently Fallen Officers 2011” 
and “Archive Recently Fallen Officers 2012,” http://
www.nleomf.org/facts/recently-fallen/recently-fallen 
-officers/archive-recently-fallen.html and http://www 
.nleomf.org/facts/recently-fallen/recently-fallen-2012/ 
(accessed January 4, 2013). The author kept a running 
annual spreadsheet of accidental deaths based on 
NLEOMF data from this website and extrapolated this 
fact from the data.

14LEOKA 1996, table 23; LEOKA 2001, table 28;  
and LEOKA 2011, table 61.

15LEOKA 2011, table 61.
16LEOKA 2001, table 28; and LEOKA 2011, table 61.
17Federal Highway Administration (FHWA),  

“Official Rulings: Request 6(09)-4,” April 27, 2010, 
http://mutcd.fhwa.dot.gov/reqdetails.asp?id=852 
(accessed January 4, 2013).

18FHWA, “Pedestrian and Worker Safety” and 
“Flagger Control,” chap. 6D and 6E in Manual on 
Uniform Traffic Control Devices for Streets and High-
ways (2009), 564, 566, http://mutcd.fhwa.dot.gov/
pdfs/2009/part6.pdf (accessed January 4, 2013).

19LEOKA 1996, table 23; LEOKA 2001, table 28;  
and LEOKA 2011, table 61.

20Ibid.
21Robert Osborne, Pursuit Management Task Force 

Report, September 1998, NCJ 172200 , 45, https://
www.justnet.org/pdf/Pursuit-Management-Task 
-Force-Report.pdf (accessed January 4, 2013).

22Gerad Mead, Pursuits: Data That Drives Safety, 
April 25, 2011, 25

23Gerad Mead , Pursuits: Driving Safety through Data 
Analysis, March 31, 2012, 27.

24Gregory R. McMahon, “Bulletin Alert: Deploy-
ment of Spike Strips,” FBI Law Enforcement Bulletin 
81, no. 9 (September 2012): 18, http://www.fbi.gov/
stats-services/publications/law-enforcement 
-bulletin/september-2012/bulletin-alert (accessed 
January 4, 2013).

25Tanya Eiserer, “Dallas Police Ban Use of Spike 
Strips that Can Halt Fleeing Vehicles,” Dallas Morning 
News, June 7, 2012, http://www.dallasnews.com/
news/community-news/dallas/headlines/20120607 
-dallas-police-ban-use-of-spike-strips-that-can-halt 
-fleeing-vehicles.ece (accessed January 4, 2013). 

26McMahon, “Bulletin Alert: Deployment of Spike 
Strips,” 18; and to clarify, LEOKA 2011 classified officer 
deaths in this regard either as felonious traffic pur-
suits/stops or as accidentally struck by vehicle, based 
upon evidence of the violators’ intent. In 2011, four fell 
into the felonious traffic pursuits/stops category. See 
http://www.fbi.gov/about-us/cjis/ucr/leoka/2011/
tables/table-20 and http://www.fbi.gov/about-us/
cjis/ucr/leoka/2011/tables/table-61 (accessed January 
4, 2013). 

27LEOKA 2011, table 57, http://www.fbi.gov/
about-us/cjis/ucr/leoka/2011/tables/table-57 
(accessed January 4, 2013). 

28Ibid.
29Anthony J. Pinizzotto, Edward F. Davis, and 

Charles E. Miller III, “Traffic Stops,” FBI Law Enforce-
ment Bulletin 77, no. 5 (May 2008): 8, http://www.fbi 
.gov/stats-services/publications/law-enforcement 
-bulletin/2008-pdfs/may08leb.pdf (accessed January 
4, 2013).

 
	

Line of Duty Deaths
“They will be remembered — not for the way 

they died, but for how they lived.”

The IACP wishes to acknowledge the follow-
ing officers, who made the ultimate sacrifice for 
their communities and the people they served. 
We extend our prayers and deepest sympathies 
to their families, friends and colleagues.

Trooper Kyle W. Deatherage 
Illinois State Police 
Date of Death: November 26, 2012 
Length of Service: 3 years 

Police Officer Tom Decker 
Cold Spring, Minnesota, Police Department 
Date of Death: November 29, 2012 
Length of Service: 10 years 

Deputy Sheriff Ricky Ray Issac Jr. 
Natchitoches Parish, Louisiana, Sheriff’s Office  
Date of Death: December 8, 2012 
Length of Service: 11 months 

Patrol Officer Martoiya Lang 
Memphis, Tennessee, Police Department 
Date of Death: December 14, 2012 
Length of Service: 9 years, 6 months 

Deputy Sheriff Christopher R. Parsons 
Washington County, Missouri, Sheriff's Office 
Date of Death: December 15, 2012 
Length of Service: 2 months 

Police Officer Jeff Atherly 
Topeka, Kansas, Police Department 
Date of Death: December 16, 2012 
Length of Service: 1 year, 8 months 

Patrol Officer Angel David Garcia 
El Paso, Texas, Police Department 
Date of Death: December 16, 2012  
Length of Service: 9 months

Corporal David Gogian 
Topeka, Kansas, Police Department 
Date of Death: December 16, 2012  
Length of Service: 8 years, 3 months

Police Officer Sean Louis Callahan 
Clayton County, Georgia, Police Department 
Date of Death: December 18, 2012 
Length of Service: 4 months 

Corporal Jimmie Norman 
Bellaire, Texas, Police Department 
Date of Death: December 24, 2012 
Length of Service: 20 years 

Police Officer Edrees Mukhtar 
San Antonio, Texas, Police Department 
Date of Death: December 29, 2012 
Length of Service: 1 year, 7 months
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As one of the world’s leading providers of digital red 

light and speed enforcement services, Redflex Traffic 

Systems pioneered many of the technologies and 

processing methods that are now standard in the photo 

enforcement industry. Whether you need solutions for 

fixed or mobile environments, or both, rely on Redflex  

for next-generation technology, along with streamlined, 

end-to-end support.

REDFLEXspeed®

REDFLEXred®

REDFLEXrail®

REDFLEXstop®

REDFLEXslimline®

We know the technologies that are shaping 
the photo enforcement industry today.
We developed them.

REDFLEX – MAKING A SAFER WORLD.

Redflex Traffic Systems

United States 
23751 N. 23rd Ave., Suite 150 
Phoenix, AZ 85027 
Toll-free: 1.866.703.8097 
salesteam@redflex.com

Worldwide 
31 Market Street 
South Melbourne  
Victoria  
Australia 3205 
Telephone: 613.9674.1800 
sales@redflex.com.au

www.REDFLEX.com
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